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Introduction

Currently PSS offers no way to signal whether content should or should not allow random access (i.e. seeking).  This is a problem for several reasons:

1. A content author might want some clips to be seekable, and some to be non-seekable.  For example, a training video might allow seeking, while an ad clip might not.  There is currently no standard way to signal this information in a .3gp file.
2. A PSS server may allow random access for specific pieces of content, and may deny seeking for others.  However, it currently has no way to convey this information to the client at the start of the session.  To determine whether seeking is allowed, the client must currently send a seek request (PLAY with Range) and then see whether the server accepts or rejects the request.  However, to ensure good user experience, the client must know up front whether seeking is allowed, so:

a. the client can expose the proper GUI tools to the user.

b. the client can avoid cases where the user selects a seek point, the presentation is interrupted by a round trip delay, but the seeking ultimately fails.
3. As a practical matter, a seekable video clip must contain a sufficient number of random access points (I-frames).   Without signalling to enable/disable random access, we find cases where client and server are both willing to seek, but a scarcity of I-frames in the content leads to poor experience or unpredictable results.  New signalling combined with content authoring guidelines would solve this problem.  For content with seeking enabled, we would recommend a maximum I-frame interval (e.g. 5 seconds) to give sufficient seeking resolution. 
Proposal
The proposed signalling additions are shown in the following diagram.  Note that content authoring will enter the picture for Release-6 as we move to develop a ‘server’ file format.
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Two new Boolean parameters are added as follows:

· Enable_Random_Access  (1=seek allowed, 0=seek disallowed) will be added to the server file format.  This will convey the content author’s wishes to the PSS Server.  Exact placement of this value within the file is not important; it could be included in a user data (‘udta’) atom, or may be included in the asset information as proposed in S4-020526.

· a=enable_random_access:value  (1=seek allowed, 0=seek disallowed) will be added as an SDP attribute.  This will be used to inform the client whether the server will allow random access to the current presentation.
In order to address the problems described above, we propose to add the above parameters at the presentation level (i.e. at the file and SDP session levels).   They would thus describe whether seek should be enabled or disabled for the entire presentation.
It may also be useful to have similar parameters at the track and SDP media levels in order to describe whether each track is suitable for random access.   For example, a low bit rate version of a video clip might have random access disabled due to insufficient I-frame resolution, while a higher bit rate alternative track might support random access.  The content provider could make such decisions and label the tracks appropriately.  Such signalling could then be combined with alternative track selection (e.g. S4-020544) to tell the client whether a particular sub-presentation is seekable.  This idea is for future study, and will depend on how SA4 proceeds with labelling and selection of alternative tracks.
Release-6 behavior
We recommend inclusion of this signalling be mandatory for Release-6.  That is, files conforming to the Release-6 server file format must include the Enable_Random_Access flag, and Release-6 PSS servers must include the ‘a=enable_random_access’ attribute in all sessions.  By making this information available as often as possible, the user experience will be improved.
Backward compatibility considerations
A Release-6 PSS Server can expect Enable_Random_Access to appear in any Release-6 “server file format” file.  However, it is expected that PSS Servers will commonly stream from earlier .3gp formats pre-dating the Release-6 server format.  If the server has such capability, it must handle the case where the parameter is not present in the file.

A Release-6 PSS Client should not expect the a=enable_random_access attribute, since servers from earlier releases will not include it.  Client interpretation should be as follows:
	a=enable_random_access:1
	Seeking allowed (client should accept seek input from user and may make seek requests to the server)

	a=enable_random_access:0
	Seeking not allowed (client should not accept seek input from user and should not make seek requests to the server)

	(attribute not present)
	No information available; client seek behavior is same as for Release-4/5 client.







































3.1.1 


































3.1.2 









































































































































Page: 1/2


Page: 2/2

_1097932864.vsd

