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1. Introduction
In the requirement document of PSS Release 6 (i.e., 3GPP TS 22.233 V6.0.0), the following requirement is expressed in section 5.4:

“The PSS should provide a reliable delivery mechanism that enables the user to receive the content without any errors due to the transport mechanism.”
In PSS Release 5, the delivery mechanism does not assure that the transmission will be error free. As a result, it is unlikely that the user will experience the content as the content provider tailored it. This contribution proposes to open the discussion around this issue. Solutions that enable to retrieve the content without any error and with a small latency are possible. The authors believe allowing from PSS to use reliable transport mechanism adds significantly to the end-user’s experience. Therefore the authors propose that 3GPP S4 improves PSS Rel6 with a reliable delivery mechanism that is backward and forward compatible with PSS Rel4 and PSS Rel5 and does not cause any interoperability problems. 
2. Discussion
There are several ways to transmit an A/V contents over the packet network:

· file download

· streaming
· progressive downloading or “pseudo-streaming”

The first way is defined by MMS. In that case, the client starts to play (or render) the content only after receiving the entire file. From the user’s point of view, there is a long latency between the instant the user asks for the delivery of the content and the beginning of the rendering of the content.

The second way is specified in PSS. In that case, RTP/UDP/IP is usually used. The user can start to view the content soon after the request of the delivery. The main drawback is that there is no guarantee that the transmission scheme will not degrade the content and the degradation cannot be known.

In the case of  “pseudo-streaming”, TCP based protocols are usually used (e.g., HTTP). The transport mechanisms are the same as Download case. Audiovisual data encapsulated in a file is transmitted from the server to the client. However the main additional advantages are as follows: 

· the latency is reduced and the user is able to see the content whilst receiving the continuous media,

· the user is able to replay the continuous media without asking for another delivery mechanism,

· the content is downloaded without any errors, it assures that the subscribers see the content that have been designed by the content creators.

From the user’s point of view, this is a feature of the Streaming service. The main drawback is that the throughput and transmission delay is not guaranteed.
3. Proposals
If reliable mechanisms would be proposed they shall be backward compatible and interoperable with the PSS Rel4 and PSS Rel5 specifications. It means that the media formats, the file format and the protocols should be reused as much as possible. In this section, we present some alternative solutions that enable to fulfill the previously expressed requirements.

· Solution A: Secure Streaming
One way to design a reliable mechanism is to secure the actual RTP streaming by using TCP and not only UDP. The RTP packets are then send over TCP. The actual PSS payload formats and the RTP packaging can be reused in that case. However this solution suffers from the main following drawbacks:

· The bandwidth usage is not optimal. The RTP overhead is often not acceptable and should drastically limit the performance of the delivery mechanism.

· The implementation of PSS client is not be efficient since the RTP stack treatments (fragmentation, multiplexing) are not useful and are resource consuming.

· The PSS server runs RTP packaging and monitoring schemes that are useless.

· Solution B: Pseudo-Streaming or Progressive Downloading
Another way to design a secure mechanism is to improve the downloading mechanism. The client should be able to play the content whilst receiving it. Technically, the file format shall be carefully designed for this case. If the specifications of the file format detailed in TS 26.234 are reused. The only additional constraint is that the terminal must have received all the meta data (i.e., the content of the Movie Atom) before decoding the continuous media. The meta data structure already assures that the information bits are be aligned in the same order as used in the decoder, but at least the server should provide the media-data for each track in time-order in the file. The following figure exposed this use case.
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In the case of  “pseudo-streaming”, TCP based protocols are usually used (e.g., HTTP). The transport mechanisms are the same as Download case. Audiovisual data encapsulated in a file is transmitted from the server to the client. The terminal shall receive all the meta data (i.e., the content of the Movie Atom) before decoding the continuous media.

4. Conclusion

From the user’s point of view, the use of reliable streaming mechanism will greatly improve the multimedia experience. From the service provider’s point of view, it is assured that the user will view the content as the authors designed it. We therefore propose to mandate extensions in PSS Rel6 that enable such delivery schemes. The list of proposed solutions is not exhaustive: other implementations may be possible however such solutions shall be backward and forward compatible with existing Releases.
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