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1.
Introduction

This document addresses a proposal for the specification of device capability description for the transparent end-to-end packet switched streaming service (PSS) Release 5 as well as the specification of exchange mechanisms for this description. The functionality is sometimes referred to as capability exchange. The proposal use the CC/PP [CC/PP] framework and re-use parts of the CC/PP application UAProf [UAProf]. It also re-use exchange mechanism defined in UAProf. Architectures that enable end-to-end flow of device capability descriptions and user preferences have been discussed in previous contributions [3GPP25, 3GPP30, 3GPP32 and 3GPP48].

To facilitate server-side content negotiation for streaming, the streaming server needs to have access to the description of the specific capabilities of the mobile terminal i.e. the device capability description. The device capability description contains a number of attributes. The description can be used during setup of a streaming session to supply the mobile terminal with the correct type of multimedia content. Concretely, it is envisaged that servers use information about the capabilities of the mobile terminal to decide which stream(s) to provision to the connecting terminal. For instance, the server could compare the requirements on the mobile terminal of multiple available variants of a stream with the actual capabilities of the connecting terminal to determine the best-suited stream(s) for that particular terminal. A similar mechanism could also be used for other types of content.

1.1 
Terminology and Overview

A device capability description contains a number of device capability attributes. In the present document they are referred to as just attributes. This document does not include a definition of any specific user preference attributes. Therefore we use the term device capability description. However, it should be noted that the extension mechanism defined would enable an easy introduction of such attributes in the "device capability description" if needed. 

The term device capability profile or profile is sometimes used instead of device capability description to describe a description of device capabilities and/or user preferences. The three terms are used interchangeably in the present document.

Device capability profiles are available from the so-called device profile server (see Figure 1). For instance, a terminal manufacturer or a software vendor could maintain a device profile server to provide device capability profiles for its products. The device profile server provides device capability profiles to the content server on request.

The content server is the logical entity that provides multimedia streams and other, static content (e.g. SMIL documents, images, and graphics) to the mobile terminal (see Figure 1). A PSS application might involve multiple content servers, e.g. separate servers from multimedia streams and for static content. A content server handles the matching process, i.e. comparing the client profile with the descriptions of the available content.

Matching is a process that takes place in the content server (see Figure 1). The terminal profile is compared with the content descriptions at the server and the best fit is delivered to the client.

Some sections have been marked with "This section is normative". We consider these sections as proposals for normative text to clause 5.2 in TS 26.234. Verbal forms in these section for the expression of provisions (SHALL, SHOULD etc.) are as defined in Annex E of TR 21.801 "Specification drafting rules".

1.2
Scope of the proposal

The following bullet list describes what is considered within the scope of our proposed specification for capability exchange in PSS.

· Reference to a set of device capability attributes for multimedia content retrieval applications that have already been defined by UAProf [UAProf]. The purpose of this reference is to point out which attributes are useful for the PSS application.

· Definition of a set of device capability attributes specifically for packet switched streaming (PSS) applications. We define attributes, missing in UAProf, that we believe could be useful to describe the capabilities of a mobile terminal in order to decide which multimedia streams can be accepted by this terminal.

· Definition of a structure for device capability profiles. 

· It is important to define an extension mechanism to easily add attributes since it is not possible to cover all attributes from the beginning. An extension mechanism is proposed in this document.

· Interchange of device capability profiles between the content server and the device profile server is defined as well.

· It is proposed that we do NOT specify any specific matching rules, i.e. rules for comparing the terminal profile with the descriptions of the available content.

· In the simplest case the Mobile Terminal informs the content server(s) about its identity so that the latter can retrieve the correct device capability profile(s) from the device profile server(s). For this purpose, the mobile terminal adds a list of URLs to RTSP and/or HTTP protocol data units that it sends to the content server(s). These URLs point to locations on device profile servers from where the content server should retrieve device capability profiles. This list of URLs is encapsulated in RTSP and HTTP protocol data units using additional header field(s). We abbreviate this list of URLs with URLdesc. The Mobile Terminal may additional complement the URLdesc with extra attributes. We denote this information Profdiff. As URLdesc, Profdiff can be encapsulated in RTSP and HTTP protocol data units using additional header field(s). It is proposed that the structure of URLdesc, Profdiff and their interchange be standardized.

· It needs to be stated in the final PSS specification what the required support for the "capability exchange" functionality is for the client and server respectively (see clause 4 of the present document).

The following figure depicts the logical system architecture: 
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Figure 1 Outline of the proposal

The specification does not include:

· Rules for the matching process on the content server: We believe these mechanisms should be left to implementations. For interoperability only the format of the device capability description and its interchange is relevant, but not the mechanism how to compare the client profile with the descriptions of the available content and perform the selection.

· Definition of specific user preference attributes: It is very difficult standardize such attributes since it is very dependent on the type of personalized service on would like to offer the user. The extensible descriptions format and exchange mechanism proposed in this document provide the means to create and exchange such attributes if needed in the future.

· Requirements for caching of device capability profiles on the content server: In UAProf, a content server can cache the current device capability profile for a given WSP session. This feature relies on WSP sessions. Caching increases significantly the complexity of both implementations of the mobile terminal and the server.

· Intermediate proxies: This feature is considered not relevant in the context of PSS applications.

2.
Signaling from Mobile Terminal to Streaming Server

We have already introduced the concept of URLdesc and Profdiff in clause 1.2. The URLdesc is a list of URLs that point to locations on device profile servers from where the content server retrieves suitable device capability profiles. The Profdiff contains additional capability description information; e.g. overrides for certain attribute values. Both URLdesc and Profdiff are encapsulated in RTSP and HTTP messages using additional header fields. In clause 9.1 of [UAProf] three new HTTP headers are defined that can be used to implement the desired functionality: x-wap-profile, x-wap-profile-diff and x-wap-profile-warning. Our proposal is to reuse these in PSS for both HTTP and RTSP. 

The x-wap-profile is a request header that contains a list of absolute URLs to device capability descriptions and profile diff names. The profile diff names correspond to profile information in the x-wap-profile-diff header.

The x-wap-profile-diff is a request header contains a subset of a device capability profile in the format described in clause 3 of the present document.

The x-wap-profile-warning is a response header that contains error codes explaining to what extent the server has been able to match the terminal request.

It is left to the mobile terminal to decide when to send x-wap-profile headers. The mobile terminal could send the x-wap-profile and x-wap-profile-diff headers with each RTSP DESCRIBE and with each RTSP SETUP request (see details below). Sending them in the RTSP DESCRIBE request is useful so that by using the description of the device capabilities of the Mobile Terminal (MT) the streaming server can make a better decision which session descriptions to provision to the client. Sending them when requesting to setup a streaming session (using RTSP SETUP request) can be helpful to make sure the server will establish a suitable streaming session.

Sending the x-wap-profile and x-wap-profile-diff headers with an HTTP request is useful whenever the mobile terminal requests some multimedia content that will be used in the PSS application. For example it can be sent with the request for a SMIL file and the content server can see to that the Mobile Terminal receives a SMIL file which is optimized for the particular terminal (see details below).

It is up to the content server to retrieve the device capability profiles using the URLs in the x-wap-profile header. The content server is also responsible to merge the profiles then received.  If the x-wap-profile-diff header is present it must also merge that information with the retrieved profiles. This functionality is defined in chapter 3.

We propose the following:

This section is normative.

When a PSS client or server support capability exchange it SHALL support the profile information transport over both HTTP and RTSP between client and server as defined in Clause 9.1 (including its subsections) of the WAP 2.0 UAProf specification [UAProf] with the following additions:

· The “x-wap-profile” and wap-profile-diff headers MAY NOT be present in all HTTP or RTSP request. That is, we have relaxed the requirement to send this header in all requests.

· The defined headers MAY be applied to both RTSP and HTTP.

· The “x-wap-profile-diff” header is only valid for the current request. The reason is that PSS does not have the WSP session concept of WAP.

· Push is not relevant for the PSS.

End of normative section.
Basically it is up to the mobile terminal to decide in which RTSP and HTTP messages to send the x-wap-profile and x-wap-profile-diff headers. However, some recommendation of their usage should be given.

It should be noted that it is up the implementation of the mobile terminal what URLs to send in the x-wap-profile header. For instance, a terminal could just send one URL that points to a complete description of its capabilities. Another terminal might provide one URL that points to description of the terminal hardware. A second URL that points to description of a particular software version of the streaming application, and a third URL that points to the description of a hardware or software plugin that is currently added to the standard configuration of that terminal. From this example it becomes clear that sending URLs from the mobile terminal to the server is good enough not only for static profiles but can also handle re-configurations of the MT such as software version changes, software plugins, hardware upgrades, etc.

As described above the list of URLs in the x-wap-profile header is a powerful tool to handle dynamic changes of the mobile terminal. The x-wap-profile-diff header could also be used to facilitate the same functionality. To use the x-wap-profile-diff header to e.g. send a complete profile (no URL present at all in the x-wap-profile header) or updates as a result of e.g. a hardware plugin is NOT recommended unless some compression scheme is applied over the air-interface. The reason is of course that the size of a profile may be large.

We propose to make the following recommendations to how and when profile information should be sent between client and server.

This section is normative.
· PSS content servers supporting capability exchange SHALL be able to receive profile information in all HTTP and RTSP requests.

· The terminal SHOULD NOT send the wap-profile-diff header over the air-interface since there is no compression scheme defined. 

· RTSP: the client SHOULD send profile information in the DESCRIBE message. It MAY send it in any other request.

If the terminal has some prior knowledge about the file type it is about to retrieve, e.g. file extensions, the following apply:  

· HTTP and SDP: when retrieving an SDP with HTTP the client SHOULD include profile information in the GET request. This way the HTTP server can deliver an optimized SDP to the client.

· HTTP and SMIL: When retrieving a SMIL file with HTTP the client SHOULD include profile information in the GET request. This way the HTTP server can deliver an optimised SMIL presentation to the client. A SMIL presentation can include links to static media. The server SHOULD optimise the SMIL file so that links to the referenced static media are adapted to the requesting client. When the "x-wap-profile-warning" indicates that content selection has been applied (201-203) the PSS client SHOULD assume that no more capability exchange has to be performed for the static media components. In this case it SHOULD NOT send any profile information when retrieving static media to be included in the SMIL presentation. This will minimise the HTTP header overhead. 

End of normative section.
3.
Device Capability Profiles and Their Interchange

Device capability profiles are RDF documents that contain components and attributes that describe the device capabilities of a mobile terminal. The profiles are stored on device profile servers and accessible using the URLs contained in URLdesc as a reference. This chapter defines a vocabulary of device capability attributes specifically for PSS applications. A device capability profile can include attributes from multiple vocabularies. A number of attributes from UAProf [UAProf] are recommended to be used together with the PSS specific vocabulary. This chapter also specifies how device capability profiles are merged and it defines provisions how to download device capability profiles from the device profile server to the content server.

3.1
Structure of Device Capability Profiles

A device capability profile is a description of device capabilities and possibly also user preferences that can be used to guide the adaptation of content presented to that device. A device capability profile is an RDF document that follows the structure of the CC/PP framework [CC/PP] and the CC/PP application UAProf [UAProf]. The terminology of CC/PP is used in this text and therefore briefly described here. Attributes are used to specify device capabilities and preferences. A set of attribute names, permissible values and semantics constitute a CC/PP vocabulary, which is defined by an RDF schema. The syntax of the attributes is defined in the schema but also, to some extent, the semantics. A profile is an instance of a schema and contains one or more attributes from the vocabulary. Attributes in a schema are divided into components distinguished by attribute characteristics. It’s anticipated that different applications will use different vocabularies. According to the CC/PP framework a hypothetical profile might look like this

[MyPhone]
 |
 +--ccpp:component-->[TerminalHardware]
 |                    |
 |                    +--rdf:type---------> [prf:HardwarePlatform]
 |                    +--prf:ScreenSize----> "320x200"
 |                    +--prf:BitsPerPixel--> "4"
 |
 +--ccpp:component-->[Streaming]
                      |
                      +--rdf:type---------> [pss5:Streaming]
                      +--pss5:PssVersion----> "3GPP-R5"


A CC/PP schema is extended through the introduction of new attribute vocabularies and a device capability profile can use terms drawn from an arbitrary number of different vocabularies. Each vocabulary is associated with a unique XML namespace. This mechanism makes it possible to re-use attributes from other vocabularies. 

Attributes of a component can be included directly or may be specified by a reference to a CC/PP default profile. Resolving a profile that includes a reference to a default profile is time-consuming. When the content server receives the profile from a profile server the final attribute values can not be determined until the default profile has been requested and received. Support for defaults is required by the CC/PP specification [CC/PP]. 

This section is normative.

Inclusion of default profiles (using the CC/PP defaults element) is NOT recommended to be used in PSS profiles instead multiple profiles in the URLdesc is encouraged.

End of normative section.

3.2
Device Capability Vocabularies

3.2.1
Principles of Defining Attribute Vocabularies

A CC/PP vocabulary shall according to CC/PP and UAProf include

· A RDF schema for the vocabulary based on the CC/PP schema.

· A description of the semantics/type/resolution rules/sample values for each attribute.

· A unique namespace shall be assigned to each version of the profile schema.

Additional information that could be included in the profile schema

· A description about the profile schema, i.e. the purpose of the profile, how to use it, when to use it etc.

· A description of extensibility. How to handle future extensions of the profile schema.

A device capability profile can use an arbitrary number of vocabularies and thus it is possible to re-use attributes from other vocabularies by simply reference the corresponding namespaces. The focus of the PSS vocabulary is content formatting which overlaps the focus of UAProf. UAProf is specified by WAP Forum and is an architecture and vocabulary/schema for capability exchange in the WAP environment. Since there are attributes in the UAProf vocabulary suitable for streaming applications these will be combined with an application specific streaming component. The CC/PP specification encourages reuse of attributes from other vocabularies. To avoid confusion, the same attribute name should not be used in different vocabularies. The focus of PSS capability exchange is content formatting while content selecting based on user preferences is left for future extensions. User preferences could be included as a new component specified in a new schema. Nevertheless the architecture shall support user preferences from the beginning.

A profile is allowed to instantiate a subset of the attributes in the vocabulary and no specific attributes are required but insufficient description may lead to content unable to show for the client.

This section is normative.

A profile is an instance of the schema and SHALL follow the rules govern the formation of a profile given in the CC/PP specification [CCPP]. The profile schema SHALL also be governed by the rules defined in UAProf [UAProf] chapter 7, 7.1, 7.3 and 7.4.

End of normative section.
3.2.2
Principles of extending a schema/vocabulary

The use of RDF enables an extensibility mechanism for CC/PP-based schemas that addresses the evolution of new types of devices and applications. The PSS profile schema specification is going to provide a base vocabulary but in the future new scenarios might have need for expressing new attributes. This is the reason why we need to specify how extensions of the schema will be handled. If 3GPP S4 updates the base vocabulary schema a new unique namespace will be assigned to the updated schema. In another scenario the 3GPP S4 group decides to add components such as user preferences outside of the base vocabulary. These new components will be assigned a new namespace and thus will they not influence the base vocabulary in any way. If other organizations or companies make extensions this can be either as a new component or as attributes added to the existing base vocabulary component where the new attributes uses a new namespace. This ensures that third parties can define and maintain their own vocabularies independently from 3GPP. The base vocabulary can only be changed by 3GPP S4.

This section is normative.

All extensions to the profile schema SHALL be governed by the rules defined in [UAProf] clause 7.7. 

End of normative section.

3.2.3
3GPP-PSS5 vocabulary

This section specifies the base vocabulary for PSS. It shall be defined as an RDF schema but in this contribution the proposed attributes are listed in plain text with attribute names and semantics. Below there is a list of proposed attributes. The intention of this list is that it will serve as a starting point and more attributes might be added. The vocabulary is associated with an XML namespace, which combines a base URI with a local XML element name to yield a URI.

This section is normative.

PSS servers supporting capability exchange SHOULD understand the attributes in the streaming component and the recommended attributes from [UAProf]. All PSS attributes are put in a PSS specific component called “Streaming”. The list of proposed PSS attributes is as follows:

Attribute name:
AudioChannels
Attribute definition:
This attribute defines the audio output channels.

Component:
Streaming

Type:
Literal
Legal values:
“Mono”, “Stereo”

Resolution rule:
Locked

Example:
<AudioChannels>Mono</AudioChannels>

Attribute name:
PreDecoderBufferSize
Attribute definition:
This attribute defines the amount of memory in octets that is available to buffer received content before it enters into the decoder.

Component:
Streaming

Type:
Number

Legal values:
Integer value equal or greater than zero. A value equal to zero means that no pre-decoder buffer exists.

Resolution rule:
Locked

Example:
<PreDecoderBufferSize>20048</PreDecoderBufferSize>

Attribute name:
PssAccept
Attribute definition:
List of content types (MIME) the PSS application supports. Both CcppAccept(SoftwarePlatform, UAProf) and PssAccept can be used but if PssAccept is defined it has precedence over CcppAccept and a PSS application SHALL then use PssAccept.

Component:
Streaming

Type:
Literal (Bag)
Legal values:
List of MIME types with related parameters.

Resolution rule:
Append

Example:
<PssAccept>
  <rdf:Bag>
    <rdf:li>audio/AMR-WB; octet-alignment</rdf:li>
    <rdf:li>application/smil</rdf:li>
  </rdf:Bag>
</PssAccept>

Attribute name:
PssAccept-Subset
Attribute definition:
List of content types for which the PSS application supports a subset. MIME-types can in most cases effectively be used to express variations in support for different media types. Many MIME-types, e.g. AMR-NB has several parameters that can be used for this purpose. There may exist content types for which the PSS application only supports a subset and this subset can not be expressed with MIME-type parameters. In these cases the attribute PssAccept-Subset is used to describe support for a subset of a specific content type. If a subset of a specific content type is declared in PssAccept-Subset, this means that PssAccept-Subset has precedence over both PssAccept and CcppAccept if the same content-type is listed there. 

This is illustrated with an example. If PssAccept=”audio/AMR”, ”image/jpeg” and PssAccept-Subset=”JPEG Baseline” then “audio/AMR” and JPEG Base line is supported. “image/jpeg” in PssAccept is of no importance since it’s related to “JPEG Baseline” in PssAccept-Subset. Subset identifiers and corresponding semantics SHALL be defined by the 3GPP S4 group and included in the PSS specification.

Component:
Streaming

Type:
Literal
Legal values:
Subset identifiers defined by the 3GPP PSS specification.

Resolution rule:
Append

Example:
<PssAccept-Subset>JPEG Baseline</PssAccept-Subset>

Attribute name:
PssVersion
Attribute definition:
PSS version supported by the client.

Component:
Streaming

Type:
Literal
Legal values:
"3GPP-R4", "3GPP-R5" and so forth.
Resolution rule:
Locked

Example:
<PssVersion>3GPP-R4</PssVersion>

Attribute name:
RenderingScreenSize
Attribute definition:
The rendering size of the device’s screen in unit of pixels. The horizontal size is given followed by the vertical size.

Component:
Streaming

Type:
Dimension
Legal values:
Two integer values equal or greater than zero. A value equal “0x0”means that there exist no display or just textual output is supported.
Resolution rule:
Locked

Example:
<RenderingScreenSize>70x15</RenderingScreenSize> 

Attribute name:
SmilBaseSet
Attribute definition:
Indicates a base set of SMIL 2.0 modules that the client supports.
Component:
Streaming

Type:
Literal
Legal values:
Pre-defined identifiers. “SMIL-3GPP-R4" includes all SMIL 2.0 modules required for scene description support according to 3GPP TS 26.234.

Resolution rule:
Locked

Example:
<SmilBaseSet>SMIL-3GPP-R4</SmilBaseSet>

Attribute name:
SmilModules
Attribute definition:
This attribute defines a list of SMIL 2.0 modules supported by the client. If the SmilBaseSet is used those modules do not need to be explicitly listed here. In that case only additional module support needs to be listed.

Component:
Streaming

Type:
Literal (Bag)
Legal values:
SMIL 2.0 module names defined in the SMIL 2.0 recommendation [SMIL], section 2.3.3, table 2.

Resolution rule:
Append

Example:
<SmilModules>
  <rdf:Bag>
    <rdf:li>BasicTransitions</rdf:li>
    <rdf:li>MulitArcTiming</rdf:li>
  </rdf:Bag>
</SmilModules>
A number of the attributes defined in UAProf are recommended to be used with PSS applications. The URI of the XML namespace for the UAProf vocabulary is:    
http://www.wapforum.org/profiles/UAPROF/ccppschema-200104# .
Recommended attributes are

Attribute name:
BitsPerPixel

Component:
HardwarePlatform

Attribute description:
The number of bits of color or grayscale information per pixel

Example:
<BitsPerPixel>8</BitsPerPixel>

Attribute name:
ColorCapable

Component:
HardwarePlatform

Attribute description:
Whether the device display supports color

Example:
<ColorCapable>Yes</ColorCapable>

Attribute name:
PixelAspectRatio

Component:
HardwarePlatform

Attribute description:
Ratio of pixel width to pixel height

Example:
<PixelAspectRatio>1x2</PixelAspectRatio>

Attribute name:
PointingResolution

Component:
HardwarePlatform

Attribute description:
Type of resolution of the pointing accessory supported by the device.User Interface. Input method, pointing device, soft keys

Example:
<PointingResolution>Pixel</PointingResolution>

Attribute name:
SoundOutputCapable

Component:
HardwarePlatform

Attribute description:
Indicates whether the device supports sound output

Example:
<SoundOutputCapable>Yes</SoundOutputCapable>

Attribute name:
VendorModel

Component:
HardwarePlatform

Attribute description:
Model number assigned to the terminal device by the vendor or manufacturer

Example:
<VendorModel>Lexus</VendorModel>

Attribute name:
VendorName

Component:
HardwarePlatform

Attribute description:
Name of the vendor manufacturing the terminal device

Example:
<VendorName>Toyota</VendorName>

Attribute name:
CcppAccept-Charset

Component:
SoftwarePlatform

Attribute description:
List of character sets the device supports

Example:
<CcppAccept-Charset>
  <rdf:Bag>
    <rdf:li>UTF-8</rdf:li>
  </rdf:Bag>
</CcppAccept-Charset>

Attribute name:
CcppAccept-Encoding

Component:
SoftwarePlatform

Attribute description:
List of transfer encodings the device supports

Example:
<CcppAccept-Encoding>
  <rdf:Bag>
    <rdf:li>base64</rdf:li>
  </rdf:Bag>
</CcppAccept-Encoding>

Attribute name:
CcppAccept-Language

Component:
SoftwarePlatform

Attribute description:
List of preferred document language

Example:
<CcppAccept-Language>
  <rdf:Seq>
    <rdf:li>en</rdf:li>
    <rdf:li>se</rdf:li>
  </rdf:Seq>
</CcppAccept-Language>

End of normative section.
3.3
Merging device capability profiles

Profiles need to be merged whenever the content server receives multiple device capability profiles. Multiple occurrences of attributes and default values make it necessary to resolve the profiles according to a resolution process.

This section is normative.

The resolution process is the same as defined in UAProf [UAProf] clause 6.4.1. 

· Resolve all indirect references by retrieving URI references contained within the profile.

· Resolve each Profile and Profile-Diff document by first applying attribute values contained in the default URI references and by second applying overriding attribute values contained within the category blocks of that Profile or Profile -Diff.

· Determine the final value of the attributes by applying the resolved attribute values from each Profile and Profile -Diff in order, with the attribute values determined by the resolution rules provided in the schema. Where no resolution rules are provided for a particular attribute in the schema, values provided in profile diffs are assumed to override values provided in previous profiles or profile diffs. 

When several URLs are defined in the "x-wap-profile" header and there exists any attribute that occurs more than once in these profiles the rule is that the attribute value in the second URL overrides the attribute value from the first URL and so forth. This is what is meant with "Determine the final value of the attributes by applying the resolved attribute values from each Profile and Profile -Diff in order, …" in the third bullet above. If the profile is completely or partly inaccessible or otherwise corrupted the server should still provide content to the client. The server is responsible for delivering content optimized for the client based on the received profile in a best effort manner.

Note:
For reasons mentioned earlier (clause 3.1) the usage of indirect references in profiles (using the CC/PP defaults element) is not recommended.

End of normative section.
3.4
Profile Transfer between Content Server and Profile Description Server

The device capability profiles are stored on a profile description server and referenced to with URLs. According to the profile resolution process in the previous clause the content server ends up with a number of URLs referring to profiles and these shall be retrieved. We propose to make the following recommendations to how device capability profile should be transferred from profile description server to content server. 
This section is normative.
· The profile description server SHALL support HTTP 1.1 for transfer of device capability profiles to the content server.

· If the content server supports capability exchange it SHALL support HTTP 1.1 for transfer of device capability profiles from the profile description server. The URL SHALL be used to identify the device capability profile.

· Normal content caching provisions as defined by HTTP apply.

End of normative section.

4.
Support for the capability exchange functionality

If we add the capability exchange functionality to Release 5 of PSS we need to establish what the required support for the functionality is. The usage of capability exchange is mainly to enable servers to serve as many devices as possible. It is therefore in the interest of the content provider that the servers implement the functionality. Release 5 terminals want to be able to use the new features of Release 5. If they can not communicate what they support the server will have to treat them as a standard Release 4 terminal. It is therefore in the interest of the terminal manufactures to implement the capability exchange functionality.

Since we are neither proposing to mandate any content selection rules (matching) at the server side nor any mandatory attributes, it makes no sense to mandate the support for capability exchange. It is up to the server to serve the best available match. But for the transition from Release 4 to Release 5 and so forth to be smooth we propose that we still make a strong recommendation that clients and servers should support capability exchange. We propose the following:

This section is normative.
PSS clients and servers SHOULD support capability exchange.

End of normative section
5.
Proposal

We propose that the solution described in this document be taken as the working assumption for the capability exchange functionality in Release 5 of PSS. It is suggested that sections marked with "This section is normative" be included in the normative part of the PSM internal working draft of TS 26.234 Release 5. Selected parts of the remaining text could be placed in an informative Annex to TS 26.234 to explain the functionality in more detail.
6.
APPENDIX A: RDF Schema

To be defined and verified later. Must be available at an open and persistent URI.

For the purpose of determining whether a profile conforms to this specification, the entire schema – including comments – is considered normative.

7.
APPENDIX B: Example of a PSS Streaming profile

<?xml version=”1.0”?>
<rdf:RDF xmlns:rdf=http://www.w3.org/1999/02/22-rdf-syntax-ns#
         xmlns:ccpp=http://www.w3.org/2000/07/04-ccpp#
         xmlns:prf=http://www.wapforum.org/profiles/UAPROF/ccppschema-20010430#
         xmlns:pss5=”http://www.3gpp.org/profiles/PSS/ccppschema-200108#”>

  <rdf:Description rdf:about=”http://www.ericsson.com/Phones/Phone007”>

    <ccpp:component>
      <rdf:Description ID=”HardwarePlatform”>
      <rdf:type rdf:resource=” http://www.wapforum.org/profiles/UAPROF/ccppschema-20010430#HardwarePlatform”>
        <prf:BitsPerPixel>4</prf:BitsPerPixel>
        <prf:ColorCapable>Yes</prf:ColorCapable>
        <prf:PixelAspectRatio>1x2</prf:PixelAspectRatio>
        <prf:PointingResolution>Pixel</prf:PointingResolution>
        <prf:ScreenSize>73x50 </prf:ScreenSize>
        <prf:SoundOutputCapable>Yes</prf:SoundOutputCapable>
        <prf:VendorModel>Phone007</prf:VendorModel>
        <prf:VendorName>Ericsson</prf:VendorName>
      </rdf:Description>
    </ccpp:component>


    <ccpp:component>
      <rdf:Description ID=”SoftwarePlatform”>
      <rdf:type rdf:resource=” http://www.wapforum.org/profiles/UAPROF/ccppschema-20010430#SoftwarePlatform”>
        <prf:CcppAccept-Charset>
          <rdf:Bag>
            <rdf:li>UTF-8</rdf:li>
            <rdf:li>ISO-10646-UCS-2</rdf:li>
          </rdf:Bag>
        </prf:CcppAccept-Charset>
        <prf:CcppAccept-Encoding>
          <rdf:Bag>
            <rdf:li>base64</rdf:li>
            <rdf:li>quoted-printable</rdf:li>
          </rdf:Bag>
        </prf:CcppAccept-Encoding>
        <prf:CcppAccept-Language>
          <rdf:Seq>
            <rdf:li>en</rdf:li>
          </rdf:Seq>
        </prf:CcppAccept-Language>
      </rdf:Description>
    </ccpp:component>


    <ccpp:component>
      <rdf:Description ID=”Streaming”>
      <rdf:type rdf:resource=” http://www.3gpp.org/profiles/PSS/ccppschema-200108#Streaming”>
        <pss5:AudioChannels>Stereo</pss5:AudioChannels>
        <pss5:PreDecoderBufferSize>20480</pss5:PreDecoderBufferSize>

        <pss5:PssAccept>
          <rdf:Bag>
            <rdf:li>audio/AMR-WB</rdf:li>
            <rdf:li>video/MP4V-ES</rdf:li>
          </rdf:Bag>
        </pss5:PssAccept>
        <pss5:PssAccept-Subset>
          <rdf:Bag>
            <rdf:li>JPEG Baseline</rdf:li>
          </rdf:Bag>
        </pss5:PssAccept-Subset>
        <pss5:PssVersion>3GPP-R5</pss5:PssVersion>
        <pss5:RenderingScreenSize>70x40</pss5:RenderingScreenSize>
        <pss5:SmilBaseSet>SMIL-3GPP-R4</pss5:SmilBaseSet>
        <pss5:SmilModules>
          <rdf:Bag>
            <rdf:li>BasicTransitions</rdf:li>
            <rdf:li>MulitArcTiming</rdf:li>
          </rdf:Bag>
        </pss5:SmilModules>
      </rdf:Description>
    </ccpp:component>

  </rdf:Description>
</rdf:RDF>
  
8.
APPENDIX C: Example of profile transport with RTSP

The following RTSP example demonstrates how the client C requests a presentation from media server M (describe) with the x-wap-profile header. The x-wap-profile warning header is returned from the server.
C->M:
DESCRIBE rtsp://movie.server.com/movie.test RTSP/1.0

CSeq: 1
x-wap-profile: “http://profilerepository/”

M->C:
RTSP/1.0 200 OK
CSeq: 1
Content-Type: application/sdp
Content-Length: 203
x-wap-profile-warning:202
...
...
9.
Questions and Answers

The following includes some questions and answer that might be helpful to better understand and evaluate the specified functionality:

1. Why was the functionality specified this way?

We believe we have some experience from our own experiments. Since prior work in this area exists, W3C CC/PP and WAP UAProf, we wanted to align our proposal to what already exists and re-use as much as possible.

2. Can the specified functionality handle hardware plugins?

Yes, it can. Whenever the additional hardware is connected to the mobile terminal, the terminal will send an additional URL with URLdesc to the content server that refers to a device capability profile that describes the added hardware.

3. Can the specified functionality handle system software upgrades of the mobile terminal?

Yes, it can. It is possible that a system software upgrade to the mobile terminal changes its capabilities. Therefore, separate versions of device capability profiles needs to be available for each system software version that has different capabilities.

4. Can the specified functionality handle downloadable software components?

Yes, it can. This works the same as for hardware plugins.

5. Can the specified functionality handle different operating modes or environments?

For instance, a mobile terminal might want to receive different content when mounted in a car-kit, put to silent operation, etc., compared to normal operation. The value of the AudioChannels and other attributes might change. Also this problem can be solved using different URLs for URLdesc.  

6. Can the specified functionality handle user preferences?

As we describe above the specified functionality can handle downloadable / plug-able software and hardware components, different operating modes and environments. These provisions cover what could be considered application independent user preferences well enough. Additional support for user preferences can easily be introduced by using the extension mechanism.

7. Is the specified functionality compatible with W3C CC/PP?

Yes.

8. Is the specified functionality compatible with WAP UAProf?

The target of UAProf is WAP and because of that all parts of UAProf is not applicable for an end-to-end streaming solution. We have re-used UAProf functionality as much as possible. The rules for the schema structure are identical to UAProf.

9. Is the 3GPP PSS-specific attribute vocabulary defined in section 3.2.2 final?

No, we consider the specification in this section only a starting point. A few more attributes might be needed; the suggested attributes might need to be changed.

10. How to organize with device profile servers?

Terminal software and hardware vendors define the URLs that refer to device capability profiles on device profile servers. The URLs are included in the hardware and software components.  Therefore, terminal software and hardware vendors might host these profiles themselves, or they might delegate this responsibility to some other organization. 

Changes to device capability profiles are seldom and new profile will likely emerge with relative low frequency. For this reason caching these profiles on or ‘near’ the content server might be a suitable practice. Normal HTTP proxy caches can be used. This kind of caching can help reducing the round trip delay for provisioning content to the mobile terminal. Cached profiles are also useful when the device profile server becomes temporarily unavailable.

11. Will the specified functionality work with content servers and proxies that do not support capability exchange?

Yes, it will. According to HTTP and RTSP specifications a server is free to ignore unknown header fields. HTTP and RTSP proxies are required to forward such header fields.

12. Will a content server that supports capability negotiation work with a client (e.g. a mobile terminal) that does not support the specified functionality?

Yes. The content server needs to be prepared receiving HTTP / RTSP requests that do not include URLdesc because inclusion is optional. We give a recommendation when to include URLdesc into requests in chapter 2.

10.
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