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1. Introduction

The Real -Time Streaming Protocol (RTSP) [1] was chosen as set up and control protocol for the 3G packet-switched streaming services at the 3GPP-SA#13 meeting in Osaka, Japan. Additional mandatory support for the DESCRIBE method and use of the Session Description Protocol (SDP) [2] was also agreed upon. This is now described in sub clause 5.4 in TS 26.234 [3]. Apart from this Ericsson proposed some additional mandatory RTSP support. This is described in S4-000509 [4]. The issue of additional mandatory RTSP support was postponed to give delegates time to look through the proposal.

This contribution is a revised proposal for additional RTSP header support. It is the outcome of further work and comments received from S4 delegates. 

2. Problem

The idea behind proposing additional RTSP header support for 3GPP clients and servers is to ensure that: 

· all servers provide a basic set of functionality needed by 3GPP mobile clients.

· the introduction of possible new features in R5 does not impose problems for R4 clients to access R5 RTSP servers and R5 clients to access R4 RTSP servers.  

One basic functionality not required by TS 26.234 [3] today is the ability to seek within a streamed audio or video clip, i.e. fast forward and reverse. For on-demand playback streaming sessions this functionality is expected by the end user. Skipping parts of a session is a functionality that users are used to from e.g. VCRs and Internet streaming. A user will not be willing to spend time or money on parts of a multimedia presentation, e.g. part of a news clip, he is not interested in.

To have compatibility between release 4 and release 5 of the 3G packet-switched streaming services is important. If an R4 client connects to an R5 RTSP server, the server should be aware of that this is an R4 client. If the server does not know this and there are differences between functionality in R4 and R5, the server will probably respond as to an R5 client. This might lead to problems for the R4 client. In a similar way an R5 client may have problems communicating with an R4 server if there are additional features available in R5. If the client is informed about the fact that it is connecting to an R4 server it can tailor its requests in a more suitable way. If this is not known the client will be forced to a trail-and-error scheme where it tries a request and sees what happens. This results in long set-up times.

3. Possible solutions

3.1 Seeking

The solution to provide fast forward and reverse is to require client and servers to implement the “Range” header. This header can be used together with the PLAY request to start playing from a certain point in time (see sub clause 12.29 in [1]). Requiring on-demand playback servers to support this header will ensure that clients may implement seeking within media clips.

3.2 Compatibility

One way to aid backwards/forwards compatibility between different 3GPP release is to make sure that clients inform the servers, and servers inform clients, about their supported release. For RTSP the solution could be to require clients and severs to implement the header fields “User-Agent” and “Server”. The “User-Agent” field (see sub clause 12.41 in [1]) is sent in requests from the client to the server and contains information about the user agent.  In a similar way the “Server” field (see sub clause 12.36 in [1]) is sent in responses from the server to the client and contains information about the server.

The information following these header fields is called “product tokens”.  The exact definition of these “product tokens” is given in [5] sub clause 3.8. In short they look like “string1/string2” where string1 and 2 are US-ASCII character strings. Usually string1 is a product name and string2 is a version number. Examples could be:



User-Agent: 3gppclient/R4



Server: 3gppserver/R5

Another source for incompatibility in the future could be the introduction of newer versions of SDP or perhaps other presentation description formats than SDP. If this is done strictly on a release basis, i.e. for R4 only SDP version 0 is used and for R5 some other version or format is used, the “User-Agent” header is enough information for the server to send the correct presentation description to the client. A more flexible way would be to let the client ask for a particular format and version of the presentation description. The solution to this problem could be to recommend client and servers to implement the “Accept” header field.

The “Accept” header field is included by the client in the DESCRIBE request. The intention is to inform the server about which formats of the presentation description it accepts. If the client accepts SDP version 1 the “Accept” header would be:

Accept: application/sdp; version=1

4. Conclusions

We believe that the functionality of seeking within a media stream is essential for 3G packet-switched streaming services. Therefore we propose to add the following text to TS 26.234 “Packet-switched Streaming Service (PSS); Protocols and Codecs”:

· 3GPP PSS clients and servers shall implement the Range header field.

We also believe that the compatibility between different releases of the 3G packet-switched streaming services is important and would like the information provided in this document to be a starting point for further discussions concerning this subject.
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