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1 Introduction
The MP_RTT work item has been approved at the SA plenary #98-e in document SP-221346, and the multi-party RTT over RTP Solution was agreed and incorporated in the PD v0.3.0 at 3GPP SA4 124.
This contribution proposes updates for the MP_RTT. 
2 Proposed changes
	Start of Changes



[bookmark: _Toc142570919]4.Comparison between RTP and IMS Data Channel Solution
The following table is a comparison between RTP and IMS data channel solution from the perspective of comparison of advantages and disadvantages:
	 
	RTP
	IMS Data Channel

	Solution Summary
	· Use SIP/SDP and media handling for RTT multiparty mixer negotiation and media handling (RFC 9071).
· Use RTP packet with redundancy data to transport RTT data.
· Use MRF as a IMS should support RTP mixer for multiparty RTT .
	· IMS data channel should support
· Use tT.140 as subprotocol.
· UE and IMS should support t
· Use DCMF/MRF or DC AS as mixer.
· Use DC AS to support the source identification by label parameter in a=dcmap attribute. 

	Adv.
	· Only a little extension it is very easy to add SDP extension to support multiparty scenarios.
· RTP based solutions are already deployed
	· No need to transport redundancy RTT data, SCTP can ensure RTT data transmission reliability.

· No need packet loss and out-of-order detection by application level, which can be done in SCTP. 

	Dis.
	· The jitter and delay will be obvious when over 10 participants send RTT at the same time. (RFC9071 clause1.2)

· The performance of the mixer when giving turns for the different sources with RTT redundancy data to transmit is limited when using the default transmission characteristics with redundancy. (RFC9071 clause1)
· Currently deployed MRFs do not support RTT mixer 
	· Currently deployed MRFs do not support Multiparty RTT mixing Data channel. does not support Multiparty RTT mixer, UE and IMS should DC AS needs to support the source identification.





[bookmark: _Toc142570920]5.Interworking for Multiparty RTT between RTP and IMS Data Channel Solution
If both RTP and IMS data channel solutions for Multiparty RTT are deployed, the interworking between them is needed. According to clause 6 of RFC8865[4], tThe list below (refer to RFC8865[4]) provides some guidance and considerations to take into account when designing a gateway for interworking between IMS data channel and RTP-based transport for RTT:
-    For each data channel, there is an RTP stream for real-time text. Redundancy is by default declared and used on the RTP stream. There is no redundancy on the data channel, but the reliable property is set on it.
-    During a normal text flow, T140blocks received from one network are forwarded towards the other network. Keepalive traffic is handled by lower layers on the data channel. A gateway might have to extract keepalives from incoming RTP streams and MAY generate keepalives on outgoing RTP streams.
-    If the gateway detects or suspects loss of data on the RTP stream and the lost data has not been retrieved using a redundancy mechanism, the gateway SHOULD insert the T.140 missing text marker [T140ad1] in the data sent on the outgoing data channel.
-    If the gateway detects that the data channel has failed and got torn down, once the data channel has been re-established the gateway SHOULD insert the T.140 missing text marker [T140ad1] in the data sent on the outgoing RTP stream if it detects or suspects that data sent by the remote data channel endpoint was lost.
-    If the gateway detects that the data channel has failed and got torn down, once the data channel has been re-established the gateway SHOULD insert the T.140 missing text marker [T140ad1] in the data sent on the outgoing data channel if it detects or suspects that data sent or to be sent on the data channel was lost during the failure.
-    The gateway MUST indicate the same text transmission direction on the data channel and the RTP stream.
NOTE: In order for the gateway to insert a missing text marker or perform other actions that require that the gateway have access to the T.140 data, the T.140 data cannot be encrypted end to end between the data channel endpoint and the RTP endpoint. No mechanism to provide such end-to-end encryption is defined yet.

In addition, there are two new requirements shown as follows:
-    The gateway MUST is required to convert the source indication between IMS data channel and RTP in RTT transmission.
-    The gateway should is recommended to support SDP negotiation termination for RTT over RTP.


[bookmark: _Toc142570921]6.Security Considerations
According to clause 6 of RFC8865[4], the following security considerations are included.
The generic security considerations for data channel are defined in RFC8831[14]. As data channels are always encrypted by design, the IMS data channels will also be encrypted.
The generic security considerations for negotiating data channels using the SDP offer/answer mechanism are defined in RFC8864[15]. There are no additional security considerations specific to data channels.
When performing interworking between data channels and RTP-based RTT transport, in order for a gateway to insert a missing text marker or perform other actions that require that the gateway have access to the T.140 data, the T.140 data cannot be encrypted end to end between the data channel endpoint and the RTP endpoint.
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	End Changes


3 Proposal
We propose to add the text of this contribution to the Permanent Document of MP_RTT

2

