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	First Change



[bookmark: _Toc117256228][bookmark: _Toc68899552][bookmark: _Toc71214303][bookmark: _Toc71721977][bookmark: _Toc74859029][bookmark: _Toc123800758]6	General aspects of APIs for 5G-RTC
[bookmark: _Toc68899553][bookmark: _Toc71214304][bookmark: _Toc71721978][bookmark: _Toc74859030][bookmark: _Toc123800759]6.1	HTTP resource URIs and paths
The resource URI used in each HTTP request to the API provider shall have the structure defined in subclause 4.4.1 of TS 29.501 [22], i.e.:
{apiRoot}/{apiName}/{apiVersion}/{apiSpecificResourceUriPart}
with the following components:
[bookmark: _MCCTEMPBM_CRPT71130169___7]-	{apiRoot} shall be set as described in TS 29.501 [22].
-	{apiName} shall be set as defined by the following clauses.
-	{apiVersion} shall be set to "v2" in this release of the specification.
-	{apiSpecificResourceUriPart} shall be set as described in the following clauses.
[bookmark: _Toc68899554][bookmark: _Toc71214305][bookmark: _Toc71721979][bookmark: _Toc74859031][bookmark: _Toc123800760]6.2	Usage of HTTP
[bookmark: _Toc68899555][bookmark: _Toc71214306][bookmark: _Toc71721980][bookmark: _Toc74859032][bookmark: _Toc123800761]6.2.1	HTTP protocol version
[bookmark: _Toc68899556][bookmark: _Toc71214307][bookmark: _Toc71721981][bookmark: _Toc74859033][bookmark: _Toc123800762]6.2.1.1	5G-RTC AF
Implementations of the 5G-RTC AF shall expose both HTTP/1.1 [24] and HTTP/2 [31] endpoints at interfaces RTC-1 RTC-3 and RTC-5, including support for the HTTP/2 starting mechanisms specified in section 3 of RFC 7540 [31]. In both protocol versions, TLS [29] shall be supported and HTTPS interactions should be used on these interfaces in preference to cleartext HTTP.
The Application Service Provider may use any supported HTTP protocol version at interface RTC-1.
The Media Session Handler and the 5G-RTC AS may use any supported HTTP protocol version at interface RTC-5 and RTC-3.
[bookmark: _MCCTEMPBM_CRPT71130170___7]All responses from the 5G-RTC AF that carry a message body shall include a strong entity tag in the form of an ETag response header and a modification timestamp in the form of a Last-Modified response header.
All endpoints shall support the conditional HTTP requests If-none-Match and If-Modified-Since.
[bookmark: _Toc68899558][bookmark: _Toc71214309][bookmark: _Toc71721983][bookmark: _Toc74859035][bookmark: _Toc123800764]6.2.2	HTTP message bodies for API resources
The OpenAPI [23] specification of HTTP messages and their content bodies is contained in Annex X.
[bookmark: _Toc68899559][bookmark: _Toc71214310][bookmark: _Toc71721984][bookmark: _Toc74859036][bookmark: _Toc123800765]6.2.3	Usage of HTTP headers
[bookmark: _Toc68899560][bookmark: _Toc71214311][bookmark: _Toc71721985][bookmark: _Toc74859037][bookmark: _Toc123800766]6.2.3.1	General
Standard HTTP headers shall be used in accordance with clause 5.2.2 of TS 29.500 [21] for both HTTP/1.1 and HTTP/2 messages.
[bookmark: _Toc68899563][bookmark: _Toc71214314][bookmark: _Toc71721988][bookmark: _Toc74859040][bookmark: _Toc123800769]6.2.3.2	Media Session Handler identification
[bookmark: _MCCTEMPBM_CRPT71130172___7]The Media Session Handler in the 5G-RTC Client shall identify itself to the 5G-RTC AF at interface RTC-5 using a User-Agent request header (see section 5.3.3 of RFC 7231 [25]) in which the first element shall be a product identified by the token 5GRTCMediaSessionHandler and optionally suffixed with a product-version.
The Media Session Handler may additionally supply a comment element in the User-Agent request header containing a vendor-specific identification string.
[bookmark: _Toc68899565][bookmark: _Toc71214316][bookmark: _Toc71721990][bookmark: _Toc74859042][bookmark: _Toc123800771]6.2.3.3	5G-RTC AF identification
[bookmark: _MCCTEMPBM_CRPT71130173___7]The 5G-RTC AF shall identify itself using a Server response header (see section 7.4.2 of RFC 7231 [25]) of the following form:
[bookmark: _MCCTEMPBM_CRPT71130174___7]5GRTCAF-{FQDN}/{implementationSpecificSuffix}
[bookmark: _MCCTEMPBM_CRPT71130175___7]where {FQDN} shall be the Fully-Qualified Domain Name of the 5G-RTC AF exposed to the requesting client, and {implementationSpecificSuffix} shall be determined by the implementation.
[bookmark: _Toc68899566][bookmark: _Toc71214317][bookmark: _Toc71721991][bookmark: _Toc74859043][bookmark: _Toc123800772]6.2.3.4	Support for conditional HTTP GET requests
All responses from the 5G-RTC AF that carry a resource message body shall include:
[bookmark: _MCCTEMPBM_CRPT71130176___7]-	a strong entity tag for the resource, conveyed in an ETag response header,
-	a resource modification timestamp, conveyed in a Last-Modified response header, and
-	a predicted time-to-live period for the resource, conveyed in a Cache-Control: max-age response header.
[bookmark: _MCCTEMPBM_CRPT71130177___7]All API endpoints on the 5G-RTC AF that expose the HTTP GET method shall support conditional requests using the If-None-Match and If-Modified-Since request headers. API clients should not attempt to revalidate their cached copy of a resource using a conditional GET request before the indicated time-to-live period has elapsed.
[bookmark: _Toc68899567][bookmark: _Toc71214318][bookmark: _Toc71721992][bookmark: _Toc74859044][bookmark: _Toc123800773]6.2.3.5	Support for conditional HTTP POST, PUT, PATCH and DELETE requests
[bookmark: _MCCTEMPBM_CRPT71130178___7]All API endpoints on the 5G-RTC AF that expose the HTTP POST, PUT, PATCH or DELETE methods shall support conditional requests using the If-Match request header. The API client should supply a strong entity tag in an ETag request header when invoking any of these HTTP methods.
[bookmark: _Toc68899568][bookmark: _Toc71214319][bookmark: _Toc71721993][bookmark: _Toc74859045][bookmark: _Toc123800774]6.3	HTTP response codes
Guidelines for error responses to the invocation of APIs of NF services are specified in clause 4.8 of TS 29.501 [22]. API-specific error responses are specified in the respective technical specifications.
[bookmark: _Toc68899569][bookmark: _Toc71214320][bookmark: _Toc71721994][bookmark: _Toc74859046][bookmark: _Toc123800775]6.4	Common API data types
TBD
6.35	Dynamic Policy API
[bookmark: _Toc68899670][bookmark: _Toc71214421][bookmark: _Toc71722095][bookmark: _Toc74859147][bookmark: _Toc123800897]6.53.1	Overview
A 5G-RTC AF shall support the Dynamic Policy API over the RTC-3 and RTC-5 interfaces, as defined in the present sub-clause. The Dynamic Policy API allows both the MSH and the trusted ICE or WebRTC Signaling Server AS to request a specific QoS and charging policy to be applied to the data flows of an RTC session. The API defines a set of data models, resources, and the related procedures for the creation and management of the dynamic policy request.
The 5G-RTC AF uses either the Npcf_PolicyAuthorization API over N5, or the Nnef_AFSessionWithQoS over N33 interface to request the allocation of the dynamic policy with the PCF. 

The security procedures as described in clause 13.4 of TS33.501 shall apply for the Dynamic Policy API over both RTC-3 and RTC-5 interfaces. 
[bookmark: _Toc68899665][bookmark: _Toc71214416][bookmark: _Toc71722090][bookmark: _Toc74859142][bookmark: _Toc123800892]6.35.2	Resource structure
The Dynamic Policies API is accessible through the following URL base path:
{apiRoot}/3gpp-rtc5/{apiVersion}/dynamic-policies/
The table below specifies the operations and the corresponding HTTP methods that are supported by this API. The sub-resource path specified in the second column shall be appended to the URL base path.
Table 6.3-1: Operations supported by the Dynamic Policies API
	Resource name
	Sub-resource path
	Allowed HTTP methods
	Description

	Dynamic Policies
	
	[bookmark: _MCCTEMPBM_CRPT71130511___7]POST
	Create a new Dynamic Policy resource.
[bookmark: _MCCTEMPBM_CRPT71130512___7]If the operation succeeds, the URL of the created Dynamic Policy Instance resource shall be returned in the Location header of the response.

	Dynamic Policy
	{dynamicPolicyId}
	[bookmark: _MCCTEMPBM_CRPT71130513___7]GET
	Read a Dynamic Policy resource.

	
	
	[bookmark: _MCCTEMPBM_CRPT71130514___7]PUT
	Replace an existing Dynamic Policy resource.

	
	
	[bookmark: _MCCTEMPBM_CRPT71130515___7]PATCH
	Modify an existing Dynamic Policy resource.

	
	
	[bookmark: _MCCTEMPBM_CRPT71130516___7]DELETE
	Delete an existing Dynamic Policy resource.



[bookmark: _Toc68899666][bookmark: _Toc71214417][bookmark: _Toc71722091][bookmark: _Toc74859143][bookmark: _Toc123800893]6.53.3	Data model
[bookmark: _Toc68899667][bookmark: _Toc71214418][bookmark: _Toc71722092][bookmark: _Toc74859144][bookmark: _Toc123800894]6.35.3.1	DynamicPolicy resource
[bookmark: _MCCTEMPBM_CRPT71130517___7]The DynamicPolicy resource for 5G-RTC is define in the following table.
Table 6.3-2: Definition of Dynamic Policy resource
	Property name
	Data type
	Cardinality
	Usage
	Description

	dynamicPolicyId
	[bookmark: _MCCTEMPBM_CRPT71130518___7]ResourceId
	1..1
	RO
	Unique identifier for this Dynamic Policy.

	policyTemplateId
	[bookmark: _MCCTEMPBM_CRPT71130519___7]ResourceId
	1..1
	C: RW
R: RO
U: RW
	Identifies the Policy Template which should be applied to the application flow(s).

	provisioningSessionId
	[bookmark: _MCCTEMPBM_CRPT71130521___7]ResourceId
	1..1
	C: RW
R: RO
U: RW
	Uniquely identifies Provisioning Session, which is linked to the Application Service Provider.

	qosSpecification
	[bookmark: _MCCTEMPBM_CRPT71130522___7]RTCQoSSpecification
	0..1
	C: RW
R: RO
U: RW
	Describes the network Quality of Service properties of this Dynamic Policy.



The RTCQoSSpecification object is defined in the following table.

	Property name
	Data type
	Cardinality
	Usage
	Description

	serviceDataFlowDescription
	ServiceDataFlowDescription
	1..1
	
	The 5-Tuple that identifies the service data flow for which the QoS dynamic policy is requested.

	mediaIdentifier
	String
	1..1
	
	Provides an identifier for the media stream to associate with the corresponding service component in the QoS Policy.

	marBwDlBitRate
	BitRate
	1..1
	
	Maximum requested bit rate for the Downlink.

	marBwUlBitRate
	[bookmark: _MCCTEMPBM_CRPT71130200___7]BitRate
	1..1
	
	Maximum requested bit rate for the Uplink.

	minDesBwDlBitRate
	[bookmark: _MCCTEMPBM_CRPT71130201___7]BitRate
	0..1
	
	Minimum desired bit rate for the Downlink.

	minDesBwUlBitRate
	[bookmark: _MCCTEMPBM_CRPT71130202___7]BitRate
	0..1
	
	Minimum desired bit rate for the Uplink.

	mirBwDlBitRate
	[bookmark: _MCCTEMPBM_CRPT71130203___7]BitRate
	1..1
	
	Minimum requested bit rate for the Downlink.

	mirBwUlBitRate
	[bookmark: _MCCTEMPBM_CRPT71130204___7]BitRate
	1..1
	
	Minimum requested bandwidth for the Uplink.

	desLatency
	[bookmark: _MCCTEMPBM_CRPT71130205___7]Integer
	0..1
	
	Desire Latency.

	desLoss
	[bookmark: _MCCTEMPBM_CRPT71130206___7]Integer
	0..1
	
	Desired Loss Rate.

	pduSetMarking
	PDUSetMarking
	0..1
	
	A description of the PDU Set and End of Burst marking configuration for the session.
In release-18, this shall only be present in the case of an RTP stream.



The PDUSetMarking object is defined in the following table:
	Property name
	Data type
	Cardinality
	Usage
	Description

	serviceDataFlowDescription
	ServiceDataFlowDescription
	1..1
	
	The 5-Tuple that identifies the service data flow for which the QoS dynamic policy is requested.

	headerExtensionVersion
	Integer
	1..1
	
	The RTP header extension version.

	localIdentifier
	Integer
	1..1
	
	A unique identifier of the RTP header extension in the scope of the media session.

	format
	Boolean
	0..1
	
	Indicates if a short or a long header extension format is used. When set to false, a short 1-byte header extension format is being used.

	pduSetSizeActive
	Boolean
	0..1
	
	A flag to indicate if the PDU Set size in bytes is present in the RTP header extension.

	eobMarkingActive
	Boolean
	0..1
	
	A flag to indicate if the End of Burst signaling is activated for this RTP stream.



[bookmark: _Toc68899668][bookmark: _Toc71214419][bookmark: _Toc71722093][bookmark: _Toc74859145][bookmark: _Toc123800895]6.11.5.4	Operations
[bookmark: _MCCTEMPBM_CRPT71130525___7]The policyTemplateId uniquely identifies the Policy Template, to which the Dynamic Policy Instance is associated. An  RTC session is composed of multiple components that correspond to RTP streams or data channels. Multiple RTP media sessions may be multiplexed into a single RTP stream, thus producing a single QoS flow. 
[bookmark: _MCCTEMPBM_CRPT71130526___7]The Dynamic Policy resource contains a serviceDataFlowDescription property which contains the service data flow template according to TS 23.503. The ServiceDataFlowDescription shall contain a flowDescription object (including 5-Tuples, Type of Service, Security Parameter Index, etc.).
[bookmark: _MCCTEMPBM_CRPT71130527___7]The qosSpecifcation object shall be present and it shall contain the following properties:
[bookmark: _MCCTEMPBM_CRPT71130528___7]-	marBwDlBitRate or marBwUlBitRate, indicating the maximum requested bit rate by the Media Session Handler.
-	mirBwDlBitRate or mirBwUlBitRate, indicating the minimum requested bit rate by the Media Session Handler.
-	minDesBwDlBitRate or minDesBwUlBitrate, indicating the minimum bit rate desired by the Media Session Handler.
The requested QoS parameters shall be within the limits of the provisioning QoS Policy Tempalte.
