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1 Introduction
At SA4#121, it was agreed that SA4 will develop a solution based on a new header extension for the RTP/SRTP protocols to support the PDU Set feature. This contribution proposes a set of RTP extension headers to carry PDU Set Information agreed at SA2#154-AH-e.
2 Design principles
A single RTP packet can carry multiple header extension elements and each extension is named by a URI. The mapping from the extension URI to a reference to a specification which defines the extension is managed by IANA. The mapping between the naming URIs and the local identifier values in the RTP packets is performed out of band, for example, as part of an SDP Offer/Answer.
PDU Set Information comprises multiple elements, each of which may or may not be used depending on network capacities and/or service configurations. Some of such elements may be added or removed in later releases. Therefore we propose to design a set of RTP header extensions to support the PDU Set feature and to use SDP offer/answer to negotiate their usage.
3 Proposed RTP header extensions
At SA2#154-AH-e, it was agreed to update TS 23.501 to reflect conclusion of KI#4 in TR 23.700-60. The following components of the PDU Set Information are given in the CR#3896r1 on TS 23.501 (S2-2301379) agreed at SA2#154-AH-e [1]: 
-	PDU Set Sequence Number.
[bookmark: _GoBack]-	Indication of End PDU of the PDU Set 
-	PDU Sequence Number within a PDU Set
-	PDU Set Size in bytes.
-	PDU Set Importance, which identifies the importance of a PDU Set within a QoS Flow.
We can categorize the above elements into following two groups:
-	default parameters which can be used by generic real-time communication services, including PDU Set Sequence Number, Indication of End PDU of the PDU Set and PDU Sequence Number within a PDU Set.
-	optional parameters which can used by real-time communication services depending on network capacities and/or service configuration, including PDU Set Size in bytes and PDU Set Importance.
Based on the above considerations, we propose to support PDU Set feature with the following 3 extension headers in the one-byte header form [2]:
urn:3gpp:pduset:default
0                   1                   2                   3
0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|  ID   | L=5   |E|  reserved   |          PDU_Set_SN           |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|             PDU_SN            |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

urn:3gpp:pduset:bytesize
0                   1                   2                   3
0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|  ID   | L=3   |             PDU_Set_Size_in_byte              |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

It is recommended that urn:3gpp:pduset:bytesize is used only for RTP senders equipped with encoders which can know the exact size of a PDU Set before it completes the PDU Set or allowed to delay the transmission of RTP packets until the exact size of a PDU Set is available . 

urn:3gpp:pduset:importance
0                   1           
0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|  ID   | L=1   |   Importance  |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

It is recommended that urn:3gpp:pduset:importance is used only in secure environments, otherwise an attacker could easily identify important RTP packets in a RTP session.

4 Proposal
We propose to integrate the text in clause 2 and 3 to 5G_RTP PD and evaluate the proposed solution with other potential solution.
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