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1	Introduction
Offline discussion the subject matter of MBMS security has revealed a slightly bizarre situation at least for UP security.
However, for CP security the procedure is defined in TS 23.247 is as follows 
The following additions for MBS multicast control plane procedures in the present specification apply if the MBS security function for multicast as defined in TS 33.501 [20] is used:
-     The multicast session security context, as defined in TS 33.501 [20], is used to protect MBS traffic of an MBS session. During the session establishment and when a UE joins, the multicast session security context contains MSK and MTK.
-     The UEs in the MBS session use the received multicast session security context to process the protected MBS traffic.
-     MBSF distributes the multicast session security context to the MB-SMF via the Nmbsmf_MBSSession_Create Request or Nmbsmf_MBSSession_Update Request message.
-     The SMF interacts with the MB-SMF to obtain the multicast session security context. The MB-SMF provides the security context in the Nmbsmf_MBSSession_ContextStatusSubscribe response message and in the Nmbsmf_MBSSession_ContextStatusNotify request message.
-     If the UE is authorized to join the Multicast MBS session, the SMF shall provide the multicast session security context to the UE in N1 SM container if it received the multicast session security context from the MB-SMF.
-     When the MSK needs to be updated, MBSF shall send the updated multicast session security context to the MB-SMF, and then the MB-SMF shall trigger the session update as specified in clause 7.2.6 to provide the updated multicast session security context to the UEs in the related MBS session. The updated multicast session security context shall contain an updated MSK and may contain an updated MTK in addition.
NOTE 1:   If no MSK but only the MTK is to be updated, the session update described in the previous bullet is not triggered and the MTK is updated as defined in TS 33.501 [20].
NOTE 2:   Interaction between MBSF and MBSTF will be defined in TS 33.501 [20] and TS 26.502 [18].
The text in the SA2 specification seems to be correct and does not need any change for CP security. In addition, as Rel-17 is considered to be is deeply frozen and hence impacts on Nmb2 should be avoided. Hence, it should be left to implementation how to pass the keys from MBSF to MBSTF. 
For UP security the situation is different since the SA3 text was referring to MBSTF (instead of MBSF). The suggestion is to concentrate on UP security for which Qualcomm and Huawei have submitted CRs to SA2#155 that hopefully close the subject. 
	S2-2302675
	CR
	Update on the security in accordance with SA WG3 LS
	Huawei, HiSilicon
	available
	Approval
	SA2#155
	8.9

	S2-2302926
	CR
	Alignment with security functionality
	Qualcomm Incorporated
	available
	Approval
	SA2#155
	8.9



It is hoped that these CRs are agreed and finally close the issues.

2	Proposal
Based on this information, the following is proposed:
1) SA4 assumes that for CP Security, passing the keys from MBSF to MBSTF is left to implementation
2) SA4 assumes that for UP Security, resolution in SA2 will happen in SA2#155. We may still have to wait until SA4#123 in order to complete the issue.
