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=====  CHANGE  =====
[bookmark: _Toc94802587]5.89	Verification
[bookmark: _Toc94802588]5.89.1	Principles
Submissions of anchors, tests and associated metrics is based on 3GPP member input. However, such input to be fully credible is expected of to be verified. Verification in the context of this document includes the following according to Figure 5.89.1-1:
1) Anchor bitstream verification: Anchor bitstreams are correct. By using a defined reference sequence, an anchor configuration as well as a reference encoder, two different executions of this process results in the same anchor bitstream.
2) Anchor reconstruction is correct. By using a verified anchor bitstream, a reference decoder in two different implementations results 
a. in the same anchor sequence,
b. in the same quality metrics.
The equivalent process is applied for tests.
[image: Diagram
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Figure 5.89.1-1: Verification and cross-check processes
Verification is primarily supported by cross-checks from independent members who carry out the execution of the same process and done by the initial submitter of the anchors/tests. Whereas process 2 is deemed to be of manageable complexity, process 1 is of significantly higher complexity. Based on this it is expected that anchor reconstruction (process 2a) and anchor metrics (process 2b) is are cross-checked and verified for every anchor, whereas anchor bitstreams are only cross-checked and verified for one anchor of the entire anchor tuple.
A successful cross-check is defined as follows:
1) Anchor bitstream verification: Initial run and cross-check result in the same size and md5 for the anchor bitstream
2) Anchor reconstruction verification. By using a verified anchor bitstream, a reference decoder in two different implementations results 
3) in the same md5 for the anchor sequence.
4) Anchor metrics verification. By using a verified anchor bitstream, a reference decoder in two different implementations results in 
5) the same quality metrics identical up to 23 decimal digits for all metrics that are required for characterization.
The TR includes verified metrics in the main body of the text (i.e. successful completion of stage 3). Verified metrics are agreed to be correct and have been sufficiently cross-checked.
The TR may also include non-verified anchors, tests and metrics in the Annex G. In this case, the reason for the lacking verification is explained.
[bookmark: _Toc94802589]5.98.2	Documentation
In order to track initial submission, cross-checking and verification, the anchor/test documentation adds the following information. The anchor/test stream gets assigned verification data as follows
- status-bitstream: status of bitstream verification (see 1 in Figure 5.9.1-1 and 1) in clause 5.9.1)
- successful:  cross-checks were successful
- missing: cross-checks are missing
- failed: cross-checks were done, but were not successful
- ambiguous: there are successful and unsuccessful cross-checks
   - status-reconstruction: status of reconstruction verification (see 2a in Figure 5.9.1-1 and 2) in clause 5.9.1)
- successful:  cross-checks were successful
- missing: cross-checks are missing
- failed: cross-checks were done, but were not successful
- ambiguous: there are successful and unsuccessful cross-checks
   - status-metrics: status of reconstruction verification (see 2b in Figure 5.9.1-1 and 3) in clause 5.9.1)
- successful:  cross-checks were successful
- missing: cross-checks are missing
- failed: cross-checks were done, but were not successful
- ambiguous: there are successful and unsuccessful cross-checks
- none, one or multiple cross-check reports:
-	contact of the cross-check
-	type
-	bitstream: the anchor/test bitstream was cross-checked
-	reconstruction: the anchor/test reconstruction and metrics cross-check is done
-	metrics: the anchor/test metrics cross-check is done
-	the status of the cross-check
-	successful: cross-check was successful
-	failed: cross-check failed
-	pending: cross-check still pending
- 	reference to a cross-check report providing possibly the issues
A detailed reporting scheme is provided in Annex B.4.
=====  CHANGE  =====
[bookmark: _Toc94802871]B.4Verification
[bookmark: _Toc94802872]B.4.1 Overview
In order to track verification, a verification field is added to the json document for each anchor as documented in B.4.2. An example document is provided in clause B.4.3. In order to report cross-check results, a csv file is preferably submitted.
[bookmark: _Toc94802873]B.4.2 JSON Schema
JSON schema for the encoded format is here: https://github.com/haudiobe/5G-Video-Content/blob/main/3gpp-bin-schema.json.
Editor’s Note: this will be copied in here once agreed
[bookmark: _Toc94802874]B.4.3 Example
{
    "Bitstream": {
        "URI": "./S5-A39-265_27.bin",
        "key": "S5-A39-265_27",
        "md5": "78277b18a30720d2db81f601019e2f9c",
        "size": 3903135,
        "upload-date": "2021/03/06"
    },
    "Contact": {
        "Company": "3GPP",
        "e-mail": "3GPP_TSG_SA_WG4_VIDEO@LIST.ETSI.ORG"
    },
    "Generation": {
        "config-file": "SCC-01.cfg",
        "encoder": "SCC8.8",
        "key": "S5-R13",
        "log-file": "encoder_S5-A39-265_27.log",
        "sequence": "StarCraft.json",
        "variant": "-qp 27"
    },
    "Metrics": {
        "Bitrate": "3122.51",
        "BitrateLog": "3095.15",
        "DecodeTime": "40.23",
        "EncodeTime": "30471.3",
        "MS_SSIM": "90.99",
        "PSNR": "40.61",  
        "UPSNR": "44.19",
        "VMAF": "93.9",
        "VPSNR": "44.88",
        "YPSNR": "39.3"
    },
    "Reconstruction": {
        "decoder": "SCC8.8",
        "log-file": "decoder_S5-A39-265_27.log",
        "md5": "unknown"
    },
    "Verification": {
        "bitstream": {
                "Contact": {
                    "Company": "Example, LLC",
                    "name": "Max Mustermann",
                    "e-mail": "mustermann@example.org",
                },
                "date": "2021/03/06",
                "status": "successful",
                "information": "78277b18a30720d2db81f601019e2f9c"
        },
        "reconstruction": {
            "Contact": {
                "Company": "Example, LLC",
                "name": "Max Mustermann",
                "e-mail": "mustermann@example.org",
            },
            "date": "2021/03/06",
            "input": "S4-210xxx",
            "status": "ambiguous",
            "information": "Reconstruction md5 1788f44fbd64ead28b7ebf21b7f47fef"
        },
        "metrics":  {
            "status": "missing"
    },
        "status-bitstream": ["successful","missing","failed","ambiguous"]
        "status-reconstruction": ["successful","missing","failed","ambiguous"]
        "Report": {
	    "Contact": {
        	"Company": "Example, LLC",
        	"name": "Max Mustermann"
        	"e-mail": "mustermann@example.org"
    		},
            "date": "2021/03/06",
            "meeting": "SA4#114e",
            "input": "S4-210xxx",
            "type": "bitstream",["reconstruction"],
            "status": ["successful","pending","failed"]
            "information": "Reconstruction md5 1788f44fbd64ead28b7ebf21b7f47fef" report
	},
    },

    "copyRight": "The copyright under which the StarCraft video sequence provided by DERF-Twitch is made available can be found on that link: https://media.xiph.org/video/derf/twitch/copyright.txt."
}


[bookmark: _Toc94802875]B.4.4 Cross-check Report
In order to verify results, cross-check reports may be submitted. Table B.4.4-1 provides a reporting format for cross-checks in CSV.
Table B.4.4-1 Reporting format for cross-checks.
	Name
	Type
	Semantics
	Examples

	key
	STRING
	Provides the key of the anchor/test stream
	S3-A01-265_22


	file
	STRING
	Provides the reference to the anchor json file
	$root/BitstreamsScenario-3-Screen/265/S3-A01-265/S3-A01-265-22.json


	origdate
	STRING
	Provides the date of the upload of the binary file as documented in the json file
	Thu Feb 25 01:47:12 2021


	type
	STRING
	Provides the type of cross-check, bitstream, reconstruction or metrics.
	reconstruction

	md5orig-info
	STRING
	Provides 
· For bitstream: the md5 of the binary file as documented in the json file
· For reconstruction: the md5 of the reconstructed sequence as documented in the json file
· For metrics: a list of key value pairs of the metrics required for characterization.
	36d42a42c4f1096e6a6fe5d01cae9edf
[(bitrate,3547301),(psnr,37.313), (y_psnr, 36.218)]


	information
	STRING
	Provides 
· For bitstream: the md5 of the binary file 
· For reconstruction: the md5 of the reconstructed sequence
· For metrics: a list of key value pairs of the metrics computed metrics needed for characterization.
	1788f44fbd64ead28b7ebf21b7f47fef
[(bitrate,3547301),(psnr,37.313), (y_psnr, 36.218)]


	status
	STRING
	Provides the status of the cross check which can be successful, pending, or failed
	successful


	document
	STRING
	Provides the SA4 document number in which this was submitted
	S4-210xxx

	vdate
	STRING
	Provides the date of the cross-check
	Thu May 13 01:47:12 2021


	company
	STRING
	Provides the name of the company that did the cross-check
	Example LLC

	e-mail
	STRING
	Provides the e-mail of a contact person that did the cross-check
	mustermann@example.com

	vdate
	STRING
	Provides the date of the cross-check
	Thu May 13 01:47:12 2021


	document
	STRING
	Provides the SA4 document number in which this was submitted
	S4-210xxx

	type
	STRING
	Provides the type of cross-check, bitstream or reconstruction.
	reconstruction

	information
	STRING
	Provides additional information, for example failures.
	Reconstruction md5 1788f44fbd64ead28b7ebf21b7f47fef
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