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	First Change


[bookmark: _Toc87866926][bookmark: _Toc87866925]4.2.3.3.1	General
Upon the successful creation of a Provisioning Session, the Provisioning AF shall use the procedures defined in this clause to configure UE data collection and reporting functionality specific to an application in the Data Collection AF. This clause defines the basic procedures. Additional details, including definition of the Data Reporting Provisioning Sessions API are provided under clause 6.3.
A given instance of a Data Reporting Configuration resource is identified by the dataReportingConfigurationType and dataReportingConfigurationId properties of the DataReportingConfiguration resource, The properties of that resource, as described in the following sub-clauses, pertain to UE data collection and reporting to different consumer entities by different Data Collection Clients to the Data Collection AF.
	Second Change



4.2.3.3.2	Data Reporting Configuration types
The type of a Data Reporting Configuration resource is identified by the dataReportingCollectionClientonfigurationType property of the ProvisioningSession resource as specified in clause 6.2.3.
NOTE:	The dataCollectionClientType property corresponds to the Data collection client type parameter in table 4.6.2-1 of TS 26.531 [7].
Editor’s Note: Define a common enumeration DataCollectionClientType in clause 5.4.
	Third Change


[bookmark: _Toc87866927]4.2.3.3.3	Create Data Reporting Configuration
This procedure is used by the Provisioning AF to create a Data Reporting Configuration resource within the scope of a particular Provisioning Session. The HTTP POST method shall be used for this purpose and the request message body may include a DataReportingConfiguration resource, as specified under clause 6.3.
Editor’s Note: Describe key attributes of the Data Reporting Configuration resource here.
The DataReportingConfiguration contains a description of every exposed event. An exposed event is identified by an EventId property, which consists of an ApplicationId (TS29.571) and an AfEvent (TS29.517). Consumer entities are able to subscribe to these events individually.
 The DataReportingConfiguration resource may contain one or more DataExposureRestrictions associated with every event. The DataExposureRestriction structure is defined in clause 6.2.3.X. Each DataExposureRestriction defines a set of access profiles that determine the level of access to the collected event data. An authorization procedure is in place to determine the access profile that is granted to a particular consumer entity. Each access profile defines the granularity of access to the collected data parameters, which is determined by application of a set of aggregation functions along the time and user dimensions. 
Upon success, the Data Collection AF shall respond with a 201 (Created) response message and the resource URL for the newly-created Data Reporting Configuration resource shall be returned in the Location header field.
If the procedure is unsuccessful, the Data Collection AF shall provide a response code as defined in clause 5.3.
This procedure may be performed multiple times to provision different Data Reporting Configurations in the scope of a particular Provisioning Session.

	Fourth Change



6.2.3.X	Type DataExposureRestriction 
The DataExposureRestriction structure defines access restriction profiles that apply for the data reporting towards consumer entitites. The structure is defined in Table 6.2.3.X-1. 
Table 6.2.3.X-1 Definition of DataExposureRestriction
	Attribute name
	Data type
	Cardinality
	Usage
	Description

	authorizationURL
	Uri
	0..1
	C:RW
U:RW
	An URL that may be used to authorize the consumer entity prior to a data reporting subscription.

	accessProfiles
	array(AccessProfile)
	1..n
	C:RW
U:RW
	One or more access profile defintions, where each access profile defines a level of access.




	Fifth Change



6.2.3.Y	Type AccessProfile
The AccessProfile type is defined in Table 6.2.3.Y-1. 
Table 6.2.3.Y-1 Definition of AccessProfile
	Attribute name
	Data type
	Cardinality
	Usage
	Description

	accessProfileId
	string
	1..1
	C:RW
U:RW
	A unique identifier of this access profile.

	profileRestrictions
	Object
	1..n
	C:RW
U:RW
	A set of restrictions that are defined by the current access profile.

	    parameters
	array(string)
	0..1
	C:RW
U:RW
	a set of collected data parameters for which these restrictions are applicable.

	    timeAccess
	Object
	1..n
	C:RW
U:RW
	Configuration for access restrictions on the time dimension.

	        duration
	DurationSec
	1..1
	C:RW
U:RW
	the period of time over which access is to be aggregated.

	        aggregationFunctions
	array(AggregationType)
	1..n
	C:RW
U:RW
	the aggregation functions that must be applied over the event data to be exposed. At least one aggregation function from the list shall be applied.

	    userAccess
	Object
	1..n
	C:RW
U:RW
	Configuration for access restrictions on the user dimension.

	        groupIds
	array(GroupId)
	1..n
	C:RW
U:RW
	Identifier of the UE groups over which access is to be aggregated.

	        userIds
	array(Gpsi) or array(Supis)
	1..n
	C:RW
U:RW
	Identifier of the UEs that build a group over which access is to be aggregated.

	        locationAreas
	LocationArea5G
	1..n
	C:RW
U:RW
	identifiers of location areas over which access is to be aggregated. Event data is grouped by the location of the UE during the data collection.

	        aggregationFunctions
	array(AggregationType)
	1..n
	C:RW
U:RW
	the list of aggregation functions that need to be applied on the exposed data. At least one aggregation function shall be applied.

	NOTE: DurationSec, GroupId, Gpsi, Supis, and LocationArea5G are defined in TS29.571.



The AggregationType is an enumeration that is defined in table 6.2.3.Y-2.
Table 5.2.3.1-1: Enumeration AggregationType
	Enumeration value
	Description

	COUNT
	The number of observed events over the indicated time period or for the set of users.

	AVG
	The average of the values of the event over the indicated time period or for the set of users.

	MAX
	The maximum observed value of the event over the indicated time period or for the set of users.

	MIN
	The minimum observed value of the event over the indicated time period or for the set of users.

	SUM
	The sum of the values of the event over the indicated time period or for the set of users.

	NONE
	No aggregation is applied, and all values of the event are returned.



	Sixth Change



A.X	DataReportingConfiguration
	openapi: 3.0.0
servers:
  - description: Data Reporing Configuration API
    url: 'http://www.3gpp.org/ftp/Specs/archive/26_series/26.532/'
info:
  description: Data Reporing Configuration API
  version: "1.0.0"
  title: Data Reporing Configuration API
  
paths:

components:
  schemas:
    AggregationFunctionType:
      type: string
      enum:
        - COUNT
        - AVG
        - MAX
        - MIN
        - SUM
        - NONE
    ProfileRestrictionType:
      type: object
      properties:
        parameters:
          type: array
          items:
            type: string
        timeAccess:
          type: object
          properties:
            duration:
              $ref: 'ts29.517/components/schemas/DurationSec'
            aggregationFunctions:
              $ref: '#/components/schemas/AggregationFunctionType'
        userAccess:
          type: object
          properties:
            groupIds:
              type: array
              items:
                $ref: 'ts29.517/components/schemas/GroupId'
            userIds:
              type: array
              items:
                anyOf:
                  - $ref: 'ts29.517/components/schemas/Supi'
                  - $ref: 'ts29.517/components/schemas/Gpsi'
            locationAreas:
              type: array
              items:
                $ref: 'ts29.517/components/schemas/LocationArea5G'
            aggregationFunctions:
              $ref: '#/components/schemas/AggregationFunctionType'
    AccessProfileType:
      type: object
      properties:
        accessProfileId:
          type: integer
          format: int64
        profileRestrictions: array
          type: array
          items:
            $ref: '#/components/schemas/ProfileRestrictionType'
      description: The AccessProfileType describes the access restrictions for a set of collected data parameters.
    DataExposureRestrictionType:
      type: object
      properties:
        authorizationURL:
          type: string
        accessProfiles:
          type: array
          items:
            $ref: '#/components/schemas/AccessProfileType'
      description: "The DataExposureRestriction structure defines access restriction profiles that apply for the data reporting towards consumer entitites. "



