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Overall description
SA4 has specified the 5G Media Streaming Architecture (5GMSA) within Release 16, which enables usage of some Network Features using N5 or N33. 
For dynamic policy invocation, an ASP can configure one or more Policy Templates within the 5GMSd AF, which can then be individually invoced by a 5GMSd Client. The 5GMSd Client provides a service data flow description (IP Packet Filte Set or domain name(s)) when activating a dynamic policy to the 5GMSd AF. The 5GMSd AF then acts as AF towards the PCF or NEF. 
For using the domain names within the service data flow description, the 5GMSd AF needs to provision a PFD containing a domain name using the PFD Management API and then selects the PFD (part of a PfdData object) within the N5 Npcf_PolicyAuthorization API or via the N33 AsSessionWithQos or ChargeableParty APIs. Note that a single 5GMSd AF may have provisioned multiple different PfdData Objects, with each one or more PFDs.
In the dynamic policy invocation procedures, the PFDs can be used as an alternative traffic detection parameter of the full flow descriptions. 
When the Policy Template relates to QoS, the 5GMSd AF may use the Nnef_AFsessionWithQoS service as defined in TS 23.502 [3] clause 5.2.6.9. (The complete call flow is described in TS 23.502 clause 4.15.6.6);

When the Policy Template relates to a different charging scheme, the 5GMSd AF may use the Nnef_ChargeableParty service as defined in TS 23.502 [3] clause 5.2.6.8. 
There are some ambiguous places need to be clarified in the SA2 and CT3 specifications.

Q1: As the service data flow descriptions and the application id (referencing one PfdData object) can both be used for traffic detection, we noticed that in the Nnef_AFsessionWithQoS service, the flow description is still mandatory as a required input as defined in TS 23.502 clause 5.2.6.9. Is the flow description still mandatory when the Application Identifier (as reference to a PfdData object) is used?
Q2: In the procedures for setting up an AF Session with Required QoS and changing the Chargeable Party, there is a description in TS 29.122 that the SCEF/NEF shall/may map the SCS/AS/AF Identifier to the AF Application ID. There are several questions need to be clarified.

a) Is a SCS / AS identifier the same as an AF Application ID or an (external) application identifier? Note, we assume that a single ASP may manage multiple PfdData objects.
b) Generally one SCS/AS identifier corresponds to different application id. So how does this mapping work ?
 

c) For the step where the SCEF/NEF maps the SCS/AS/AF Identifier to the AF Application ID, please clarify the circumstances in which this shall occur, and those where it may occur.
d) Is there any difference between the AF Application ID and the Application ID?
e) Which property should contain the value of an (external) application identifier in case of

a) An Npcf PolicyAuthorization API call

b) An Nnef AsSessionWithQos API call

c) An Nnef ChargeableThirdparty API cal?
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Actions
To SA2
ACTION: 
SA4 kindly asks SA2 to provide feedback for Q1.
To CT3
ACTION: 
SA4 kindly asks CT3 to provide feedback for Q2.
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�Do we need this question?


�These two should be integrated into one. SCS/AS means AF as defined in TS 29522. Hence, the 2a just menas how the mapping works. 


� Form the current CT3 specs, we can see the application identifier is only used when invoking the N5 APIs, like the Npcf_PolicyAuthorization API. 








