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Introduction
At the last SA4 meeting, we have discussed whether the ASP needs to discover the EAS capabilities or whether ASP provides the resources needed to run its applications on EAS.
This document reviews SA5 EAS management activities to provide the answer to this question based on the current status of SA5’s SI.
SA5 is currently studying the Edge application servers management as part of its FS_eEDGE_Mgt. We believe it is useful to include their approach in the FS_EMSA and consider using the architecture that SA5’s SI provides for addressing EMSA use cases.
Current Status of TR 28.214
The technical report is under development and its V0.2 was updated in the recent SA5 meeting (Oct 2020).
General architecture
The following figure demonstrates the SA5’s approach to EAS management:


Figure 4.1-1: Relationship of service providers in the edge computing network deployment
In this figure, three different entities are recognized:
1. The application service provider (ASP)responsible for the creation of edge application servers (EAS) and application clients (AC).
2. The edge computing service provider (ECSP) responsible for the deployment of edge data networks (EDN) that contain EAS and edge enable server (EES)
3. The mobile operator (PLMN) responsible for the deployment of 5G network functions, such as 5GC and 5G NR.
It is assumed that ASP may have service agreements with one or more ECSP(s) and may request the ECSP to deploy one or more EAS in the EDN. Upon receipt of ASP’s request, the ECSP should deploy the EAS(s), and then register the EAS(s) to the EES in the EDN. The ECSP can have service agreements with one or more PLMN operators and may request the PLMN operators to connect EAS and EES with 5GC network functions. The edge configuration server (ECS) may reside in PLMN operator or ECSP, and provide functions needed for the edge enabler client (EEC) to connect with an EES.

Current use-cases under consideration
The following use-cases are under considerations:
1. The ASP may instantiate or terminate one or more EAS on an EDN. There might be multiple EDNS, which a UE may have access to them. An EAS may be only useable by the multiple UE if all of them have access to the EAS’s EDN.
2. The mobile operator may instantiate or terminate one or more EAS on an EDN.
3. The mobile operator may instantiate or terminate one or more ECS on its network.
4. EAS may register its profile with an EES.
5. EAS performance assurance to be provided to ECS.
Current potential solutions in TR 28.214
TR28.214 currently assumes that mobile operators may not disclose information related to the mobile networks to the Application Service Providers.  Therefore, ASP needs to send a request to ECSP with the required resources and ECSP would decide how many instances of EAS to deploy that can address the ASP’s needs including the location of EASs. 
The ASP is expected to provide the following information to ECSP:
-  Service area: the geographical service area that the EAS serves 
-  EAS VNF IE: The information needed to instantiate the EAS VNF.
-  Software image information 
-  Software image location
-  Minimum RAM: The minimal RAM requirement for the software image
-  Minimum disk: The minimal disk requirement for the software image
-  Virtual compute resources: 
-  Virtual CPU 
-  Virtual memory 
-  Virtual disk 
-  QoS requirements: e.g. bandwidth, the latency of the end-to-end connection.
Discussion
Currently, TR 28.214 does not include many details. It only covers the above use-cases and the potential solutions at every high level. 
The current document doesn’t define the details of the resources exchanged between the entities for instantiation and termination of the EAS, EES, and ECS.
Also, discussing with some SA6 experts, it seems SA6’s approach is that for the application running of the devices (AC), the EAS resources are discoverable, i.e. an AC can discover the location of EASs and their KPIs. This seems to be in contrast with SA5’s TR28.214, in which the ASP does not necessarily have access to EAS KPIs but only may request the instantiation of appropriate EAS from ECSP.
Conclusion
Therefore we suggest the followings:
1. Include section 2 of this contribution in Section 4.4 of the current Draft TR.
2. Organize an informal joint call between SA4, SA5, and SA6 experts on the edge network architecture, to understand the rationale and design approaches of SA5 and SA6.
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