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1 Introduction

In this contribution, we provide an overview of concluded EC discovery solutions in SA2. The Edge Application Server (EAS) discovery is also within the scope of FS_EMSA’s objectives. A summary and gap analysis between SA2 solution and SA4 requirements are presented. 
2  Connectivity Models for Edge Computing
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Figure 1 5GC Connectivity Models for Edge Computing

EC supports at least following three connectivity models to enable Edge Computing:
-
Distributed Anchor Point: the PDU Session anchor is moved far out in the network, to the local sites. It is the same for all the user PDU session traffic. Re-anchoring (SSC Mode 2 and SSC Mode 3) is used to optimize traffic routing for all applications when moving long distances.

-
Session Breakout: The PDU session has a PDU Session anchor in a central site and a PDU Session anchor in the local site. Only one of them provides the IP anchor point. The Edge Computing application traffic is selectively diverted to the local PDU Session anchor using UL Classifier or multi-homing BP technology. Re-anchoring of the local PDU Session anchor is used to optimize traffic routing for locally diverted traffic as the user moves.

-
Multiple PDU sessions: Edge Computing applications use a specific PDU session with the PDU Session anchor in the local site. The rest of applications use a PDU Session with a central PDU Session anchor. The mapping between applications and PDU sessions is steered by the URSP rules. Re-anchoring (SSC Mode 2 and SSC Mode 3) is used to optimize traffic routing for Edge Computing applications as the user moves.
3 Process of Discovering EAS
DNS based solutions have been concluded as the final solution for discovering the Edge Server for the above three connectivity models.
3.1 DNS based solutions for Multiple PDU Sessions

This solution proposes to enhance the NEF service(s) to allow the AF to influence PCF decisions for URSP rules so that Domain Descriptors are used to steer the DNS and the Application traffic into a specific PDU sessions with PSA UPF to the EAS.
The solution is not guaranteed to work when the UE doesn't support URSP rule provisioned from PCF, when the DNS Server at the UE has been configured by the user or when the Application Client generates the DNS Query outside of the DNS libraries in the OS with DoT, DoH or other over the top mechanisms.

NOTE:
This can correspond to devices doing tethering, or to devices deployed for specific corporate purposes.

These limitations and informative guidelines shall be captured to cover scenarios where the OS, user or applications may override the operator-provided URSP or DNS settings. The guidelines should assume no restriction on the OS, user or application.

3.2 DNS based solutions for Distributed Anchors

Distributed anchor describes DNS based solutions for EAS discovery for distributed anchor connectivity model. Decision for anchoring of the UE in the distributed anchor point scenario for EC shall be described as:

-
using subscription policy information to set proper UE policy (e.g. URSP via usage of dedicated DNN); and/or

-
to apply proper policies at session (SMF) level applying PCC rules determined based on Nnef_TrafficInfluence service and on the user subscription.

3.3 DNS based solutions for Session Breakout

For Session Breakout connectivity mode, the LDNSR, a new stand-alone 5GC network function is proposed. It allows coordination of the EAS Discovery using DNS and the 5GC connectivity. LDNSR facilitates that it is possible to select with DNS an EAS closer to the edge, and it allows Dynamic ULCL/BP/Local PSA insertion. 
· The LDNSR may get the FQDNs for which it provides a specific handling to match with the FQDN in the DNS Queries from the UE.
· The SMF selects the LDNSR serving the PDU session and configure the LDNSR to the UE as the DNS Server for the PDU Session if used.
· The LDNSR maintains a PDU session context during the lifetime of the PDU session and needs to be made aware of the release of the PDU Session.
· The LDNSR supports to inform SMF with IP addressing information of EAS selected by DNS, which that may trigger SMF to perform local UPF insertion/relocation if needed.
4  Summary of DNS based EAS Discovery

The core of DNS based EAS Discovery solution in SA2 depends on the DNS message parsing. The Core Network can decide the location of local PSA and deliver the DNS query message to Local DNS. Then the L-DNS can return the IP address of EAS. Finally, the UE can connect to the EC Server via the PDU Session. 
With the concluded solutions in SA2, the client can directly discover and connect to the EAS before any application layer exchanges between the client and EAS. There will be less impact for SA4 aspects without frequent exchanges in the application layer.

However, without the exchanges between clients and application servers, which capability does this application need? Especially when the capability of EAS need to be determined based on the capability and requirements of clients. The SA2 solutions may need to be enhanced for discovering EAS with specific capabilities to avoid additional re-discovering the appropriate EAS.
In addition, the Edge application server relocation is also under the scope of FS_enh_EC in SA2 as KI#2. And solutions for this KI#2 is planned to be concluded in the coming SA2#142e held in 16th to 20th Nov, 2020.  
5 Proposal

We propose to add these content as the ongoing activities in SA2 in clause 4.3 of FS_EMSA permanent document.
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