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Introduction
TS 26.501 contains description of QoE metrics reporting not only by the 5GMS Client to the 5GMS AF, but also by the 5GMS AF to upstream network entities such as an Application Provider server. Currently, TS 26.512 does not fully define the latter mode of metrics reporting, although Draft and regular CRs to TS 26.512 in S4Al201067 [1] and S4-201xxx [2] have been submitted to address this gap. In addition, a recent Qualcomm discussion paper in S4al201072 [3] suggests the utilization of the Application Function Event Exposure service, a.k.a. Naf_EventExposure Service, as defined in SA2 and CT specs (e.g. TS 23.502 [4]) and TS 29.517 [5]) as the potential target framework for exposing UE and network information collected in the 5GMS system to other Network Function (NF) service consumers. The delivery of QoE metrics reports, consumption reports, network assistance related information, and other types of data gathered by the 5GMS AF, to external NFs, via event notifications appears to represent a valid and desirable approach to enhancing the value of 5GMS by leveraging existing 3GPP-defined mechanisms for AF event exposure services.
This contribution discusses the above topic in more detail by providing an overview of the Naf_EventExposure Service and associated APIs, and comparing that with the M1 metrics reporting configuration API. A potential harmonization approach based on emulation of the AF Event Exposure service framework is presented in support of Rel-16 5GMS AF-to-5GMS Application Provider metrics reporting functionality.
Comparison of M1 Configuration API’s with Naf_EventExposure
There is considerable commonality and parallelism between the defined procedures of the M1 Metrics Reporting Configuration API and that of the Naf_EventExposure Service: creation, fetching of state, modification, and termination of the associated REST-ful resource. The M1 metrics reporting configuration procedures focus on provisioning of configuration parameters related to metrics collection and reporting from the 5GMS Client (via the Media Session Handler) to the 5GMS AF, i.e., from device to network. On the other hand, the event reporting functionality in Naf_EventExposure Service pertains to such information delivered from the AF to another Network Function, i.e, is network to network in nature.
Figure 1 highlights the scope of the M1 Configuration interface, and Figure 2 depicts the architecture of the Naf_EventExposure Service.


Figure 1: Focus of M1 Configuration API for metrics reporting


Figure 2: Naf_EventExposure service architecture
(copied from TS 29.517)
As seen in Figure 1, the source and destination of metrics reporting functionality associated with the M1 Configuration interface are the 5GMS Client and the 5GMS AF, respectively, whereas in Figure 2, the source and destination of event information exposed by the AF in the Naf_EventExposure Service architecture are the AF and another Network Function, respectively. Although in Rel-16, the defined NF service consumers of the Naf_EventExposure Service are limited to the NWDAF (Network Data Analytics Function) and NEF (Network Exposure Function), in principle other NFs – for example a trusted Application Provider’s Application Server, could potentially be a valid NF service consumer as specified in a future release of TS 29.517 [5]. Similarly, although the currently supported event information types that can be subscribed by the NF service consumer for receiving notifications as defined in Rel-16 TS 29.517 are i) service data for an application, ii) UE mobility information, iii) UE communication information, and iv) exception information, it is conceivable that QoE metrics, consumption reports, QoS usage, etc. could be offered in the future. SA4 can influence SA2 in supporting additional AF event exposure services, especially given that those additional types of UE and/or network information available in the 5GMS system can be offered to other NF service consumers by the Naf_EventExposure Service framework.
1 Suggested Approach for Alignment
A suggested approach to merge the M1 Configuration with the Naf_EventExposure Service framework in support of comprehensive metrics reporting functionality, i.e. by the Media Session Handler to the 5GMS AF as well as by the 5GMS AF to the 5GMS Application Provider, is described in this section.
1. Metrics Reporting from 5GMS Client to 5GMS AF
M1 Metrics Reporting Provisioning API as described in clause 7.8 of TS 26.512 appears fully appropriate for provisioning by the 5GMS Application Provider to the 5GMS AF the Metrics Reporting Configuration resource which represents metrics collection and reporting rules and related metadata, to enable subsequent metrics reporting by the 5GMS Client (via the Media Session Handler) to the 5GMS AF over the M5 interface. As defined in clause 7.2 of TS 26.512, the Metrics Reporting Configuration API exposed by the 5GMS AF is accessible through the following URL base path:
{apiRoot}/3gpp-m1d/v1/provisioning-sessions/{provisioningSessionId}/
For ease of reference, Table 7.8.2-1 in TS 26.512, describing the operations and associated HTTP methods for the Metrics Reporting Configuration API, is copied below in Table 1:
Table 1: Operations and HTTP Methods of Metrics Reporting Configuration API
	Operation
	Sub‑resource path
	Allowed HTTP method(s)
	Description

	Create a metrics reporting configuration
	metrics‑reporting‑configuration
	POST
	Create and optionally provide a configuration; returns the {metricsReportingConfigurationId}.

	Read metrics reporting configuration
	metrics‑reporting‑configuration/
{metricsReportingConfigurationId}
	GET
	Read the values of an existing configuration.

	Update metrics reporting configuration
	
	PUT
	Provide a replacement configuration.

	Delete metrics configuration
	
	DELETE
	Delete a configuration, disables reporting.



Table 2, copied from Table 7.8.3-1 in TS 26.512, represents the data model for the MetricsReportingConfiguration resource:
Table 2: Definition of MetricsReportingConfiguration resource
	Property name
	Type
	Cardinality
	Description

	metricsReportingConfigurationId
	String
	1..1
	An identifier for this Metrics Reporting Configuration that is unique within the scope of the enclosing Provisioning Session.

	scheme
	Array(URI String)
	0..1
	The scheme associated with this metrics configuration. A scheme may be associated with 3GPP or with a non-3GPP entity.
If not specified, the 3GPP metrics scheme urn:‌3GPP:‌ns:‌PSS:‌DASH:‌QM10 from TS 26.247 shall apply.

	dataNetworkName
	String
	0..1
	The Data Network Name (DNN) which shall be used when sending metrics report for this metric configuration.
If not specified, the default DNN shall be used.

	reportingInterval
	DurationSec
	0..1
	The sending interval between metrics reports for this metric configuration.
If not specified, a single final report shall be sent after the streaming session has ended.

	samplePercentage
	Percentage
	1..1
	The proportion of streaming sessions that shall report metrics for this metric configuration.
If not specified, reports shall be sent for all sessions.

	urlFilters
	Array(String)
	1..N
	A list of content URL patterns for which metrics reporting shall be done for this metric configuration.
If not specified, reporting shall be done for all URLs.

	metrics
	Array(String)
	1..N
	A list of metrics which shall be collected and reported for this metric configuration.
For the 3GPP scheme urn:‌3GPP:‌ns:‌PSS:‌DASH:‌QM10 the listed metrics shall correspond to one or more of the metrics as specified in clauses 10.3 and 10.4, respectively, of TS 26.247 [7], and the quality reporting scheme and quality reporting protocol as defined in clauses 10.5 and 10.6, respectively, of [7] shall be used.
If not specified, the complete (or default if applicable) set of metrics associated with the specified scheme shall be collected and reported.



1. Metrics Reporting from 5GMS AF to 5GMS Application Provider
We believe that the Naf_EventExposure Service framework and procedures as described in clauses 4.2.1-4.2.3 and clause 5.3 of TS 29.517 can be leveraged by the 5GMS Application Provider subscribing to the Application Event Subscription resource exposed by the 5GMS AF, to enable subsequent metrics reporting by the 5GMS AF to the 5GMS Application Provider via event notifications. Figure 3 depicts the creation of a subscription to the Naf_EventExposure Service. In relation to 5GMS metrics reporting, the NF service consumer and AF would correspond to the 5GMS Application Provider and the 5GMS AF, respectively.


Figure 3: Creation of a subscription
The associated resources and applicable HTTP methods of the Naf_EventExposure Service are shown in Table 3 (identical to Table 5.3.1-1 in TS 29.517).
Table 3 – Naf_EventExposure Service operations
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Application Event Subscriptions
	{apiRoot}/naf-eventexposure/
<apiVersion>/subscriptions
	POST
	Subscription to the notification of application events and creation of an Individual Application Event Subscription resource.

	Individual Application Event Subscription
	{apiRoot}/naf-eventexposure/
<apiVersion>/subscriptions/
{subscriptionId}
	GET
	Reads an Individual Application Event Subscription resource.

	
	
	PUT
	Modifies an Individual Application Event Subscription.

	
	
	DELETE
	Cancels an individual subscription to notifications of application event.



It is defined in TS 29.517 that the POST request for subscription creation contains an AfEventExposureSubsc[footnoteRef:1] data structure as the request body and which includes the attributes eventsSubs and eventsRepInfo as described in Table 4 (copy of Table 5.6.2.2-1 in TS 29.517). [1:  The identically-named data structure is present in other HTTP operations on the application event resource, namely as the payload body in the following request/response messages: the ‘201 Created’ response to the POST request, the ‘200 OK’ response to a GET request, the PUT request for resource modification, and the ‘200 OK’ response to a PUT request. ] 


Table 4 – Definition of type AfEventExposureSubsc
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventsSubs
	array(EventsSubs)
	M
	1..N
	Subscribed events and the related event filters.
	

	eventsRepInfo
	ReportingInformation
	M
	1
	Represents the reporting requirements of the subscription.
	

	notifUri
	Uri
	M
	1
	Notification URI for event reporting.
	

	notifId
	string
	M
	1
	Notification Correlation ID assigned by the NF service consumer.
	

	eventNotifs
	array(AfEventNotification)
	C
	1..N
	Represents the Events to be reported.
Shall only be present if the immediate reporting indication in the "immRep" attribute within the "eventsRepInfo" attribute sets to true in the event subscription, and the reports are available.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	This IE represents a list of Supported features used as described in subclause 5.8. 
Shall be present in the HTTP POST request/response; or in the HTTP GET response if the "supp-feat" attribute query parameter is included in the HTTP GET request. (NOTE)
	

	NOTE: 	In the HTTP POST request it represents the set of NF service consumer supported features. In the HTTP POST and GET responses it represents the set of features supported by both the NF service consumer and the AF.



eventsSubs identifies the application event type for subscription – for example METRICS_REPORT along with any filtering data to be applied to the event subscription. eventsRepInfo may include event notification reporting rules such as:
-	event notification method (periodic, one time, etc.);
-	maximum no. of reports; 
-	monitoring duration;
-	repetition period for periodic reporting;
-	immediate reporting indication;
-	sampling ratio.
Note that the above parameters have similar semantics to many of the properties of the M1 MetricsReportingConfiguration resource (e.g. reportingInterval, samplePercentage, urlFilters).
The above Naf_EventExposure Service operations enable and control the subsequent delivery of application event notifications containing metrics reporting information, from the 5GMS AF to another (trusted) AF operated by the 5GMS Application Provider.
Although for regular AF Event Exposure Services, the resource URI as shown in Table 3 is {apiRoot}/naf-eventexposure/<apiVersion>/subscriptions/ for the event subscription collection resource and {apiRoot}/naf-eventexposure/<apiVersion>/subscriptions/subscriptionId for the individual (instance) subscription resource, for consistence with the 5GMS M1 resource URI format, it would seem logical to replace the naf-eventexposure/<apiVersion> portion by, for example 3gpp-m1/v1. In other words, it is suggested to adopt the following URL base paths for 5GMS Application Provider access to the Application Event Subscription resource offered by the 5GMS AF:
{apiRoot}/3gpp-m1/v1/event-exposure-subscriptions/
{apiRoot}/3gpp-m1/v1/event-exposure-subscriptions/{subscriptionId}/
The event notification procedure is described in clauses 4.2.4 and 5.5 of TS 29.517, and a high-level message sequence diagram for this procedure is shown below in Figure 4:


Figure 4: Notification of subscribed events
In mapping the above diagram to the 5GMS architecture, the AF would again correspond to the 5GMS AF and the NF service consumer corresponds to the 5GMS Application Provider. {notifUri} represents the request URI whose value was previously provided by the NF service consumer during event subscription. The POST request includes a payload body containing the AfEventExposureNotif data structure containing the notification correlation ID previously provided by the NF service consumer during subscription via the notifId attribute (see Table 4), along with information about the reported event (e.g., aggregated and normalized QoE metrics measurements).
2 Summary and Proposal
It is shown that the configuration and subsequent reporting of QoE metrics functionalities between the 5GMS AF and the 5GMS Application Provider can be fulfilled by the procedures of the Application Function Event Exposure (Naf_EventExposure) Service as defined in SA2 and CT specs. It is desirable for 5GMS to employ the 3GPP Naf_EventExposure Service as the framework for the offering of various types of UE and network information available in the 5GMS system to other network entities. While the specific example described in this document is metrics reporting, other forms of UE and network information available in the 5GMS network and collected by the 5GMS AF, such as consumption reporting and network assistance, can similarly be exposed using the mechanisms defined for the Naf_EventExposure Service. Meanwhile, the metrics configuration provisioning by the 5GMS Application Provider onto the 5GMS AF for subsequent metrics reporting by the 5GMS Client to the 5GMS AF over M5 should remain as currently specified in clauses 4.3.9 and 7.8 of TS 26.512. 
It is proposed that MBS agree on adopting the framework and associated event resource subscription and notification procedures of the Naf_EventExposure Service to support 5GMS metrics reporting functionality between the 5GMS AF and 5GMS Application Provider. Should such agreement be attained, stage 3 text for the associated functionality can be provided via the CR process. 
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