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**** First Change ****
[bookmark: _Toc26271232][bookmark: _Toc36234902][bookmark: _Toc36234973][bookmark: _Toc36235045][bookmark: _Toc36235117]3	Definition of terms, symbols and abbreviations	Comment by TL3: Definitions from S4-200646
[bookmark: _Toc26271233][bookmark: _Toc36234903][bookmark: _Toc36234974][bookmark: _Toc36235046][bookmark: _Toc36235118]3.1	Terms
For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
5G Media Streaming (5GMS) Aware Application: Application in the UE, provided by the 5GMS Application Provider, that contains the service logic of the 5GMS application service, and interacts with other 5GMS Client and Network functions via the interfaces and APIs defined in 5GMS.
NOTE 1:	Functionality of the 5GMS-Aware Application is outside the scope of this specification. 
NOTE 2:	The 5GMS-Aware Application is associated with the delivery of either a downlink or uplink related 5GMS service, and is referred to as the 5GMSd-Aware Application or the 5GMSu-Aware Application, respectively.
5G Media Streaming Client for downlink (5GMSd Client): UE function that includes at least a 5G Media Streaming Player and a Media Session Handler for downlink streaming and that may be accessed through well-defined interfaces/APIs.
5G Media Streaming Client for uplink (5GMSu Client): Originator of 5GMSu service that may be accessed through well-defined interfaces/APIs.

5GMSu Media Streamer: UE function that enables uplink delivery of streaming media content to an Application Server function of the 5GMS Application Provider, and which interacts with both the 5GMSu-Aware Application for media capture and subsequent streaming, and the Media Session Handler for media session control.
NOTE 3:	The 5GMSu Media Streamer receives a Media Streamer Entry to initiate an uplink streaming session.
NOTE 4:	The 5GMSu Media Streamer captures the media on the provided input devices. The 5GMSu Media Streamer exposes some basic controls such as capture, pause, and stop to the 5GMSu-Aware Application.
Dynamic policy: A Dynamic PCC Rule (c.f. TS 23.503[4]) for an uplink or downlink application flow during a media session.
Egest Session: An uplink media streaming session from the 5GMSu AS towards the 5GMSu Application Provider.
Ingest Session: A session to upload the media content into a 5GMSd AS.
Policy Template: A collection of (semi-static) PCF/NEF API parameters which are specific to the 5GMS Application Provider and also the resulting PCC Rule.
Policy Template Id: Identifies the desired policy template, which is used by 5GMSd AF to select the appropriate PCF/NEF API towards the 5G System so that the PCF can compile the desired PCC Rule.
Media Player Entry: a document or a pointer to a document that defines a media presentation e.g. MPD for DASH content or URL to a video clip file.
Media Streamer Entry: A pointer (e.g. in the form of a URL) that defines an entry point of a media uplink streaming session.
presentation entry: A document or a pointer to a document that defines an application presentation e.g. an HTML5 document as defined in e.g. TS 26.307 [6].
Provisioning Session: a data structure supplied at interface M1d by a 5GMSd Application Provider that configures the 5GMSd features relevant to a set of 5GMSd-Aware Applications.
5GMSd Media Player: UE function that enables playback and rendering of a media presentation based on a media player entry and exposing some basic controls such as play, pause, seek, stop to the 5GMSd-Aware Application.
NOTE 5:	A 5GMSd Media Player is expected to include a Media Access Client, Media Decoders, Media rendering/presentation, and possibly also DRM Client and Metrics Collection and Reporting. The 5GMSd Media Player's Media Access Client receives a Media Player Entry. The 5GMSd Media Player renders the media on the provided output devices, such as a display in case of video.
[bookmark: _Hlk19469134]NOTE 6:	The 5GMSd Media Player is functionally similar to the combination of a TS 26.247 [7] 3GP-DASH client and a TS 26.234 [8] PSS media decoder and renderer.
Service Access Information: Set of parameters and addresses (including 5GMSd AF and 5GMSd AS addresses), which are needed to activate the reception of a streaming session.
Service and Content Discovery: Functionality and procedures provided by a 5GMSd Application Provider to a 5GMS-Aware Application that enables the end user to discover the available streaming service and content offerings and select a specific service or content item for access.
NOTE 7:	The Service and Content Discovery functionality and procedures are outside the scope of this specification.
Service Announcement: Procedures conducted between the 5GMS-Aware Application and the 5GMS Application Provider such that the 5GMS-Aware Application is able to obtain 5GMS Service Access Information, either directly or in the form of a reference to that information.
third-party player: Part of an application that uses APIs to exercise selected 5GMSd functions to play back media content.
NOTE 8:	Such APIs are for example defined in TS 26.307 [6] when using the Media Source Extensions for media playback. This type of player is downloaded by or built into an application, or it is downloaded with the Presentation Entry (e.g. as a JavaScript library).
third-party uplink streamer: Part of an application that uses APIs to exercise selected 5GMSu functions to capture and stream media content.
NOTE 9:	This type of streamer is typically implemented as downloadable software.

**** Next Change ****
[bookmark: _Toc26271248][bookmark: _Toc36234918][bookmark: _Toc36234989][bookmark: _Toc36235061][bookmark: _Toc36235133]Annex B:	MNO specific Service Access Information acquisition
[bookmark: _Toc26271249][bookmark: _Toc36234919][bookmark: _Toc36234990][bookmark: _Toc36235062][bookmark: _Toc36235134]B.1	General
A 5GMSd Application Provider may offer its content via multiple Access Networks from different operators. Each access network can consist of a 5G System and one or more 5G Media Streaming Architecture components, in particular its own 5GMSd AFs. The 5GMSd AFs of that access network use own FQDNs and potentially own URL root path elements. When the 5GMSd Application Provider uses 5GMS features from different providers, then the 5GMSd Client needs find the service access information of the 5GMS feature provider, which is currently providing connectivity for the 5GMSd Client. The service access information contains the URLs and API parameters of the configured 5GMSd AFs and ASs of that 5G Media Streaming System. 
There are different ways to resolve the matching service access information. This section focuses on two solutions, where the 5GMSd Client fetches the service access information from a 5GMSd AF within the trusted DN of the serving mobile network.
 
B.2	Deployment with DNS based resolution
Figure B.2-1 depicts the deployment for the DNS based resolution of the 5GMSd AF in the Trusted DN of the MNO, which is currently providing connectivity to the 5GMSd Client. The DNS function are defined in RFC 1034 [X]. 

[image: ]
Figure B.2-1: DNS based resolution of 5GMSd AF in trusted DN

For the DNS base resolution mechanisms, the 5GMSd Client is provisioned with a Service Access Information URL, for example dynamically via M8d or statically within the code of the 5GMSd Aware Application. The service access information URL contains an FQDN from 5GMSd Application Provider or a global URL from GSMA domain (i.e. from “3gppnetworks.org” domain). 



Figure B.2-2: Message Sequence Chart for DNS based resolution 
Steps.
1: 	The 5GMSd aware Application is provisioned (among other parameters) with an URL to the 5GMSd AF to acquire service access information. The 5GMSd aware Application provides this URL to the 5GMSd client upon start.
2:	The 5GMSd Client uses DNS to resolve the FQDN of the URL. The 5GMSd Client sends a DNS request to the DNS server in the trusted DN.
3:	The DNS server in trusted DN is not responsible for the FQDN and the DNS server forwards the DNS request to the DNS server in the external DN, which is responsible for the FQDN. This may be the DNS server of the 5GMSd Application Provider or a GSMA DNS server.
4:	Based on information from the originating network, the external DNS creates a response. The response may be a CNAME redirect (i.e. FQDN from the serving mobile network responsibility) or an IP Address (preferably an IP Anycast Address).
5:  The DNS server forwards the DNS response to the 5GMSd Client.
6: 	When the 5GMSd Client got another FQDN with the response (a CNAME), then the 5GMSd Client resolves the FQDN to an IP address. The resolved IP address should be an IP address of an 5GMSd AF in the trusted DN.
7:	The 5GMSd Client issues a request to the resolved 5GMSd AF in order to acquire the service access information.
8:	The 5GMSd AF provides the service access information with the response. The service access information contains URLs and parameters according to provisioned 5GMS features.
9:	When needed, the 5GMSd Client uses the information from the acquired service access information to activate the needed 5GMSd feature.


B.3	Deployment with HTTPS based resolution
Figure B.3-1 depicts the deployment for the HTTPS based resolution of the 5GMSd AF in the Trusted DN of the MNO, which is currently providing connectivity to the 5GMSd Client. The process of resolving IP addresses from FQDNs is not depicted in this deployment architecture. 

[image: ]
Figure B.3-1: HTTPS based resolution of 5GMSd AF in trusted DN
For the HTTPS base resolution mechanisms, the 5GMSd Client is provisioned with a Service Access Information URL, for example dynamically via M8d or statically within the code of the 5GMSd Aware Application. The service access information URL contains an FQDN to an 5GMSd AF within the 5GMSd Application Provider domain, which acts as a request redirector.


[bookmark: _GoBack]Figure B.3-2: Message Sequence Chart for HTTPS based resolution 

Steps.
1: 	The 5GMSd aware Application is provisioned (among other parameters) with an URL to the 5GMSd AF to quired service access information. The 5GMSd aware Application passes this URL to the 5GMSd client upon start.
2:	The 5GMSd Client uses DNS to resolve the FQDN of the URL. 
3:	The 5GMSd Client issues a request to the resolved 5GMSd AF in order to acquire the service access information.
4:	Based on information from the originating network (e.g. visible IP of the 5GMSd Client), the 5GMSd AF in the external DN creates a redirection response. The 5GMSd AF looks up the according URL of the 5GMSd AF in the trusted DN and sends a redirection response to the 5GMSd Client.
When the network, which is currently serving the UE, does not offer a 5GMS features or the 5GMS features are not provisioned (i.e. the 5GMSd AF in the external DN), the 5GMSd AF provides a response containing an Error message.
5:  The 5GMSd Client issues a request to the resolved 5GMSd AF in order to acquire the service access information.
6:	The 5GMSd AF provides the service access information with the response. The service access information contains URLs and parameters according to provisioned 5GMS features.
7:	When needed, the 5GMSd Client uses the information from the acquired service access information to activate the needed 5GMSd feature.
NOTE: Instead of redirecting a 5GMSd Client to the 5GMSd AF in the trusted DN, the external 5GMSd AF may directly provide the service access information in Step 4. In the case the 5GMSd Application Provider needs to update its 5GMSd AF according to changes within the trusted DN, e.g. changes of FQDNs.

**** Last Change ****
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