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1
Introduction
During SA4 107, we introduced a set of 5GMSA collaboration scenarios, focusing on “ownership” of functions. All collaboration scenarios focus on the collaboration between a single MNO with a single 5GMSd Application Provider. However, we also frequently discussed (verbally) additional scenarios, e.g. multi-CDN deployments (i.e. using multiple 5GMSd AS) and so on.
A 5GMSd Application Provider is typically offering services, leveraging the delivery networks of several MNOs, thus, multi-MNO distribution. The ambition of the 5GMSd Application Provider is to address as many end-users as possible with the same service offering. The intention of this document is to describe and discuss the issue of “cross-MNO service offerings” and proposes a set of solutions and actions.

Note, this contribution address some Multi-MNO offerings. Other Multi-MNO distribution collaboration scenarios exists.
2
Discussion of a Multi-MNO Distribution Scenario
Today, an Application (Service) Provider is often using CDN functions, with are deployed (in 5GMSA terminology) in the external data network (i.e. a 3rd party CDN or sometimes a DIY CDN). Some larger CDN provider deploy CDN appliances south of the peering point, i.e. inside of the MNO domain. Even in this case, the CDN edge nodes are considered to be located in the external DN. Usage of Multiple CDNs are not considered in this contribution.
Using an external CDN for content distribution (i.e. 5GMSd AS in the external domain as depicted in Fig 1 and 2) has some key benefits, namely the DASH Manifest URLs (M4d Manifest Urls), the segment URL, etc are identical, independent whether the UE is camping on PLMN#1 or PLMN#2. The content offering is reachable via each PLMN (even each Internet Service Provider, ISP). 

In the following, we discuss more the usage of a 5GMSd AF for accessing network features and network services. 

Two collaboration scenarios around Multi-MNO distribution are depicted below. The difference is the location / ownership of the 5GMSdAF. The content delivery is offered via an external 5GMSd AS (i.e. an existing CDN is used) in both distribution scenarios. 
Distribution Scenario 1 is assuming that both MNOs offer a 5GMSd AF for accessing certain Network Features. For distribution scenario 2, also the 5GMSd AFs are located in the external DN and activation of network features happen through N33. 
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Figure 1: Multi-MNO Distribution 1: Using 5GMSd AFs in the Trusted DN
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Figure 2: Multi-MNO Distribution 2: Using 5GMSd AFs in the External DN
There are some key issues with accessing 5G Network Features in the two scenarios. For Distribution Scenario #1 (5GMSd AF in trusted DN), the following issues occur:

· The 5GMSd Client needs to get correct 5GMSd AF API URLs (M5d URLs), in order to use Network Features of the local MNO. The API Root are MNO specific and may contain (beside the different FQDN) also MNO specific path elements. For example, PLMN#1 uses https://plmn1.com/ as API root, which PLMN#2 uses https://plmn2.com/apis/. Other API root realizations are possible.
· The 5GMSd Client needs to understand, which network features are offered by the currently serving PLMN. For example, the PLMN#1 may only offer consumption reporting, while PLMN#2 offers Dynamic Policy and Consumption Reporting. Note, here we need to consider different client realizations, e.g. browser based clients, native clients and (increasingly more) tethered clients (mobile or via a 5G-Residential Gateway as in 23.501).
· The 5GMSd Client needs to identify the PLMN specific configuration. For example, consumption reporting is configured slightly differently for PLMN#1 than PLMN#2, e.g. Location Reporting is not allowed in PLMN#2. Further, some N5 / N33 parameters contain MNO specific property values, e.g. values for afAppId or a QoS reference are not standardized. 
· Potentially, there are some MNO subscription differences. Usage of some 5GMSA features could be bundled with a MNO subscription or certain features can depend on the current data plan status (e.g. remaining volume quota). 

For Distribution Scenario #2 (5GMSd AF in external DN), the following issues occur:
· The 5GMSd AF needs to identify, from which PLMN the 5GMSd Client is executing API calls, so that the 5GMSd AF can identify the correct NEF (MNO defined API Root for the NEF, which is responsible for / serving the current network of the UE). The API roots for NEF APIs may be different for the two PLMNs.
· The 5GMSd Client needs to understand, which network features are offered by the currently serving PLMN. For example, the PLMN#1 may only offer consumption reporting, while PLMN#2 offers Dynamic Policy and Consumption Reporting. 
· The 5GMSd Client needs to identify the PLMN specific configuration like described for Distribution Scenario #1 Bullet 3.

· Handling of different MNO subscriptions need to be resolved via a (new) NEF API or via proprietary APIs. 

· One specific issue with this Distribution Scenario is the Flow identification (also called “session binding” in 23.502 and 23.503). Here, the UE IP address is typically needed. However, Network Address Translator functions, which are deployed at the PGW / UPF, hide the UE IP address to external servers. It appears, that all UEs are using the same (or a small set) of IP addresses for service access.
3
Solution Discussion
The existing 5GMS Architecture contains two solutions for distributing the network service access information to the 5GMSd Client:
· Solution A: M8: the 5GMSd Application Provider shares the service access information (e.g. DASH Manifest URL, 5GMSd AF URLs, Consumption reporting URL) via M8 using an undefined format. The 5GMSd Application provider somehow provides a solution to provide the correct access information for the 5GMSd AF based network services. 

· Solution B: 5GMSA already contains the concept of the “Service Access Information” (See Clause 4.2.3 of TS 26.501), which contains the configuration parameters for different Network Features for the 5GMSd Client. The “Service Access Information” data model describe, which 5G Network Features (like dynamic policy, consumption reporting, network assistance, etc) are selected by the 5GMSd Application Provider for downlink streaming service consumption on the given Mobile Network. The 5GMSd Client acquires the service access information from the 5GMSd AF using a reference to the application service (e.g. the provisioning session id).
Solution A is completely left to 5GMSd application provider implementation. Usage of M8 and also the used format is out of scope of 3GPP. Still, Solution A can be based on the same principles as Solution B.

The Solution B lacks a resolution mechanism. A solution, which allows an 5GMSd Application Provider to automatically redirect to localized Service Access Information server, is missing. This localized service access information server provides information of the available & configured 5G network features and the its usage. 
Different resolution schemes to find the service access information server (5GMSd AF, providing the service access information for Solution B) can be
· DNS with an SRV Record: Here, the 5GMSd client uses a pre-provisioning FQDN to look-up the SRV Record, which contains the IP address of the Service Access Information server. Since the same FQDN should work in different MNO networks, it should be a GSMA type of FQDN (like 5gmsa.pub.3gppnetworks.org). Note, that MCC and MNC is not included, since some clients (e.g. browser based clients) are not aware of the serving network.

· DNS with IP Anycast: Here, the 5GMSd client uses a pre-provisioning FQDN (like 5gmsa.pub.3gppnetworks.org) to resolve an IP address, which is actually an IP Anycast address. The MNO operated Service Access Information servers should be configured with the same IP anycast address.
· DNS with CNAME redirect: Here, the 5GMSd client uses a pre-provisioning FQDN (like 5gmsa.pub.3gppnetworks.org) to resolve an IP address. However, the domain owner of the pre-provisioned FQDN (here 3gppnetworks.org) redirects to an operator specific FQDN, using the DNS CNAME solution. The DNS server from the 3gppnetwork.org domain uses the source IP address to determine the serving mobile network (serving PLMN). The operator specific FQDN is provided during the session provisioning (result of M1d procedures).

· HTTP Request Redirection:  Here, the 5GMSd client uses a pre-provisioning URL to a service access information server (like https://5gmsa.pub.3gppnetworks.org/m5d/v1.0/serviceAccessInformation/{provisioning_session_id}) to fetch the service access information field. The Request Redirector uses the source IP address to determine the service mobile network (serving PLMN). Based on the source IP address, the request of the 5GMSd client is redirected to a PLMN operated server, which can then provide the available network services for the requesting client on the currently serving network. The operator specific URL for the service access information server is provided during the session provisioning (result of M1d procedures).
Note, the above solutions also work for more general Multi-ISP offering, e.g. where the same service is offered via a fixed and a mobile system. 

4
Proposal
It is proposed to 

· Make the DASH Manifest URL / Progressive Streaming URL an optional element in the service access information structure (Clause 4.2.3 of TS 26.501). When the 5GMSA system is not used for content hosting, then the DASH Manifest or Progressive Streaming URLs (entry point documents) are not known to the 5GMSA System.  

· Correct the collaboration scenarios and include Multi-MNO distribution collaboration scenarios.

· Add a new Multi-MNO service access call flow to 26.501 Clause 5. This procedure should clarify, how the MNO specific services access information (e.g. M5d API root, parameters and values) can be resolved in Multi-MNO distribution scenarios. 
· Define and register a “umbrella domain” FQDN (like 5gmsa.pub.3gppnetworks.org) with GSMA. The FQDN can be used to pre-provision 5GMSd clients. The GSMA FQDN should either resolve to an IP anycast address or to MNO specific offerings (e.g. using CNAME or HTTP Request Redirection schemes).
5
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