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**** First Change ****
[bookmark: _Toc32590442]4.2.4	Dynamic Policy Configuration procedures
These procedures are used by the 5GMSd Application Provider to configure the dynamic policy feature.
[bookmark: _Toc32590437]4.2.4.1	General
These procedures are used by the 5GMSd Application Provider and the 5GMSd AF on M1d to configure different policy templates, which are used in combination of the dynamic policy invocation API. They are further elaborated in clause 5.X.
[bookmark: _Toc32590438]4.2.3.2	Create Policy Template
This procedure is used by the 5GMSd Application Provider to create a new Policy Template resource. The 5GMSd Application Provider shall use the HTTP POST method for this purpose.
If the procedure is successful, the 5GMSd AF shall generate a resource id representing the new Policy Template Configuration. In this case, the 5GMSd AF shall respond with a 201 (Created) HTTP response message, and provide the URL to the newly created resource in the Location header field.
4.2.3.3	Read Policy Templates
This procedure is used by the 5GMSd Application Provider to obtain the list of existing Policy Templates resource ids from the 5GMSd AF. The HTTP GET method shall be used for this purpose.
If the procedure is successful, the 5GMSd AF shall respond with a 200 (OK) response message that includes the Policy Template resource ids in the response message body.
[bookmark: _Toc32590439]4.2.3.4	Read a Policy Template
This procedure is used by the 5GMSd Application Provider to obtain the properties of an existing Policy Template resource from the 5GMSd AF. The HTTP GET method shall be used for this purpose.
If the procedure is successful, the 5GMSd AF shall respond with a 200 (OK) response message that includes the Policy Templates in the response message body.
[bookmark: _Toc32590440]4.2.3.5	Update properties of a Policy Template
The update operation is invoked by the 5GMSd Application Provider to modify / overwrite the properties of an existing Policy Templates resource. All available parameters may be updated at once using the HTTP PUT method (overwrite). Selected properties are modified using the HTTP PATCH. 
If the procedure is successful, the 5GMSd AF shall respond with a 200 (OK) and provide the content of the resource in the response, reflecting the successful update operation.
[bookmark: _Toc32590441]4.2.3.6	Delete a Policy Template
This operation is used by the 5GMSd Application Provider to delete a Policy Template resource. The HTTP DELETE method shall be used for this purpose. As a result, the 5GMSd AF will release any associated resources.
If the procedure is successful, the 5GMSd AF shall respond with a 200 (OK) response message.

Editor’s Note: Check the HTTP Status Codes.

**** Next Change ****

[bookmark: _Toc32590476][bookmark: _Toc32590482]5.2a	Policy Templates Configuration API
[bookmark: _Toc11247364][bookmark: _Toc32590477]5.2a.1	Overview
This clause specifies the API that a 5GMSd Application Provider uses at interface M1d to provision and manage 5GMSd AS policy template configurations by interacting with a 5GMSd AF. Each policy template configuration is represented by a PolicyTemplate, the data model for which is specified in clause 5.2a.2 below. The RESTful resources for managing policy templates are specified in clause 5.2a.3 and the operations on these resources are further elaborated in clause 5.2a.4.
[bookmark: _Toc32590478]5.2a.2	Data model
[bookmark: _Toc32590479]5.2a.2.1 PolicyTemplate data type
A single PolicyTemplate data model is defined in Table 5.2a.2.2-1. A PolicyTemplates resource consists of an array of PolicyTemplate data types. An individual PolicyTemplate data type is identified by the policyTemplateId.
Table 5.2a.2.2-1: Definition of PolicyTemplate data type
	Property name
	Type
	Cardinality
	Description

	policyTemplateId
	String
	1..1
	Unique identification (key) of the policy template. The Media Session Handler uses the policyTemplateId on m5d, when activating a dynamic policy.

	api
	enum
	1..1
	Identified, which N5 or N33 API should be called. N5: Npcf Policy Authorization Service, n33: AsSessionWithQoS or CHargableParty 

	afAppId
	AfAppId
	1..1
	See Npcf Policy Authorzation Service

	aspId
	AspId
	1..1
	See Npcf Policy Authorzation Service

	qosReference
	String
	0..1
	See Npcf Policy Authorzation Service and AsSessionWithQoS

	afChargId
	String
	0..1
	See Npcf Policy Authorzation Service

	bdtRefId
	String
	0..1
	See Npcf Policy Authorzation Service amd ApplingBdtPolicy

	
	
	
	



[bookmark: _Toc11247374][bookmark: _Toc32590483]5.2a.3	Resource structure
The policy templates provisioning API is accessible through this URL paths:
{apiRoot}/3gpp‑m1d/v1/application‑service‑providers/{application‑service‑provider‑id}/{provisioning-subresource}
The following operations and the corresponding HTTP methods are supported. In each case, the sub-resource path specified in the second column shall be substituted into {provisioning-subresource} in the above URI template:
	Operation
	Sub‑resource path
	Allowed HTTP method(s)
	Description

	Create a new Policy Templates resource
	policyTemplates
	POST
	This is used to create a new Policy Templates resource.

	Fetch all Policy Templates resource ids
	policyTemplates
	GET
	This is used to retrieve all existing Policy Templates resource ids.

	Fetch a Policy Template resource
	policyTemplates/{policy-template-id}
	GET
	This is used to retrieve an existing Policy Templates resource.

	Update a Policy Template resource
	policyTemplates/{policy-template-id}
	PUT,
PATCH
	This operation is used to modify the properties of an existing Policy Templates resource.

	Delete a Policy Templates resource
	policyTemplates/{policy-template-id}
	DELETE
	This operation is used to delete an existing Policy Templates resource.



5.2a.4	Operations
The 5GMSd Application Provider creates Policy Template resource using the HTTP POST method. The URL for the newly created policy template resource is returned within the LOCATION HTTP Header field.
The 5GMSd Application Provider reads a list of Policy Template resource ids using the HTTP GET method. The response contains a list of resource-ids.
The 5GMSd Application Provider sets / overwrites an Policy Template resource using the HTTP PUT method. The request body shall contain the PolicyTemplate object. 
Application Provider modifies a PolicyTemplate objects using the HTTP PATCH method. The request body shall contain the PolicyTemplate object. 


**** Next Change ****
[bookmark: _Toc32590497]5.3.2.1	DynamicPolicy resource type
Table 5.3.2.1-1: Definition of Dynamic Policy resource
	Attribute name
	Data type
	Cardinality
	Description

	policyTemplateId
	String
	1
	Identifies the Policy Template which should be applied to the application flow(s).

	flowDescription
	Object
	1
	Refer to subclause 5.3.8 of 3GPP TS 29.214 for encoding.

	[bookmark: _Hlk26874766]applicationServiceConfigurationIdprovisioningSessionId
	String
	1
	Uniquely Identifies 5GMSd Application Service Configuration, which is linked to the Application Service Provider.

	marBwDl
	BitRate
	
	Maximum requested bandwidth for the Downlink.

	marBwUl
	BitRate
	
	Maximum requested bandwidth for the Uplink.

	maxSuppBwDl
	BitRate
	
	Maximum supported bandwidth for the Downlink.

	maxSuppBwUl
	BitRate
	
	Maximum supported bandwidth for the Uplink.

	minDesBwDl
	BitRate
	
	Minimum desired bandwidth for the Downlink.

	minDesBwUl
	BitRate
	
	Minimum desired bandwidth for the Uplink.

	mirBwDl
	BitRate
	
	Minimum requested bandwidth for the Downlink.

	mirBwUl
	BitRate
	
	Minimum requested bandwidth for the Uplink.

	enforcementMethod
	String
	1
	Description of the Policy Enforcement Method. The parameter is set by the 5GMSd AF.




