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Foreword
This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.
1
Scope

The present document specifies the set of protocols and APIs for 5G Media Streaming (5GMS) services based on the 5G Media Streaming Architecture (5GMSA). The 5GMSA supports services including MNO and third-party Downlink Media Streaming Services, and MNO and third-party Uplink Media Streaming Services.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 26.501: "5G Media Streaming (5GMS); General description and architecture".
[3]

DASH Industry Forum, "Specification of Live Media Ingest", 
https://dashif-documents.azurewebsites.net/Ingest/master/DASH-IF-Ingest.pdf
[4]
3GPP TS 26.247: "Progressive Download and Dynamic Adaptive Streaming over HTTP (3GP‑DASH)".
[5]
Standard ECMA-262, 5.1 Edition, "ECMAScript Language Specification", June 2011.
[6]
IETF RFC 6234: "US Secure Hash Algorithms (SHA and SHA-based HMAC and HKDF)".
[7]
3GPP TS 23.003: "Technical Specification Group Core Network and Terminals; Numbering, addressing and identification".

[8]
ITU-T Recommendation X.509 (2005) | ISO/IEC 9594-8:2005: "Information Technology – Open Systems Interconnection – The Directory: Public-key and attribute certificate frameworks".
[9]
IETF RFC 7230: "Hypertext-Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
[10]
IETF RFC 4648: "The Base16, Base32, and Base64 Data Encodings".
[11]
IEEE Standard 1003.1, Issue 7: "The Open Group Base Specifications", 2018.
https://pubs.opengroup.org/onlinepubs/9699919799/
3
Definitions of terms, symbols and abbreviations
3.1
Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

3.2
Symbols

Void.

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GMS
5G Media Streaming
5GMSd
5GMS downlink
5GMSu
5GMS uplink
5GMSA
5GMS Architecture
CDN
Content Delivery Network / Content Distribution Network

CRUD
Create, Read, Update, Delete

MNO
Mobile Network Operator

QoE
Quality of Experience
QoS
Quality of Service

AF

Application Function
AS

Application Server

4
5G Media Streaming Reference Points
4.1
General

Editor’s Note: This clause gives a general introduction to the 5G Media Streaming Reference Points.
The architecture in Figure 4.1-1 represents the media architecture connecting UE internal functions and related network functions.
This clause provides an overview of the procedures on each interface, following the stage 2 description in TS 26.501 [2].
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Figure 4.1-1: Media Architecture for unicast media downlink streaming (identical to TS26.501 [2], Figure 4.2.1-2)

Editor's Note: The diagram may be removed in the final specification to avoid any inconsistencies with stage 2 specifications
4.2 Procedures of the M1d (5GMS Provisioning) interface

4.2.1
General

A 5GMSd Application Provider may use the procedures in this clause to provision the network for downlink media sessions that are operated by the 5GMSd Application Provider. These sessions may be DASH streaming sessions, progressive download sessions, or any other type of media streaming or distribution (e.g. HLS) sessions.

The M1d interface offers three different sets of procedures:

-
Configuration of content ingest for onward distribution over M4d by the 5GMSd AS: designed as an API that is equivalent to the functionality of a public CDN.
-
Configuration of dynamic policies: allows the configuration of Policy Templates at M5d that can be applied to M4d downlink sessions.

-
Configuration of reporting: permits the MNO to collect at M5d QoE and consumption reports about M4d downlink sessions.

A 5GMSd Application Provider may use any of these procedures, in any combination, to support its downlink media sessions.
4.2.2
Provisioning Session procedures
4.2.2.1
General

Prior to configuring content ingest, dynamic policies, or reporting, the 5GMSd Application Provider shall create a new Provisioning Session. The following CRUD operations are used to manage a provisioning session.
4.2.2.2
Create Provisioning Session
This procedure is used by the 5GMSd Application Provider to create a new Provisioning Session. The 5GMSd Application Provider shall use the HTTP POST method to create a new Provisioning Session. Upon successful creation, the 5GMSd AF shall respond with a 201 (Created) response message that includes the resource identifier of the newly created Provisioning Session in the body of the reply and the URL of the resource, including its resource identifier, shall be returned as part of the HTTP Location header field.

Editor’s Note: Terminology alignment with Application Service Configuration Id missing.
4.2.2.3
Read Provisioning Session properties
This procedure is used by the 5GMSd Application Provider to obtain the properties of the Provisioning Session from the 5GMSd AF. The 5GMSd Application Provider uses the GET method for this purpose.
4.2.2.4
Update Provisioning Session properties
The Update operation is not allowed on Provisioning Sessions.
4.2.2.5
Delete Provisioning Session
This procedure is used by the 5GMSd Application Provider to delete a Provisioning Session. The 5GMSd AF will release any associated resources, purge any cached data, delete all QoS and reporting configurations associated with this Provisioning Session. The 5GMSd AF shall use the HTTP DELETE method for this purpose.
4.2.3
Ingest Configuration procedures for downlink streaming
4.2.3.1
General

These procedures are used by the 5GMSd Application Provider and the 5GMSd AF on M1d to configure ingest for downlink streaming. They are further elaborated in clause 5.2.
4.2.3.2
Create Ingest Configuration
This procedure is used by the 5GMSd Application Provider to create a new Ingest Configuration. The 5GMSd Application Provider shall use the HTTP POST method for this purpose.

If the ingest uses the Push method, i.e. the pull attribute is set to False, then the path and entryPoint shall not be provided and are read-only. The targetDomain is assigned by the 5GMSd AF and is read-only.

If the procedure is successful, the 5GMSd AF shall generate a resource id representing the new Ingest Configuration. In this case, the 5GMSd AF shall respond with a 201 (Created) HTTP response message, and provide the URL to the newly created resource in the Location header field.
4.2.3.3
Read Ingest Configuration properties

This procedure is used by the 5GMSd Application Provider to obtain the properties of an existing Ingest Configuration resource from the 5GMSd AF. The HTTP GET method shall be used for this purpose.

If the procedure is successful, the 5GMSd AF shall respond with a 200 (OK) response message that includes the Ingest Configuration in the response message body.
4.2.3.4
Update Ingest Configuration properties

The update operation is invoked by the 5GMSd Application Provider to modify the properties of an existing Ingest Configuration resource. All available parameters, except the originDomain and targetDomain, may be updated. The HTTP PATCH or HTTP PUT methods shall be used for the update operation. 
If the procedure is successful, the 5GMSd AF shall respond with a 200 (OK) and provide the content of the resource in the response, reflecting the successful update operation.
Editor’s Note: Check the HTTP Status Codes.
4.2.3.5
Delete Ingest Configuration
This operation is used by the 5GMSd Application Provider to destroy an Ingest Configuration resource and to terminate the related distribution. The HTTP DELETE method shall be used for this purpose. As a result, the 5GMSd AF will release any associated resources, purge any cached data, and delete any corresponding configurations.
If the procedure is successful, the 5GMSd AF shall respond with a 200 (OK) response message.

Editor’s Note: Check the HTTP Status Codes for DELETE.

4.2.4
Dynamic Policy Configuration procedures
These procedures are used by the 5GMSd Application Provider to configure the dynamic policy feature.
4.2.5
Consumption Reporting Configuration procedures
These procedures are used by the 5GMSd Application Provider to configure consumption reporting.

4.3
Procedures of the M2d (5GMS Ingest) interface
Editor’s Note: This clause should contain content ingestion procedures between Network External Media Application Servers and the 5GMSd AS. This Clause may be removed, in case only external referenceable content ingest procedures are used.
4.4
Procedures of the M3d interface
Interface M3d is internal and no procedures on this interface are specified.
4.5
Procedures of the M4d (Media Streaming) interface
Editor’s Note: This clause should contain content ingestion procedures between Network External Media Application Servers and the 5GMSd AS. This Clause may be removed, in case only external referenceable content ingest procedures are used.
4.6
Procedures of the M5d (Media Session Handling) interface
4.6.1
Introduction

Editor’s Note: This clause should contain the API related procedures for the Media Session Handling API. The Media Session Handling API is used for consumption reporting, for QoE reporting, for requesting different policy and charging treatments or for other network assistance services.
4.6.2
Procedures for dynamic policy invocation
Provisioning for Dynamic Policy usage is defined in section XX.

This procedure is used by a Media Session Handler to manage Dynamic Policy Instance resources via the M5d interface. A dynamic policy invocation consists of a Policy Template Id, flow description(s), a 5GMSd Application Service Configuration Id and potentially other parameters, according to TS 26.501 clause 5.7.

A Policy Template Id identifies the desired Policy Template to be applied to an application flow. A Policy Template includes properties such as specific QoS (e.g. background data) or different charging treatments. The 5GMSd AF combines the information from the Policy Template with dynamic information from the Media Session Handler to gather a complete set of parameters to invoke the N33 or N5 API call. The Policy Template may contain for example the AF identifier. Example values for a Policy Template Id are defined in Clause [].
The flow description allows the identification and classification of the media traffic, such as the packet filter sets [TS 23.501 Clause 5.7.6].
In order to instantiate a new dynamic policy, the Media Session Handler shall first create a resource for the Dynamic Policy Instance on the 5GMSd AF. When the Media Session Handler needs several dynamic policies, it repeats the step as often as needed.

The Media Session Handler creates a new Dynamic Policy Instance by sending an HTTP POST message to the 5GMSd AF. The body of the HTTP POST message shall include 5GMSd Application Service Configuration Id, the Policy Template Id and the traffic descriptor. The traffic descriptor identifies the actual application flow(s) to be policed according to the Policy Template. If the operation is successful, the 5GMSd AF creates a new resource URL representing the Dynamic Policy Instance. In this case, the 5GMSd AF shall respond to the Media Session Handler with a 201 Created HTTP response message, including the URL for the newly created Dynamic Policy Instance resource as the value of the Location header field.

Editor’s Note: At minimum, the N5 and N33 API requires the UE IP Address at time of API invocation. The full Flow Description is an optional element, when more fine-grained traffic flow identification is required.  It needs to be studied, how to enable usage of other traffic filtering parameters, such as an application id.
The Media Session Handler can modify the parameters of an existing Dynamic Policy Instance resource using either the HTTP PUT or PATCH methods, as appropriate to the desired update. The 5GMSd AF shall trigger the appropriate actions towards other Network Functions like PCF or NEF when all information is set.
Editor’s Note: It is not clear, what triggers the 5GMSd AF to start the PCF / NEF interactions.

The Media Session Handler can destroy a Dynamic Policy Instance resource using the HTTP DELETE method. As a result, the 5GMSd AF shall trigger the appropriate actions towards other Network Functions like PCF or NEF to remove the associated PCC rule.

Editor’s Note: Notification subscription will be added in the next version of the pCR.

4.6.3.
Procedures for consumption reporting
These procedures are used by the Media Session Handler and the Consumption Reporting functions of the 5GMSd Client to submit a consumption report via the M5d interface if Consumption Reporting is applied for a Downlink Streaming session. The metadata indicating that Consumption Reporting is applied for the Downlink Streaming session is described in clause X.

In order to create a resource for the consumption reporting procedure, the Media Session Handler shall send an HTTP POST message to the 5GMSd AF to create a new Consumption Reporting Instance resource. After receiving the HTTP POST message, if the Media Session Handler is authorized, the 5GMSd AF shall create a Consumption Reporting Instance. This Consumption Reporting Configuration resource is addressed by a URI that is described in clause X. The 5GMSd AF shall respond to the Media Session Handler with a 201 (Created) message including a Location header field containing the URI of the created resource and a message body. The Media Session Handler shall use the URI in the Location header received in the 201 (Created) response message in the subsequent exchanges with the 5GMSd AF. The 5GMSd AF may include the relevant Consumption Reporting Configuration in the message body.

If the Consumption Reporting Configuration is not present in the message body of the 201 (Created) message, the Media Session Handler shall send an HTTP GET message including the URI of the Consumption Reporting resource to the 5GMSd AF to fetch the consumption reporting parameters. The 5GMSd AF shall respond with a 200 (OK) message that includes the relevant Consumption Reporting Configuration in the message body. If the Consumption Reporting Configuration present in the message body of the 201 (Created) response message, the Media Session Handler should not send an HTTP GET message to the 5GMSd AF to acquire the consumption reporting parameters.

Whenever a consumption report event is triggered, the Media Session Handler shall send an HTTP POST message to the 5GMSd AF. If several 5GMSd AF instances are listed in the consumption reporting parameters as valid consumption reporting endpoints for the Consumption Reporting Instance, the Media Session Handler shall choose one and send the message to the selected. The 5GMSd AF shall respond with a 200 (OK) message to signal successful processing of the Consumption Reporting request. If the 5GMSd AF has updated the consumption reporting parameters for the associated Consumption Reporting Instance, the 5GMSd AF shall notify the Media Session Handler by including a Consumption Reporting Configuration in the body of the 200 (OK) response message containing the current consumption reporting parameters.

The Consumption Reporting API defining the resources, data models and related procedures for the creation and management of consumption reporting are described in clause X.

4.6.4.
Procedures for metrics reporting
These procedures shall be used by the Media Session Handler to control metrics reporting when such reporting is configured by the OAM via the 5G control channel.

The Media Session Handler shall subscribe to metrics configurations from the OAM according to TS 26.247 Annex L.1. When a metrics configuration is received, the Media Session Handler shall store this configuration and use it for all subsequent streaming sessions.

When a streaming session is started the Media Session Handler shall determine whether metrics from this session shall be reported. The determination shall be based on the sample percentage and streaming source filter specified in the stored metrics configuration, according to TS 26.247 Annex F.

If metrics are reported for the session, the Media Session Handler shall request the Media Player to create a metrics collection job. The Media Player shall return a reference to the created job, which the Media Session Handler shall use in all subsequent actions related to this job.

The Media Session Handler shall configure the metrics collection job with the set of metrics that shall be collected during the session. The format of the configuration shall be according to TS 26.247 Annex L.2, but note that only the metrics attribute in the configuration shall be used for this purpose.

The Media Session Handler shall regularly request the collected metrics from the Media Player according to the reporting interval specified in the metrics configuration. The metrics returned by the Media Player shall use the format as described in TS 26.247 clause 10.6, and the Media Session Handler shall forward these to the OAM according to TS 26.247 Annex L.1. 

When the session is finished the Media Session Handler shall delete the metrics collection job.
4.7
Procedures of the M6d (UE Media Session Handling) interface
Editor’s Note: This clause should contain procedures for the interaction of 5GMSd Aware application and the Media Session Handler
4.8
Procedures of the M7d (UE Media Player) interface
Editor’s Note: This clause should contain procedures for the interaction of 5GMSd Aware application and the Media Player

4.8.1
General

4.8.2.
Metrics reporting procedures
These procedures shall be used by the Media Session Handler function to control metrics reporting when such reporting is configured via metadata sent in-band via the media manifest.

When a streaming session is started, the Media Session Handler shall check if the manifest contains any metrics configuration, as specified in TS 26.247 clauses 10.4 and 10.5. If such a configuration is found, the Media Session Handler shall use it for the current streaming session.

The Media Session Handler shall first determine whether metrics from this session shall be reported. The determination shall be based on the sample percentage attribute specified in the metrics configuration, according to TS 26.247 clause 10.5.

If metrics are reported for the session, the Media Session Handler shall request the Media Player to create a metrics collection job. The Media Player shall return a reference to the created job, which the Media Session Handler shall use in all subsequent actions related to this job.

The Media Session Handler shall configure the metrics collector job with the set of metrics which shall be collected during the session. The format of the configuration shall be according to TS 26.247 Annex L.2, but note that only the metrics attribute in the configuration shall be used for this purpose.

The Media Session Handler shall regularly request the collected metrics from the Media Player according to the reporting interval specified in the metrics configuration. The metrics returned by the Media Player shall use the format as described in TS 26.247 clause 10.6, and the Media Session Handler shall forward these to the server address using the specified DNN according to the procedures described in TS 26.247 clause 10.6.

When the session is finished the Media Session Handler shall delete the metrics collection job.
4.9 Procedures of the M8d interface
Editor’s Note: This clause should contain procedures for the application.
5
5G Media Streaming APIs
5.1
General

[

Editor’s Note: The following is a section template for API definitions, following TS 29.522.
5.x
API name

5.x.1
General

5.x.2
Data model

5.x.2.1
Structured data types
5.x.2.1.1
Type: xxxx

5.x.2.2
Simple data types and enumerations

5.x.3 Resources
5.x.3.1 General

5.x.3.2 Resource: <Meaningful Slogan#1>
5.x.3.2.1
Introduction

5.x.3.2.2
Resource definition
Editor’s Note: Definition of the URL with all its elements
5.x.3.2.3
Resource Method GET

5.x.3.2.4
Resource Method PUT

5.x.3.2.4
Resource Method POST

5.x.3.2.5
Resource Method PATCH

5.x.3.2.6
Resource Method DELETE

5.x.2.1
Notifications

Editor’s Note: Some APIs may contain notifications
]
5.2
Ingest Configuration API

5.2.1
Overview
This clause specifies the API that a 5GMSd Application Provider uses at interface M1d to provision and manage 5GMSd AS ingest configurations by interacting with a 5GMSd AF. Each ingest configuration is represented by an IngestConfiguration, the data model for which is specified in clause 5.2.2 below. The RESTful resources for managing ingest configurations are specified in clause 5.2.3 and the operations on these resources are further elaborated in clause 5.2.4.
5.2.2
Data model

5.2.2.1 IngestConfiguration resource
The data model for the IngestConfiguration resource is specified in table 5.2.2.1-1 below:

Table 5.2.2.1-1: Definition of IngestConfiguration resource
	Property name
	Type
	Cardinality
	Description

	OriginConfiguration
	Object
	1..1
	Describes the 5GMSd Application Provider’s origin server from which media resources will be ingested via interface M2d.

	
name
	String
	1..1
	A name associated with this origin server.

	
path
	String
	1..1
	The relative path which will be used to address the media resources at interface M2d. This path is provided by the 5GMSd AF in the case of Push.

	
pull
	Boolean
	1..1
	Indicates whether to the 5GMSd AS shall use Pull or Push for ingesting the content.

	
protocol
	String
	1..1
	Identifies the media ingest protocol. The set of supported protocols is defined in clause 5.2.5.

	
entryPoint
	String
	1..1
	An entry point to ingest the content. The semantics of the entry point are dependent on the selected ingest protocol.
In the case of Push ingest (pull flag is set to False), this parameter is returned by the 5GMSd AF to the 5GMSd Application Provider and indicates the entry point for pushing the content.
In case of Pull (pull flag is set to True), the entryPoint shall be provided by the origin to the 5GMSd AF to indicate the location from which content is to be pulled. In this case, the entryPoint shall be used as the base URL. A request received by the 5GMSd AS is mapped to a URL using the provided base URL to fetch the content from the origin server.

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


	
	
	
	


	
	
	
	

	DistributionConfiguration
	[Object]
	1..n
	Specifies the distribution method and configuration for the ingested content.
More than one distribution may be configured for the ingested content, e.g. to offer different distribution configurations such as DASH and HLS.

	
contentPreparationTemplateId
	String
	0..1
	Indicates that content preparation prior to distribution is requested by the 5GMSd Application Provider. It identifies the Content Preparation Template that shall be used as defined in clause 5.2.2.3.

	
	
	
	

	
	
	
	

	
targetDomain
	String
	1
	All resources of the current distribution shall be accessible through this targetDomain FQDN. This FQDN is assigned by the 5GMS AF for the current distribution.

There is a one-to-one association between the originDomain and the targetDomain for this distribution. 

	
originDomain
	String
	1
	The 5GMSd Application Provider assigns an originDomain for the distribution, which is for example used by the 5GMSd AS to select an appropriate certificate to present at M4d, and to set appropriate CORS HTTP response headers at M4d.

The originDomain is associated with a targetDomain that is assigned by the 5GMSd AF.

The 5GMSd Application Provider may choose to publish the content using its own originDomain (e.g. to use its own certificates or to avoid CORS issues). In such case, the 5GMSd Application Provider creates a CNAME DNS record to point from the originDomain to the targetDomain.

	
PathRewriteRules
	[Object]
	0..n
	An ordered list of rules for rewriting the ingest URL path to the distribution URL path.

If multiple rules match a particular resource’s path, only the first rule, in order of appearance, shall be applied.

	

originPathPattern
	String
	1..1
	A pattern that shall be used to match the path part of the M2d ingest URL for the resource. If the pattern matches, then the path mapping rule is applied. The path part of the ingest URL used for the matching shall include the leading “/”. The originPathPattern shall be provided as a regular expression as specified in [5].

	

distributionPath
	String
	1..1
	If the pathPattern is a match for the current resource, then the ingest path, starting with the “/” and ending with the last “/” in the path, excluding the last segment of the path, shall be replaced by this distributionPath in the URL exposed by the 5GMSd AS at M4d.

	
CachingConfiguration
	[Object]
	0..n
	Defines a configuration of the 5GMSd AS cache for a matching subset of media resources ingested in relation to this Ingest Configuration.

	

urlPatternFilter
	String
	1..1
	A pattern that will be used to match media resource URLs to determine whether a given media resource is eligible for caching by the 5GMSd AS. The format of the pattern shall be a regular expression as specified in [5].

	

CachingDirectives
	Object
	1..1
	If a urlPatternFilter applies to a resource, then the provided CachingDirectives shall be applied by the 5GMSd AS at M4d, potentially overwriting any origin caching directives ingested at M2d.

	


statusCodeFilters
	[Integer]
	0..*
	The set of HTTP origin response status codes to which these CachingDirectives apply. The filter shall be provided as a regular expression as specified in [5].

If the list is empty, the CachingDirectives shall apply to all HTTP origin response status codes at M2d.

	


noCache
	Boolean
	1..1
	If set to True, this indicates that the media resources matching the filters shall not be cached by the 5GMSd AS and shall be marked as not to be cached when served by the 5GMSd AS at M4d.

	


maxAge
	Integer
	0..1
	The caching time-to-live period that shall be set on ingested media resources matching the filters. This determines the minimum period for which the 5GMSd AS shall cache matching media resources as well as the time-to-live period signalled by the 5GMSd AS at interface M4d when it serves such media resources.
The time-to-live for a given media resource shall be calculated relative to the time it was ingested.

	
GeoFencing
	Object
	0..1
	Limit access to the content to the indicated geographic areas.

	
locationType
	String
	1
	The type of the location information.

	
locations
	[String]
	1..*
	Array of locations from which access to the resources is to be allowed.

	
UrlSignature
	Object
	0..1
	Defines the URL signing scheme. Only correctly signed and valid URLs will be allowed to access the content resource at M4d.

	

urlPattern
	String
	1..1
	A pattern that shall be used to match M4d media resource URLs. The 5GMSd AS shall not serve a matching media resource at M4d unless it includes a valid authentication token. The format of the pattern shall be a regular expression as specified in [5].

	

tokenName
	String
	1..1
	The name of the M4d request query parameter that the Media Player must use to present the authentication token when required to do so.

	

passphraseName
	String
	1..1
	The name of the query parameter that is used to refer to the passphrase when constructing the authentication token.
Note that the token is not included in the cleartext part of the M4d URL query component.

	

passphrase
	String
	1..1
	The shared secret between the eMAS and the MAS for this Ingest Configuration.
The passphrase is used in the computation of the M4d authentication token but is never sent in-the-clear over that interface.

	

tokenExpiryName
	String
	1..1
	The name of the M4d request query parameter that the Media Player must use to present the token expiry field.

	

useIPAddress
	Boolean
	1..1
	If set to True, the IP address of the UE is included in the computation of the authentication token for resources that match urlPattern and access to matching media resources shall be allowed by the 5GMSd AF only when the M4d request is made from a UE with this IP address.

	

ipAddressName
	String
	0..1
	The name of the M4d request query parameter that is encoded as part of the authentication token if the useIPAddress flag is set to True.

Note that the IP address is not passed in the cleartext part of the M4d URL query component.

	
certificateId
	String
	0..1
	When content is distributed using TLS, the X.509 [X] certificate for the origin domain is shared with the 5GMSd AF so that it can be presented by the 5GMSd AS in the TLS handshake at M4d. This attribute indicates the identifier of the certificate to use.


5.2.2.2
Ingest Protocol resource type

Editor’s note: Missing specification
5.2.2.3
Content Preparation Template resource type
Editor’s note: Missing specification
5.2.2.4
Server Certificate resource type
Editor’s note: Missing specification
5.2.3
Resource structure

The content ingest session provisioning API is accessible through this URL paths:

{apiRoot}/3gpp-m1d/v1/provisioning/{provisioning-subresource}
The following operations and the corresponding HTTP methods are supported. In each case, the sub-resource path specified in the second column shall be substituted into {provisioning-subresource} in the above URI template:

	Operation
	Sub‑resource path
	Allowed HTTP method(s)
	Description

	Create a new Ingest Configuration
	ingest
	POST
	This is used to create a new Ingest Configuration resource.

	Fetch Ingest Configuration
	ingest/{ingest-configuration-id}
	GET
	This operation is used to retrieve an existing Ingest Configuration.

	Update Ingest Configuration
	ingest/{ingest-configuration-id}
	PUT,

PATCH
	This operation is used to modify the configuration of an existing Ingest Configuration.

	Delete Ingest Configuration
	ingest/{ingest-configuration-id}
	DELETE
	This operation is used to delete an existing Ingest Configuration.

	Purge Ingest Configuration cache
	ingest/{ingest-configuration-id}/purge
	POST
	This operation is used to invalidate some or all cached media resources of this Ingest Configuration.

	Fetch list of supported ingest protocols
	protocols
	GET
	This operation is used to retrieve a list of supported ingest protocols.

	Create a new Content Preparation Template
	preparation-templates
	POST
	This operation is used to create a new Content Preparation Template that defines how the ingested content is to be prepared for Ingest Configurations.

	Create a new Server Certificate
	certificates
	POST
	This operation is used to supply a new server certificate to be presented by the 5GMSd AS when serving content over TLS at M4d.

	Delete a certificate
	certificates/{certificate-id}
	DELETE
	This operation removes a certificate from the list of certificates that are owned by the 5GMSd Application Provider and that are associated with the current Provisioning.


5.2.4
Operations

5.2.4.1
Overview

This clause defines the behaviour that is expected from the 5GMSd AS when the Ingestion Configuration has been successfully provisioned. The main operations that are performed affect the caching and purging of cached content as well as the processing for media preparation and at the edge.

5.2.4.2
Content caching

An Ingest Configuration may specify caching rules to be applied to media resources when they are distributed by the 5GMSd AS over interface M4d. The distribution shall use the urlPatternFilter in the CachingConfiguration object to determine which caching directives apply to that object. In case a media resource’s URL matches the pattern filter of more than one CachingConfiguration, the first match shall apply. In case no CachingConfiguration is identified as a match, the 5GMSd AS shall apply the caching directives that were received from the origin. In the case where no match is found and the origin server does not supply caching directives at M2d, then default caching directives based on the media resource type shall be applied.
A caching directive shall either indicate that a matching media resource is not to be cached by the 5GMSd AS, nor by downstream M4d clients (noCache set to True), or that the 5GMSd AS and downstream M4d clients are to cache it for maxAge seconds. The maxAge value applies relative to the time when a media resource was ingested, t_ingest. For an HTTP-based ingest, this corresponds to the Date header field in the HTTP request/response that carries the media resource at M2d. At the time t_ingest + maxAge, the object is considered stale and should not be served at M4d from the 5GMSd AS cache. The 5GMSd AS shall compensate for any synchronization skew between the origin and its own clock. This can be for instance done by including the max-stale HTTP cache directive in its M4d responses.

The maxAge value may be signalled at M4d by the 5GMSd AS using the Expires HTTP response header or the HTTP Cache-Control directives max‑age or s‑maxage.

When distributing a media resource using HTTP, a no-cache request may be translated into a no-cache and no-store HTTP Cache-Control directive and/or a max-age=0 HTTP Cache-Control directive.

By default, all origin HTTP header fields shall be assumed as not forwarded by the 5GMSd AS, unless specified otherwise by setting the flag originCacheHeaders to True.

5.2.4.3
Cache purging

The 5GMSd Application Provider may perform a purge operation to invalidate some or all cached objects of a particular Ingest Configuration. A regular expression describing the set of media resource URLs to be purged from the Ingest Configuration’s cache shall be supplied in the body of the request. The body shall be encoded using the application/x-www-form-urlencoded MIME type as a key–value pair, with the key being the string pattern and the value being the regular expression.

On receiving a purge request, the 5GMSd AF shall immediately invalidate all media resources in the 5GMSd AS cache matching the regular expression by declaring them as stale. Any request at interface M4d for a purged media resource will trigger the fetching (and possible caching) of the current version from the origin via M2d in case of a Pull-based ingest. For Push-based ingest, the request shall be responded to with a 404 (Not Found) HTTP response, until a new version of the object is pushed by the origin to the 5GMSd AS via M2d.

5.2.4.4
Content processing

The 5GMSd AF can perform various content processing tasks (such as repackaging, encryption, ABR transcoding) on media resources ingested at M2d prior to serving them at M4d. These processing tasks shall be specified in a content preparation document embedded in the ContentPreparation element of the Ingest Configuration object.
The ContentPreparation object shall include a content-type element that provides the MIME type of the embedded content preparation document. If the indicated MIME type is not understood, the creation of the Ingest Configuration shall fail with HTTP error response status code 501 422 (Unprocessable entityNot implemented). If the 5GMSd AF fails at provisioning the required resources based on the ContentPreparation document, it shall fail with an HTTP response status code of 503 (Service Uunavailable).
5.2.4.5
URL signing

The URL signing procedure allows the 5GMSd Application Provider to prevent deep linking and unauthorized access to M4d media resources. It works by cryptographically signing some elements of the M4d request URL and then appending this authentication token to the URL as an additional query parameter. The token is generated by the 5GMSd Application Provider and supplied to the player, for example as part of an initial URL. When it receives a request that requires URL signing, the 5GMSd AS verifies the presence and validity of the token in the M4d request URL before allowing access to the requested media resource. The 5GMSd AS(s) and the origin share a secret that is encoded as part of the query parameter hash, but not shared with the 5GMSd Media Player.

The validity of the authentication token can also be limited to a single UE. If useIPAddress is set to True, then the public IP address of the UE as viewed by the 5GMSd AS, ue_public_ip_address, shall be incorporated into the token calculation. The parameter name shall be indicated by ipAddressName.

The shared secret shall be provided in UrlSignature[passphrase] as a string of length between 6 and 50 characters. The parameter name for the passphrase shall be provided by passphraseName.

The expiry time of the signed URL, tokenExpiry, shall be included as an additional query parameter in the URL exposed at M4d with the name indicated in tokenExpiryName. The expiry time shall be the string representation of the number of seconds from 1970-01-01T00:00:00Z UTC until the specified UTC date/time, ignoring leap seconds, as defined in section 4.16 of POSIX.1 [11].

Given the above, the authentication token shall be calculated as:

token = SHA512(url&UrlSignature[tokenExpiryName]=token_expiry&UrlSignature[ipAddressName]= ue_public_ip_address&UrlSignature[passphraseName]=passphrase)
where the SHA512 function shall be the SHA‑512 hash [6] of the enclosed string. The url parameter shall be the original M4d media resource request URL, including the scheme, authority and path components but excluding any query and fragment components.

The resulting token value shall be “base64url” encoded, as specified in section 5 of [10],prior to inclusion in the M4d URL.
The query part of the signed URL presented by the 5GMSd Media Player at M4d as proof of authenticity shall be composed as follows:

query= UrlSignature[tokenExpiryName]=token_expiry &UrlSignature[tokenName]=base64url(token)
For all media resources requested at reference point M4d that match the regular expression specified in UrlSignature[urlPattern], the 5GMSd AS shall validate the query presented in the request URL according to the following steps:
1. If the parameter indicated by UrlSignature[tokenName] is absent from query, or if the supplied token value is malformed, the 5GMSd AS shall respond with a 403 (Forbidden) error response message and terminate further processing of the M4d request.

2. If the parameter indicated by UrlSignature[tokenExpiryName] is absent from query, or if the supplied token_expiry value has expired, or if the supplied token_expiry is malformed, the 5GMSd AS shall respond with a 403 (Forbidden) error response message and terminate further processing of the M4d request.
3. 
4. The 5GMSd AS shall compute the authentication token according to the token production specified above using the requesting UE’s public IP address as the value of ue_public_ip_address if required by UrlSignature[useIPAddress] being set to True. After applying “base64url” encoding, the 5GMSd AS shall compare this with the value supplied in the URL query parameter whose name is UrlSignature[tokenName]. If the two values differ, the 5GMSd AS shall respond with a 403 (Forbidden) error response message and terminate further processing of the M4d request.

5. Otherwise, the presented authentication token is valid. The 5GMSd AS shall either return the media resource in a 200 (OK) response message (if it is able to serve that media resource), or else return an appropriate error response, such as 404 (Not Found) or 503 (Service Unavailable).
5.2.4.6
Geofencing

The 5GMSd Application Provider may wish to limit the access to its media content to certain areas or to non-roaming UEs. Geofencing is used to configure the zone from which content is accessible.
Editor’s note: Missing specification
5.2.5
Media ingest protocols
5.2.5.1
Introduction

This specification defines a single DASH-based ingest protocol.

5.2.5.2
DASH-based media ingest protocol

If OriginConfiguration[protocol] is set to dash-if-ingest, media resources shall be ingested by the 5GMSd AS as specified by [3]. The OriginConfiguration[pull] shall be set to False, indicating that a Push-based protocol is used. The OriginConfiguration[entryPoint] parameter shall be set to the URL that will be used to upload the DASH segments and MPD to the 5GMSd AS at interface M2d. This entry point URL shall not contain a path: the path for the URL shall instead be specified by the OriginConfiguration[Path] parameter.

5.3
Dynamic Policies API
5.3.1
Overview

The Dynamic Policies API allows the Media Session Handler to request a specific policy and charging treatment to be applied to a particular application data flow by invoking RESTful operations on the 5GMSd AF at interface M5d. The API defines a set of data models, resources and the related procedures for the creation and management of the dynamic policy request. The corresponding JSON schema for the representation of the resources and operations defined by the API is provided in Annex ZZ.

5.3.2
Data model

5.3.2.1
DynamicPolicy resource type
Table 5.3.2.1-1: Definition of Dynamic Policy resource
	Attribute name
	Data type
	Cardinality
	Description

	policyTemplateId
	String
	1
	Identifies the Policy Template which should be applied to the application flow(s).

	flowDescription
	Object
	1
	Refer to subclause 5.3.8 of 3GPP TS 29.214 for encoding.

	applicationServiceConfigurationId
	String
	1
	Uniquely Identifies 5GMSd Application Service Configuration, which is linked to the Application Service Provider.

	enforcementMethod
	String
	1
	Description of the Policy Enforcement Method. The parameter is set by the 5GMSd AF.


5.3.3
Resource structure

5.3.3.1
General

All resource URIs of this API should have the following root:

{apiRoot}/3gpp-dynamicpolicies/v1/

All sub-resource paths in the subclauses below are defined relative to the above root URI.

The following resources and HTTP methods are supported for the Dynamic Policies API:

Table 5.3.3.1-1: Resources and methods overview

	Resource name
	Sub-resource path
	Allowed HTTP methods
	Meaning

	Dynamic Policies
	policies
	GET
	Forbidden. The 5GMSd AF shall return an error code.

	
	
	POST
	Create a new Dynamic Policy resource.

	Dynamic Policy 
	policies/{policy-id}
	GET
	Read a Dynamic Policy resource

	
	
	PUT
	Replace an existing Dynamic Policy resource.

	
	
	PATCH
	Modify an existing Dynamic Policy resource.

	
	
	DELETE
	Delete an existing Dynamic Policy resource.


5.3.3.3
Dynamic Policies resource
5.3.3.3.1
Introduction

Editor’s Note: To be filled in
5.3.3.3.2
Resource definition
Resource URI: {apiRoot}/3gpp-dynamicpolicies/v1/policies/
This resource shall support the resource URI variables defined in Table 5.x.3.3.2-1.

Table 5.3.3.3.2-1: Resource URL variables for resource "Dynamic Policies"
	Name
	Definition

	apiRoot
	Base URL to the 5GMSd AF. 

	
	


5.3.3.3.3
Resource Method GET

The 5GMSd AF shall return an Error code.
5.3.3.2.4
Resource Method POST

The POST method creates a new Dynamic Policy resource for a given Media Session Handler. The Media Session Handler shall initiate the HTTP POST request message and the 5GMSd AF shall respond to the message. The 5GMSd AF shall construct the URI of the created resource using that URI.

This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the Table 5.x.3.2.4-1 and Table 5.x.3.2.4-2.

Table 5.3.3.2.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	
	
	
	


Table 5.3.3.2.4-2: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	DynamicPolicy
	1
	Parameters to create a Dynamic Policyinstance.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	
	
	201

Created
	The Dynamic Policy instance resource was created successfully.

The URI of the created resource shall be returned in the Location HTTP header.

	NOTE:
The mandatory HTTP error status codes for the POST method listed in table xxx also apply.


5.3.3.4
Dynamic Policy resource
5.3.3.4.1
Introduction
<some Intro>
5.3.3.4.2
Resource definition
Resource URI: {apiRoot}/3gpp-dynamicpolicies/v1/policies/{policyId}

This resource shall support the resource URI variables defined in Table 5.x.3.3.2-1.

Table 5.3.3.4.2-1: Resource URL variables for resource "Dynamic Policy"
	Name
	Definition

	apiRoot
	Base URL of the 5GMSd AF.

	
	

	{policyId}
	Unique identifier, created by the 5GMSd AF during the create procedure (5.x.3.3.4).


5.3.3.4.3
Resource Method GET

5.3.3.4.4
Resource Method PUT

5.3.3.4.5
Resource Method PATCH

5.3.3.4.6
Resource Method DELETE

5.4
Consumption Reporting API

5.4.1
General

The Consumption Reporting API is a RESTful API that allows the Media Session Handler to report media consumption to the 5GMSd AF. The API defines data models, resources and the related procedures for the creation and management of the consumption reporting procedures.
5.4.2
Data model
5.4.2.1
Introduction

This clause defines data structures to be used in consumption reporting procedure.

Table 5.4.2.1-1 specifies data types re-used by the Consumption Reporting API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the 5GMS Consumption Reporting API.

Table 5.4.2.1-1: 5GMS Consumption Reporting API re-used Data Types

	Data type
	Reference
	Comments

	DurationSec
	3GPP TS 29.122 [x3]
	Unsigned integer identifying a period of time in units of seconds.

	domainNames
	3GPP TS 29.122 [x3]
	Indicates an FQDN or a regular expression as a domain name matching criteria.

	DateTime
	3GPP TS 29.122 [x3]
	string with format "date-time" as defined in OpenAPI Specification [x4].


5.4.2.2
ConsumptionReportingConfiguration resource
This type represents the different parameters that initialise the consumption report.

Table 5.4.2.1.2-1: Definition of ConsumptionReportingConfiguration resource
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	reportInterval
	DurationSec
	1..1
	Identify the interval between two consecutive consumption reporting messages.
	

	consumptionReportingServerAddress
	domainNames
	1..N
	A list of addresses where the consumption reporting message shall be sent by the 5GMS Media Session Handler.
	

	locationReporting
	Boolean
	1..1
	Identify whether the 5GMS Media Session Handler is allowed to provide the location data in the consumption reporting message.
	


5.4.2.3
ConsumptionReporting resource
This type represents a consumption report data. This structure is used by the Media Session Handler to report the consumption.

Table 5.4.2.1.3-1: Definition of ConsumptionReporting resource
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	mediaPlayerEntry
	string
	1..1
	Identify the Media player entry. In case of DASH, the media player entry pointer can be a URL of the MPD.
	

	reportingClientId
	string
	1..1
	Identify the identifier of the UE that consumes data.The client ID can be a MSISDN.
	

	locationType
	integer
	0..1
	Identify the UE location type if location reporting is enabled (only for trusted AF). CGI, ECGI and NCGI shall be represented by the values 0, 1 and 2, respectively (See [7])
	

	location 
	string
	0..1
	Identify the UE location where the consumption media if location reporting is enabled (only for trusted AF). 
	

	consumptionReportingUnit
	ConsumptionReportingUnit
	1..N
	Identify a list of consumption reporting units.
	


5.4.2.1.4
Type: ConsumptionReportingUnit

This type represents each consumption report unit.

Table 5.4.2.1.4-1: Definition of type ConsumptionReportingUnit

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	mediaConsummed
	string
	1..1
	Identify the media consummed. In case of DASH, the Representation@id may be used.
	

	startTime
	DateTime
	1..1
	Define the time where the consumption starts of this unit.
	

	duration
	DurationSec
	1..1
	Identify the duration of the consumption of the quality of this unit.
	


5.4.3
Resource structure

5.4.3.1
Introduction
Editor’s Note: URI definition shall be unified in this document. A global section where the URI is defined should be created. This section may define the URI as a global URI. It may also simplify the URI construction in a way that for instance {apiRoot}/3gpp-5gms-consumption-reporting/v1/ would be replaced by {5GMSAconsumptionReportApiRoot} where is just defined as a global URI by the AF without any constraint on the way this URI is built.
If this section exists, it will impact every Resource structure defined in this section.
All resource URIs of this API shall have the following root:

{apiRoot}/3gpp-5gms-consumption-reporting/v1/
"apiRoot" is set as described in subclause X. "apiName" shall be set to "3gpp-5gms-consumption-reporting " and "apiVersion" shall be set to "v1" for the version defined in the present document. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods initiated by the 5GMS Client are supported for this API:
Table 5.4.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	Meaning

	Consumption Reporting Session
	3gpp-5gms-consumption-reporting/v1/{aspId}

/session/
	GET
	Forbidden.

	
	
	PUT
	Create a Consumption Reporting Session resource.

	Consumption Reporting Configuration Acquisition
	3gpp-5gms-consumption-reporting/v1/{aspId}

/session/{sessionId}/acquire
	GET
	Acquire consumption reporting configuration.

	
	
	POST
	Forbidden.

	Consumption Reporting Data
	3gpp-5gms-consumption-reporting/v1/{aspId}

/session/{sessionId}
	GET
	Forbidden.

	
	
	POST
	Report media consumption.


5.4.3.2
Consumption Reporting Session resource
5.4.3.2.1
Introduction

This resource allows the Media Session Handler to create Consumption Reporting Data resources when the Consumption Reporting is used for a Downlink Streaming session.

5.4.3.2.2
Resource definition

Resource URI:
{apiRoot}/3gpp-5gms-consumption-reporting/v1/{aspId}/session
This resource shall support the resource URI variables defined in table 5.X.2.3.2.2-1.

Table 5.4.3.2.2-1: Resource URI variables for resource "Consumption Reporting Session"
	Name
	Definition

	apiRoot
	See clause 5.2.4 of [x3].

	aspId
	Identifier of the 5GMS Application Provider.


5.4.3.2.3
Resource methods

5.4.3.2.3.1
GET

This HTTP method is not supported for the resource.
5.4.3.2.3.2
PUT

The PUT method allows the Media Session Handler create a Consumption Reporting resource. It is initiated by the Media Session Handler and answered by the 5GMSd AF.

This method shall support request and response data structures, and response codes, as specified in table 5.4.3.2.3.2-1.
Table 5.4.3.2.3.2-1: Data structures supported by the PUT request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	ConsumptionReportingConfiguration
	0..1
	201 OK
	The consumption reporting parameters may be returned.

	NOTE:
The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 [x3] also apply.


5.4.3.2.3.3
PATCH

This HTTP method is not supported for the resource.
5.4.3.2.3.4
POST

This HTTP method is not supported for the resource.
5.4.3.2.3.5
DELETE

This HTTP method is not supported for the resource.

5.4.3.3
Consumption Reporting Configuration Acquisition resource
5.4.3.3.1
Introduction

This method allows the Media Session Handler to acquire Consumption Reporting configuration parameters when the Consumption Reporting is used for a Downlink Streaming session.
5.4.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp-5gms-consumption-reporting/v1/{aspId}/session/{sessionId}/acquire
This method shall support the resource URI variables defined in table 5.4.3.3.2-1.

Table 5.4.2.3.3.2-1: Resource URI variables for resource "Consumption Reporting Configuration Acquisition"
	Name
	Definition

	apiRoot
	See clause 5.2.4 of TS 29.122 [x3].

	aspId
	Identifier of the 5GMS Application Provider.

	sessionId
	Identifier of the 5GMS Downlink Streaming session.


5.4.3.3.3
Resource methods

5.4.3.3.3.1
GET

The GET method allows the Media Session Handler to acquire Consumption Reporting configuration parameters. It is initiated by the Media Session Handler and answered by the 5GMSd AF.

This method shall support request and response data structures, and response codes, as specified in the table 5.4.3.3.3.3-1.
Table 5.4.3.3.3.3-1: Data structures supported by the GET request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	ConsumptionReportingConfiguration
	1..1
	200 OK
	The consumption reporting configuration parameters shall be returned.

	NOTE:
The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 [x3] also apply.


5.4.3.3.3.2
PUT

This HTTP method is not supported for the resource.
5.4.3.3.3.3
PATCH

This HTTP method is not supported for the resource.
5.4.3.3.3.4
POST
This HTTP method is not supported for the resource.
5.4.3.3.3.5
DELETE

This HTTP method is not supported for the resource.

5.4.3.4
Consumption Reporting Data resource
5.4.3.4.1
Introduction
Editor’s Note: Whether reports should be sent as RESTful resources is still under consideration
This resource allows the Media Session Handler to send the actual consumption data when the Consumption Reporting is used for a Downlink Streaming session.
5.4.3.4.2
Resource definition

Resource URI: {apiRoot}/3gpp-5gms-consumption-reporting/v1/{aspId}/session/{sessionId}
This resource shall support the resource URI variables defined in table 5.4.3.4.2-1.

Table 5.4.3.4.2-1: Resource URI variables for resource "Consumption Reporting Data"
	Name
	Definition

	apiRoot
	See clause 5.2.4 of TS 29.122 [x3].

	aspId
	Identifier of the 5GMS Application Provider.

	sessionId
	Identifier of the 5GMS Downlink Streaming session.


5.4.3.4.3
Resource methods

5.4.3.4.3.1
GET

This HTTP method is not supported for the resource.
5.4.3.4.3.2
PUT

This HTTP method is not supported for the resource.
5.4.3.4.3.3
PATCH

This HTTP method is not supported for the resource.
5.4.3.4.3.4
POST
The POST method allows the Media Session Handler to send consumption data. It is initiated by the 5GMS Media Session Handler and acknowledged by the 5GMSd AF.

This method shall support request and response data structures, and response codes, as specified in the table 5.4.3.4.3.3-1.
Table 5.4.3.4.3.3-1: Data structures supported by the POST request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	ConsumptionReporting
	1..1
	Consumption Reporting data to send to the Media AF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	none
	
	200 OK
	The consumption reporting data is received by the Media AF.

	NOTE:
The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 [x3] also apply.


5.4.3.4.3.5
DELETE

This HTTP method is not supported for the resource.
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