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**** First Change ****
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**** Next Change ****
[bookmark: _Toc26357797][bookmark: _Toc36113934][bookmark: _Toc36231480]4.2.1	General
Figure 4.2-1 depicts the architecture showing the relevant entities for providing an uplink streaming service. 



Figure 4.2-1: FLUS architecture
The uplink streaming service architecture is based on a FLUS source located in a UE and a FLUS sink located in either another UE or the network. 
The FLUS source receives media content from one or more capture devices. In the context of this specification, the capture devices are considered as parts of a UE or are connected to it. 
When the FLUS sink is located in a UE, the FLUS sink shall forward media content to a decoding and rendering function.
When the FLUS sink is located in the network, the FLUS sink may forward media content to a processing or distribution sub-function. The processing and distribution sub-functions are not in scope of the present specification. The FLUS sink may act as a Media Gateway Function (MGW) and/or an Application Function (AF). 
When the FLUS sink is located in the network, the FLUS sink may offer functionality to discover other FLUS sinks. In this case, the FLUS sink acts as a FLUS Discovery Server. Additionally, the FLUS sink may offer functionality to query capabilities of the FLUS sink.
The F reference point connects a FLUS source and a FLUS sink. The F reference point enables the establishment and control of a single FLUS session.
The F reference point also enables the FLUS sink and the FLUS source to mutually authenticate and authorize each other. 
FLUS source and FLUS sink are each split into: 
-	Media Source and Sink (F-U end-points), 
-	Control Source and Sink (F-C end-points), 
-	Remote Controller and Remote Control Target (F-RC end-points) and 
The UE, the FLUS source and the FLUS sink are considered to be logical functions. Functions are not required to be located in the same physical device; they can be spread over multiple physical devices and interconnected via other interfaces.
Multiple F-RC end-points can exist in a single FLUS source. F-RC end-points are independent of a FLUS sink and depend on the offered service.
The F reference point shall support security functionality for confidentiality protection for all subfunctions.
Details of the functions are shown in Figure 4.2-2.


Figure 4.2-2: Sub-functions of FLUS
Note that in the above diagram, hatched-filled boxes represent FLUS control plane functionality, solid line boxes represent mandatory functionality, and dashed-line boxes corresponds to optional functionality. Also, note that F-C and F-U denote FLUS control and FLUS user plane interactions, respectively, and do not represent reference points.
Control Source and Sink (F-C): FLUS control plane functionality including the associated processing by FLUS sink of the uploaded media for subsequent downstream distribution, plus FLUS media instantiation selection. F-C may also support configuration of static metadata for the session.
Remote Controller and Remote Control Target (F-RC): The Remote Control Target on the FLUS source receives control messages. The messages affect the behaviour of the Media Source in the FLUS source. Examples of commands issued to the Remote Control Target are start or stop of the media upstreaming process in FLUS source. 
Media Source and Sink (F-U): Media plane functionality which includes setup of one or more media sessions and subsequent media data transmission via media streams. In some cases, a media session establishment protocol (e.g. IMS session set-up for MTSI-based FLUS instantiation) is necessary.
NOTE: F-C is not needed when the FLUS sink is an MTSI client that is only capable of rendering. In such event, logical control plane functions such as media and session descriptions and support for FLUS session establishment are encapsulated in FLUS user plane functionality.
F-C represents the interactions associated with the creation and modification of the configuration of the FLUS sink. F-C allows the Control Source to: 
- select a FLUS media instantiation,  
- provision static metadata associated with each media session present in the FLUS session, 
- discover, select and configure the processing and distribution sub-functions.
In addition to the delivery of control messages, F-RC represents the interactions associated with the discovery, creation, modification and selection of the FLUS sink configuration by the Remote Controller. F-RC allows the Remote Controller to:
- provide the Media Sink information to the FLUS source,
- select a FLUS media instantiation,
- determine capture device settings and other FLUS source parameters.
The FLUS media instantiation is defined as part of the FLUS session. The user plane (F-U) may also contain the media stream establishment procedures when needed. Multiple media streams may be established for one FLUS session.
A media stream may contain media components of a single content type, e.g., audio, or media components of different content types, e.g., audio and video. A FLUS session may be composed of more than one media stream containing the same content type, e.g., multiple media streams of video.

**** Next Change ****
[bookmark: _Toc26357831][bookmark: _Toc36113968][bookmark: _Toc36231514]5.3	Generic FLUS system
[bookmark: _Toc26357832][bookmark: _Toc36113969][bookmark: _Toc36231515]5.3.1	System configuration
In this version of the specification, this function is left for implementation, but expected to be specified in a future version.

[bookmark: _Toc26357833][bookmark: _Toc36113970][bookmark: _Toc36231516]5.3.2	Session management
[bookmark: _Toc26357834][bookmark: _Toc36113971][bookmark: _Toc36231517]5.3.2.1a	General
A FLUS session is the association between a source and a sink. The Session Management procedures defined in this section target the FLUS sink configuration and management of the FLUS session. 

5.3.2.1b	FLUS sink discovery
This procedure allows a Control Source to discover a list of available FLUS sinks. In this case, the Control Sink operates as a FLUS Discovery Server offering the functionality to discover other FLUS sinks


Figure 5.3.2.1b-1: Get current a list of available FLUS sinks
1. The Control Source sends the FLUS sinks request to a known URL of a FLUS sink. 
2. The Control Sink provides a list of FLUS sinks 

**** Next Change *****
[bookmark: _Toc26357859][bookmark: _Toc36113996][bookmark: _Toc36231542]7	Uplink Streaming Control Interface
[bookmark: _Toc26357860][bookmark: _Toc36113997][bookmark: _Toc36231543]7.1	General
7.1.0	Introduction
A UE with a FLUS source can connect to a FLUS sink and start live uplink streaming of content that is captured by the UE or by a set of connected capture devices connected to the FLUS source. This section specifies REST API procedures for FLUS sink discovery, capability discovery, FLUS session setup, and session termination between the FLUS source and the FLUS sink.

[bookmark: _Toc26357861][bookmark: _Toc36113998][bookmark: _Toc36231544]7.1.1	Resources
7.1.1.0		General
F-C defines a set of resources managed at the FLUS sink that are controlled by the FLUS source. 
The request URI used in each HTTP request from the FLUS source towards the FLUS sink shall have the structure defined in subclause 4.4.1 of 3GPP TS 29.501 [21], i.e.:
{apiRoot}/{apiName}/{apiVersion}/{apiSpecificResourceUriPart}
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [21].
-	The {apiName} shall be "flus".
-	The {apiVersion} shall be "v1".
-	The {apiSpecificResourceUriPart} shall be set as described in this clause.
The apiPath is defined as {apiName}/{apiVersion}/{apiSpecificResourceUriPart}.

The set of resources are defined in the following table:
Table 7.1.1-1: Resources for managing FLUS sessions at FLUS sink
	Resource Name
	Resource Type
	Description

	Sinks
	Collection resource
	Allows discovery of available Sinks as described in clause 7.2.
The resource server of a Sinks Resource is discovery server.

	SinkCapabilities
	Instance resource
	Represents a single FLUS sink as described in section clause 7.1.1.1. The FLUS source can query the properties of that sink. However, a FLUS source cannot create, update, or terminate a FLUS sink. The creation, update, and termination of FLUS sinks are controlled exclusively by the network

	Session
	Instance resource
	Represents a single FLUS session resource as described in section clause 7.1.1.2. The FLUS source can provision or modify a single session at the FLUS sink.

	Sessions
	Collection Resource
	Represents a collection of FLUS session resources.



The logical relationship between the above resources in show in Figure 7.1.1-1.
Sinks
· Sink 1
· Sink 2
…
· Sink i
…
· Sink N


· Capabilities



· Sessions


· Session 1
· Session 2
…
· Session M



Figure 7.1.1-1: Logical relationship between FLUS resources
Note that Sinks is an array of Sink objects. Each Sink object contain a URL indicating the location of an object describing its capabilities and sessions. Therefore, the relationship between Sink object and resource showing its capabilities and sessions is logical (shown by dotted arrow in Figure 7.1.1-1).

[bookmark: _Toc26357862][bookmark: _Toc36113999][bookmark: _Toc36231545]7.1.1.1	Sink Capabilities Resource
A Sink capabilities resource provides a representation of the capabilities of a FLUS sink. It also contains a sessions property that represents a collection of FLUS sessions. A FLUS source can query sink resources using REST API methods to examine the properties of the sink resource. Different properties of sink capabilities resources represent the capabilities of the corresponding FLUS sink.
Each sink capabilities resource has the set of properties described in Table 7.1.1.1-1.
Table 7.1.1.1-1: Properties of Sink Resource
	Property Name
	Description
	Example Values

	capabilities
	List of supported features and instantiations by the FLUS sink. Each capability is to be expressed using an URN. 
	[bookmark: _Hlk37171501]urn:vnd:xzy:capability-name



As described in Table 7.1.1.1-1 above, each sink capabilities resource describes the capabilities of the corresponding FLUS sink. A FLUS source can retrieve the resource description of a FLUS sink resource and find out its capabilities and make a decision if it wants to use the corresponding FLUS sink as described using the capability exchange procedure in section 7.3. 
[bookmark: _Toc26357863][bookmark: _Toc36114000][bookmark: _Toc36231546]7.1.1.2	Session Resource
A Session resource provides the representation of a session between a FLUS source and a FLUS sink. A FLUS source can create a session at a FLUS sink using REST API methods operating on the session resource described in this section. 
 Each session resource has the set of properties described in Table 5.3.5-15.2.2.7-1.
FLUS sources use the above session resource representation to create and manage sessions at the selected FLUS sink. Different procedures that operate on the sink and session resources are discussed in the following sections. 
[bookmark: _Toc26357864][bookmark: _Toc36114001][bookmark: _Toc36231547]7.1.2	Supported Methods
The F-C API follows the RESTful design principles. All operations shall be performed using HTTP 1.1 (IETF RFC 7231 [6]) over TLS (3GPP TS 33.246 [7]).
Table 7.1.2-1: Supported Methods
	HTTP Method
	CRUD
	Resource
	PATH{apiPath}

	POST
	Create
	Session
	/flus/v1.0/sessions

	GET
	Read
	Session
	/flus/v1.0/sessions/{session-res-id}

	GET
	Read
	Sinks
	/flus/v1.0/sinks/{sink-res-id}/

	GET
	Read
	Capabilities
	/flus/v1.0/capabilities

	PUT
	Replace
	Session
	/flus/v1.0/sessions/{session-res-id}

	PATCH
	Modify
	Session
	/flus/v1.0/sessions/{session-res-id}

	DELETE
	Delete
	Session
	/flus/v1.0/sessions/{session-res-id}



[bookmark: _Toc26357865][bookmark: _Toc36114002][bookmark: _Toc36231548]7.1.3	Error Handling
The Uplink Streaming Interface API shall use the HTTP status codes to indicate any errors that might occur in the processing of operations on FLUS resources. Unless defined otherwise, the HTTP status codes shall be interpreted as specified in IETF RFC 7231 [6]. API operations that are not successfully handled shall not leave the resource at an undefined state. The response should provide sufficient information for a human operator to understand and locate the error.
[bookmark: _Toc26357866][bookmark: _Toc36114003][bookmark: _Toc36231549]7.2	Discovery
Example: GET /flus/v1.0/sinks
The FLUS sink discovery procedure is used by the FLUS source to discover available FLUS sinks that are provided by the operator. 
To query the list of available FLUS sinks, the FLUS REST client source shall use one of the following procedures:
-	The operator provides one or more FLUS sink Discovery Server URLs to the FLUS source. The FLUS Sources uses the pre-defined URL "apiPath" /flus/v1.0/sinks in an HTTP request to the FLUS Discovery Server URL above. The response shall be a JSON document that represents an array of object containing each the apiRoot to the entry point to the FLUS Sink as value of property "apiRoot" and optionally the capabilities of the FLUS Sinks. 
-	DNS discovery of the FLUS sink, using the FQDN flus.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org in the URL of form http://flus.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org/flus/v1.0/sinks/ 
-	The FLUS Sources uses the pre-defined URL: http://flus.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org/flus/v1.0/sinks/ in an HTTP request. The response shall be a JSON document that represents an array of objects, each of which contains a URL to the entry point to the FLUS Sink.

An example json document, describing two FLUS sinks is
[
{"apiRoot" : "https://sink1.example.com/api", "capabilities" : ["urn:vnd:xzy:capability-name"] }, 
{"apiRoot" : "https://sink2.example.com"}
]

 
[bookmark: _Toc26357867][bookmark: _Toc36114004][bookmark: _Toc36231550]7.3	Capability retrieval
Example: GET /flus/v1.0/capabilities
Using this capability exchange procedure, the FLUS source enquires about the supported features and instantiations of the FLUS sink. 
To retrieve the capabilities of a FLUS sink, the FLUS source shall use the HTTP GET method on the "sinkcapabilities" instance resource as follows:
-	the request URI with the "apiPpath" is set to "/flus/v1.0/capabilities"
-	the Host field is set to the FQDN of the FLUS sink 
The URL in the request is set according to the information retrieved using the Discovery procedure described in section 7.2. 
The sink capabilities resource information provides in detail the capabilities of the FLUS sink. The response from the FLUS sink to the FLUS source shall contain the following:
-	The Content-Type field specifying the MIME type (JSON) using which the sink capabilities resource information is encoded.
-	The Content-Length is the length of the content body.  
The above header fields are followed by the content body in the format indicated by the Content-Type field. The content body includes the detailed representation of the sink capabilities resource as described in section 7.1.1.1 from which the capabilities of that FLUS sink can be inferred.
The possible response messages from the FLUS sink to the FLUS source are shown in Table 7.3-1. 
Table 7.3-1: Response status code, message, and contents for sink resource retrieval using HTTP GET
	Status Code
	Message
	Contents

	200 OK
	The request has succeeded
	The FLUS sink provides the sink capabilities to the FLUS source. 

	403 Forbidden
	Request cannot be fulfilled
	The FLUS sink may include optional text to indicate why the request could not be fulfilled

	Note:	In addition to the above response codes, the FLUS sink can also send appropriate response codes described in IETF RFC 7231 [6] as applicable.



[bookmark: _Toc26357868][bookmark: _Toc36114005][bookmark: _Toc36231551]7.4	Uplink streaming configuration
[bookmark: _Toc26357869][bookmark: _Toc36114006][bookmark: _Toc36231552]7.4.1	FLUS session properties fetch procedure
Example: GET /flus/v1.0/sessions/{session-res-id}
Sessions can be read by the FLUS source when it wishes to know the latest representation of the session resource at the FLUS sink. To fetch the properties of a FLUS session, the FLUS source sends a HTTP GET request to the FLUS sink as follows:
-	the request URI with the "apipPath" set to "/flus/v1.0/sessions/{session-res-id}"
-	the Host field is set to the FQDN of the FLUS sink 
The {session-res-id} in the request URI is the session resource identifier of the session previously created between the FLUS source and the FLUS sink. 
Upon receiving HTTP GET request from the FLUS source, the FLUS sink checks to see if such a session exists that matches the given session resource identifier. If such a session exists, the FLUS sink shall respond to the FLUS source with a 200 OK message along with the complete representation of the session resource. The response from the FLUS sink to the FLUS source shall contain the following:
-	The Content-Type field specifying the MIME type (JSON) using which the session resource information is encoded.
-	The Content-Length is the length of the content body.  
The content body of this response message shall be the representation of the session resource as described in sub clause 7.1.1.2 
Alternatively, if such a session cannot be found by the FLUS sink, it shall send a 404 Not Found message to the FLUS sink. If the request cannot be fulfilled, the FLUS sink shall send a 403 Forbiddent message to the FLUS source. 
The possible response messages from the FLUS sink, depending on whether the GET request is successful or unsuccessful, are shown in Table 7.4.1-1.
Table 7.4.1-1: Response status code, message, and contents for service modification using HTTPS GET
	Status Code
	Message
	Contents

	200 OK
	The request has succeeded
	The FLUS sink provides session properties of the session resource to the FLUS source

	403 Forbidden
	Request cannot be fulfilled
	The FLUS sink may include optional text to indicate why the request could not be fulfilled

	404 Not Found
	Requested resource not found
	None

	Note:	In addition to the above response codes, the FLUS sink can also send appropriate response codes described in IETF RFC 7231 [6] as applicable.



[bookmark: _Toc26357870][bookmark: _Toc36114007][bookmark: _Toc36231553]7.4.2	FLUS session update procedure
The sessions at the FLUS sink can be either partially or completely modified by using the procedures as specified in clauses 7.4.2.1 and 7.4.2.2, respectively.
[bookmark: _Toc26357871][bookmark: _Toc36114008][bookmark: _Toc36231554]7.4.2.1	Partial modification of FLUS session
Example: PATCH /flus/v1.0/sessions/{session-res-id}
To update some of the FLUS session parameters at the sink, the FLUS source sends an HTTP PATCH request as follows:
-	the request URI with the "apiPpath" is set to "/flus/v1.0/sessions/{session-res-id}"
-	the Host field is set to the FQDN of the FLUS sink 
-	The Content-Type field specifying the MIME type (JSON) using which the session resource information is encoded.
-	The Content-Length is the length of the content body.  
The {session-res-id} in the request URI is the session resource identifier of the session whose modification is sought. 
The content body of the HTTP PATCH message shall contain the updated partial representation of the session resource. 
Upon receiving the HTTP PATCH request from the FLUS source, the FLUS sink checks to see if such a session exists at the sink. If such a sink exists, FLUS sink shall update the session properties based on the values from the incoming request. Upon successful update of the requested session, the FLUS sink shall respond to the FLUS source with a 200 OK success message indicating that the session was successfully updated. The FLUS sink shall also include the session resource identifier of the session that is updated. As alternative to the 200 OK message, FLUS sink may send a 204 No Content success message without any message content to the FLUS source. If the session cannot be updated, the FLUS sink shall send a 403 message. If the session is not found, the FLUS sink shall send a 404 message.
The possible response messages from the FLUS sink, depending on whether the PATCH request is successful or unsuccessful, are shown in Table 7.4.2.1-1.
Table 7.4.2.1-1: Response status code, message, and contents for session modification using HTTP PATCH
	Status Code
	Message
	Contents

	200 OK
	The request has succeeded
	The FLUS sink provides the session resource identifier of the session that is modified 

	204 No Content
	The request has succeeded
	None

	403 Forbidden
	Request cannot be fulfilled
	The FLUS sink may include optional text to indicate why the request could not be fulfilled

	404 Not Found
	Requested resource not found
	None

	Note:	In addition to the above response codes, the FLUS sink can also send appropriate response codes described in IETF RFC 7231 [6] as applicable.



[bookmark: _Toc26357872][bookmark: _Toc36114009][bookmark: _Toc36231555]7.4.2.2	Full modification of FLUS session
Example: PUT /flus/v1.0/sessions/{session-res-id}
For complete update of the session parameters at the FLUS sink, the FLUS source sends an HTTP PUT request as follows:
-	the request URI with the "apiPpath" is set to "/flus/v1.0/sessions/{session-res-id}"
-	the Host field is set to the FQDN of the FLUS sink 
-	The Content-Type field specifying the MIME type (JSON) using which the session resource information is encoded.
-	The Content-Length is the length of the content body.  
The {session-res-id} in the request URI is the session resource identifier of the session whose modification is sought. 
The content body of the HTTP PUT message shall contain the updated complete representation of the session resource. 
Upon receiving the HTTP PUT request from the FLUS source, the FLUS sink checks to see if such a session exists at the sink. If such a sink exists, FLUS sink shall update the session properties based on the values from the incoming request. Upon successful update of the requested session, the FLUS sink shall respond to the FLUS source with a 200 OK success message indicating that the session was successfully updated. The FLUS sink shall also include the session resource identifier of the session that is updated. As alternative to the 200 OK message, FLUS sink may send a 204 No Content success message without any message content to the FLUS source. If the session cannot be updated, the FLUS sink shall send a 403 message. If the session is not found, the FLUS sink shall send a 404 message.
The possible response messages from the FLUS sink, depending on whether the PATCH request is successful or unsuccessful, are shown in Table 7.4.2.2-1.
Table 7.4.2.2-1: Response status code, message, and contents for session modification using HTTP PATCH
	Status Code
	Message
	Contents

	200 OK
	The request has succeeded
	The FLUS sink shall send the session resource identifier of the session that is modified 

	204 No Content
	The request has succeeded
	None

	403 Forbidden
	Request cannot be fulfilled
	The FLUS sink may include optional text to indicate why the request could not be fulfilled

	404 Not Found
	Requested resource not found
	None

	Note:	In addition to the above response codes, the FLUS sink can also send appropriate response codes described in IETF RFC 7231 [6] as applicable.



[bookmark: _Toc26357873][bookmark: _Toc36114010][bookmark: _Toc36231556]7.5	Session establishment
Example: POST /flus/v1.0/sessions
To create a session at the FLUS sink, the FLUS source shall use the HTTP GET POST method on the "sessions" collection resource as follows:
-	the request URI with the "apipPath" is set to "/flus/v1.0/sessions"
-	the Host field is set to the FQDN of the FLUS sink
-	the Content-Type field specifying the MIME type (JSON) using which the session resource information is encoded.
[bookmark: _GoBack]-	the Content-Length is the length of the content body.  
The content body of the POST request shall contain the representation of the session resource. The session resource representation includes the details such as the media streams, their formats and codecs, the relationship between them, and the selected user plane instantiation and user plane control protocol.
Upon receipt of HTTP POST to create a session, the FLUS sink shall create a session. Upon successful creation of session resource, the FLUS sink shall respond back to the FLUS source with a 201 success message indicating that the session is successfully created along with the session resource of the created session. The session information returned to the FLUS source along with the 201 message includes the parameters applied for the session, thus confirming the parameters, and any default values assigned to session parameters which were not supplied by the FLUS source in the HTTP POST message. 
The session resource identifier is the identifier that uniquely identifies the session within the list of all sessions at that sink. When the FLUS source receives the session resource identifier, it shall use this identifier in subsequent requests to the FLUS sink to refer to this session. 
Alternatively, if the creation of session is failed, the FLUS sink shall send a 403 message. 
The possible response messages from the FLUS sink, depending on whether the POST request is successful or unsuccessful, are shown in Table 7.5-1.
Table 7.5: Response status code, message, and contents for session creation
	Status Code
	Message
	Contents

	201 Created
	Session created successfully
	The FLUS sink provides the session resource identifier of the created session and detailed session information

	403 Forbidden
	Request cannot be fulfilled
	The FLUS sink may include optional text to indicate why the request could not be fulfilled 

	Note:	In addition to the above response codes, the FLUS sink can also send appropriate response codes described in IETF RFC 7231 [11] as applicable



[bookmark: _Toc26357874][bookmark: _Toc36114011][bookmark: _Toc36231557]7.6	Session termination
Example: DELETE /flus/v1.0/sessions/{session-res-id}
To terminate a FLUS session, the FLUS sink shall use the HTTP DELETE method on the "session" instance resource as follows:
-	the request URL with the "apiPpath" is set to "/flus/v1.0/sessions/{session-res-id}"
-	the Host field is set to the FQDN of the FLUS sink
The {session-res-id} is the session resource identifier for which the session termination is sought.
 Upon reception of a HTTP DELETE request, the FLUS sink will check to see if the session with the given session resource identifier exists at the given sink. If such a session exists, the FLUS sink shall delete the session instance associated with the given session resource identifier. Further, the FLUS sink responds back to the FLUS source with a 200 success message along with the session resource identifier indicating that the session was successfully deleted. Alternately, if the session cannot be deleted, the FLUS sink shall send a 403 Forbidden message. If the session was not found, or if the sink was not found, the FLUS sink returns back with a 404 message. 
The possible response messages from the FLUS sink, depending on whether the DELETE request is successful or unsuccessful, are shown in Table 5.2.2.2.4-1.
Table 7.6-1: Response status code, message, and contents for session deletion
	Status Code
	Message
	Contents

	200 OK
	The request has succeeded
	The FLUS sink shall send the session resource identifier of the session that is deleted 

	204 No Content
	The request has succeeded
	None

	403 Forbidden
	Request cannot be fulfilled
	The FLUS sink may include optional text to indicate why the request could not be fulfilled

	404 Not Found
	Requested resource not found
	None

	Note:	In addition to the above response codes, the FLUS sink can also send appropriate response codes described in IETF RFC 7231 [6] as applicable.
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