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Context
Current stage 3 nomenclature
The stage 3 data model for session provisioning currently being drafted in TS 26.512 refers to an “Ingest (Session) Configuration” for configuring the 5GMSd AS, but this encompasses configuration of both the ingest (M2d) arm, called “Origin Configuration”, and the distribution (M4d) arm, called “Distribution Configuration”. The naming of the parent entity is illogical since it covers both ingest and distribution aspects.
Moreover, “Origin Configuration” is used to configure the M2d ingest interface of the 5GMSd AF rather than configuring the origin server, as its name implies.


Current stage 2 nomenclature
Several clauses in TS 26.501 refer to the term “Origin and Distribution configuration”, which would imply the following model. This is self-consistent, but verbose, and still suffers from the misleading naming of “Origin Configuration”.


Proposal
The stage 2 architecture in TS 26.501 clauses 5.1 and 5.3.2 describe a “content hosting” feature provided by the 5GMSd AS. The present change form proposes applying this feature name directly to the parent entity as “Content Hosting Configuration”. And the name “Ingest Confguration” is re-used to name the M2d arm only. This latter also aligns with the definition of the term “ingest session” used elsewhere in TS 26.501.


Change set
================================START OF FIRST CHANGE==============================
[bookmark: _Toc26271245]4.4	Network Slicing
[bookmark: _Hlk26267663]The 5GMS architecture offers the option to create an Ingest and Distribution Content Hosting cConfiguration to external 5GMSd AS(s) through an ingest interface as described in clause 5.4. An Ingest and Distribution Content Hosting configuration is a 5GMS optimized configuration that is tailored to a 3third‑ party content or service provider to leverage the capabilities of the 5GS to achieve optimized delivery.
Upon a successful setup of an Ingest and Distribution Content Hosting configuration, the 5GMSd AF uses the NSaaS to creates or uses an existing corresponding network slice and assigns the Ingest and DistributionContent Hosting cConfiguration domain as the network slice selection assistance information rule. This allows any traffic to and from the Ingest and DistributionContent Hosting configuration domain to be mapped to the correct network slice instance. The concept of Network Slice as a Service (NSaaS) is defined in [TS28.530]. NSaaS can be offered by an MNO to 3rd party providers in the form of a service. This service allows the providers to use the network slice instance as the end user and to manage the network slice instance via a management interface exposed by the MNO. 
In turn, these providers offer their own services, e.g. OTT service, on top of the network slice instance obtained from the MNO. The NSaaS offered by the MNO can be characterized by certain properties (capabilities to satisfy service level requirements), e.g.
- 	radio access technology,
-	 bandwidth,
- 	end-to-end latency,
-	 reliability,
- 	guaranteed / non-guaranteed QoS,
- 	security level, etc.
The interface that is used for the creation and management of network slices is defined in [TS28.531] and the information elements are defined in [TS28.541].
The network (HPLMN) may provision the UE with Network Slice selection policy (NSSP) as part of the UE Route Selection Policy rules as described in TS 23.503 [4]. This ensures that the UE will request a particular network slice when establishing the PDU. Note that this mapping can also be established through associating an Application Identifier with the Ingest and DistributionContent Hosting cConfiguration and the network slice, which in turn will be associated with a Packet Flow Id that includes the Ingest and DistributionContent Hosting cConfiguration domain as a matching domain.
Once the PDU is established using the network slice instance that corresponds to the Ingest and DistributionContent Hosting cConfiguration, the media distribution to the UE may start. The network slice instance may be provisioned to support processing and edge computing in addition to the appropriate QoS allocation. The Media AF is responsible to ensure appropriate traffic routing, e.g. request the routing of traffic to a local access to a Data Network (identified by a DNAI) that hosts the media processing compute instances.
=================================END OF FIRST CHANGE===============================

===============================START OF SECOND CHANGE=============================
[bookmark: _Toc26271253]5.4	Media Ingest for Downlink Streaming
The 5G Media Streaming architecture defines a common interface for content ingest for downlink media streaming over 5G. The control part of the ingest interface may be performed through the NEF. After the ingest, the content is accessible from the 5GMSd AS through a new location identifier. 
The interface supports the ingest of the following types of content:
-	Live streaming content
-	On demand streaming content
-	Static files such as images, scene description files, etc.
The interface provides an API that allows a 5GMSd AS to create/update/delete an Ingest and Distribution Content Hosting configuration. An Ingest and Distribution configuration that contains all the parameters and configurations tofor a particular content ingest and distribution setup. 
NOTE 1:	In the current version of the present document, the ingest interface only supports Unicast downlink streaming. 
The media ingest procedure is as follows:


Figure 5.4-1: Media Ingest procedure
The steps are explained as follows:
1:	Initialization: the external content provider discovers the entry point, gets authorization and authentication. The procedures should leverage existing stage 3 definitions for northbound APIs e.g. xMB and CAPIF. 
2:	Create Ingest and Distribution cContent Hosting oCnfiguration: the external 5GMSd AS creates a new Ingest and Distribution cContent Hosting Configuration for its content through the MNO's 5G system. It associates it with a domain name, supplies the certificate for HTTPS access to the content, sets the caching rules per media type, the distribution area, distribution protocol, logging information, register notifications, etc. Upon successful configuration, the 5GMSd AF will respond with the Ingest and Distribution cContent Hosting Configuration ID, and the location of the 5GMSd AS to which to send the content (if using the push mode). 
3:	Provision 5GMSd AS(s): The 5GMSd AF configures the related 5GMSd AS(s) to prepare for media ingest for that particular Ingest and DistributionContent Hosting cConfiguration. This step may involve instructing the 5GMSd AS(s) to set the appropriate caching rules.
4:	Update configuration information: the 5GMSd AF communicates the Ingest and DistributionContent Hosting cConfiguration of the 5GMSd AS(s) to the External Media Application Servers for further Media push or pull.
5:	Media data push or pull: The 5GMSd AS(s) may start pulling or receiving (if using push mode).
NOTE 2:	Pull of Media content from the external 5GMSd AS(s) may be triggered by a request from the 5MGS Client.
================================END OF SECOND CHANGE==============================
================================START OF THIRD CHANGE==============================
5.3.1	Domain Mmodel 
The M1d baseline domain model is depicted in Figure 5.3.1-1. It consists of an Application Service Configuration, which contains at least one of the following:	Comment by Richard Bradbury: Changed to Provisioning Session by dCR S4-200572.
- 	An Ingest Session Content Hosting Configuration,
-	A Consumption Reporting Configuration, 
-	A Policy Template, or 
-	QoE reporting (not depicted). 
Each Application Service Configuration is uniquely identified within the 5GMSA system by an Application Service Configuration identifier.
 
[image: ]
Figure 5.3.1-1: M1d Domain Model


	
When a certain 5GMSA feature is selected, the 5GMSd AF compiles the resulting service access information so that the 5GMSd Client can access the services via M4d and / or M5d. 




Figure 5.3.1-1: M1d provisioning domain model
=====================================================END OF THIRD CHANGE===================================================
===============================START OF FOURTH CHANGE=============================
[bookmark: _Toc26271277]7.2	Media Processing Procedures for Downlink
As part of setting up a Ingest and DistributionContent Hosting cConfiguration for downlink media streaming, an External 5GMSu application server may request custom processing to be performed. 
The following processing operations may be available:
-	Adaptive Bit Rate (ABR) Encoding, Encryption and Encapsulation
-	MPD (e.g. MPD) Generator and Segment (e.g. DASH) Packager
-	Content Replacement (e.g. Ad insertion, blackouts, regional content):
-	MPD (e.g. MPD) modification
-	App Server: other content enrichment functions such as Closed Caption insertion, object detection, content filtering, etc.
The procedures are as follows:
[image: ]
Figure 7.2-1: Media Processing Procedures for Downlink

The steps are as follows:
1.	Upon setting up an Ingest and Distribution Content Hosting configuration, the external Media application server requests media processing to be setup. The external Media application server provides a description of the type and placement of the processing. The MNO may only allow a shortlisted set of media processing functions to be used by an external Media application server.
2.	The 5GMSu AF provisions a selected set of 5GMSu AS(s) to fulfil the requested media processing in the appropriate placement. Depending on the configuration one or multiple AS(s) may be involved.
3.	The 5GMSu AS(s) confirm successful provisioning to the 5GMSu AF.
4.	The 5GMSu AF confirms the successful creation of the Ingest and DistributionContent Hosting cConfiguration with the requested media processing to the external Media application server.
5.	A 5GMS Client sends a request for media content using the provisioned Ingest and DistributionContent Hosting cConfiguration as explained in the media ingest procedures.
6.	The 5GMSu AS(s) fetch(es) the media from the external Media application server. 
7.	The 5GMSu AS(s) process(es) it based on the provisioned media processing workflow. 
8.	The 5GMSu AS(s) respond(s) to the UE with the requested media after successful media processing.
Different variants of these procedures may be possible, depending on the type of processing, the placement of the processing, and the characteristics of the Ingest and DistributionContent Hosting cConfiguration.
================================END OF FOURTH CHANGE==============================
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