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[bookmark: _Toc11934112]4	5G Media Streaming Reference Points
[bookmark: _Toc11934113]4.1	General
Editor’s Note: This clause focuses on the API procedures. 
Editor’s Note: Access to APIs are security and confidentially protected. API Invokers need to authenticate to access the APIs. It is assumed that the CAPIF framework can be used, which provides the needed security and authentication procedures.
4.1 	Media Ingest Reference Point (M1d / M2d)
4.1.1	General
4.1.2	Media Ingest Control Procedures (M1d)
4.1.3	Media Ingest Media Procedures (M2d)

4.2 	Downlink Streaming Reference Point 
4.2.1	General
4.2.2	Media Streaming Procedures (M4d/M5d)

4.2 	Uplink Streaming Reference Points
Editor’s Note: APIs for Uplink Streaming has not yet been discussed. It is expected that the Reference Point and APIs are structure similarly to Ingest and Downlink Streaming APIs
4.2.1	General

5	5G Media Streaming APIs 
5.1 	IngestAF APIs (M1d / M2d)
5.1.1	General
Editor’s Note: pCRs derived from 633 expected here

5.2 	MediaAF APIs (M5d / M4d)
5.2.1	General

5.2.2	MediaAF_MediaSession API
5.2.2.1	General
Editor’s Note: This clause should define the detailed Media Session API(s).

[
Editor’s Note: The following more detailed APIs are ffs and more detailed usage information should be provided.
Potential APIs are

5.2.2.2	MediaAF_ConditionalPolicy API
See 26.891 for details

5.2.2.3	MediaAF_NetworkAssistance API
[bookmark: _Hlk13126860]See S4-190676 for details

5.2.2.4	MediaAF_ConsistentQoE
See S4-190676 for details

5.2.2.5	MediaAF_ProxyCaching
[bookmark: _GoBack]See S4-190676 for details
]
5.2.3	MediaAF_MetricsReporting API
5.2.3.1	General

5.2.4	MediaAF_ConsumptionReporting API
5.2.4.1	General
 [From 26.501
]

5.3 	MediaUpAF APIs (M1u/M5u/M6u)
5.3.1	General
Editor’s Note: APIs according to downlink streaming expected


