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1 Introduction

The 5G Media Streaming architecture in [1] defines a common interface for content ingest for downlink media streaming over 5G. 

The interface supports the ingest of the following content types:
· Live streaming content
· On demand streaming content
· Static files such as images, scene description files, etc.

The interface should be accessible through a RESTful API that allows a Media AS to create/update/delete an Ingest and Distribution configuration. An Ingest and Distribution configuration contains all the parameters and configurations to a particular content ingest and distribution setup.
2 General
The 5G Functions have been designed to offer their functionality through Service-based interfaces. Each Trusted Application Function (AF) should follow similar design principles. In particular, the M1d, M3d, M5d, M6d, and M7d interfaces as depicted by the Media Architecture diagram in Figure 1 should be defined as API end points that expose the corresponding service. 
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Similar to other stage 3 realization of service-based interfaces, we propose that these be defined as RESTful APIs. The specification of the APIs should follow the OpenAPI specification [2], with a JSON or YAML representation. All exchanged resource representations should be defined in JSON. 
We expect several variants of the interfaces to be defined for different media-related functions. We suggest the naming of these interfaces to follow the following nomenclature: Mxd-FA, where x refers to the interface identifier and FA identifies the sub-function.

3 Ingest and Distribution API

3.1
Overview
The Ingest and Distribution API offers external Media Application Servers (eMAS) access to the media distribution services offered by the network. The eMAS creates an Ingest and Distribution using the API and can start ingesting media into the assigned Media AS, which will then distribute it based on the created Distribution. The API is intentionally designed to match the functionality of public CDNs.

3.2
RESTful Resource

The API defines a main REST resource, the Distribution. The Distribution is defined in the following table:
	Name
	Type
	Description

	Origin
	Object
	Describes the origin that will be used to ingest the content for distribution.

	Name
	string
	

	Path
	string
	

	Pull
	boolean
	Indicates whether to use Pull or Push for ingesting the content.

	Protocol
	string
	Identifier of the ingest protocol. The set of supported protocols are defined in section X.

	EntryPoint
	string
	An entry point to ingest the content. The semantics of the entry point are dependent on the selected Protocol.

	Cache
	[Object]
	Defines the Cache configuration for the content of this Distribution.

	Pattern
	string
	A pattern that will be used to match the object’s URL to the Cache settings

	OriginCacheHeaders
	boolean
	Indicates whether to apply the cache directives for the object at ingest to the distribution. This is only applicable if the Ingest protocol is HTTP.

	CacheDirectives
	Object
	If the cache directives are not inherited from the origin, this provides instructions on how to cache the content that matches the pattern. 

	no-cache
	boolean
	If set to true, this indicates that the objects that match this pattern are not be cached.

	HTTP-Method-Filter
	[string]
	The methods to which the Cache rules apply

	Status-Code-Filter
	[integer]
	The status codes to which the Cache rules apply

	CDN_TTL
	[integer]
	The TTL value to set to the objects that match the pattern and the other filters.

	
	
	

	Configuration
	Object
	Specifies the distribution method and configuration for the ingested content

	ContentPreparation
	Object
	Defines the requested content preparation. A set of templates for content preparation may be provided for selection. The content of this object is TBD.

	TargetDomain
	string
	The target domain name, which will be used to access the content from the CDN. This will replace the domain name of the 

	OriginDomain
	string
	The origin domain that is redirected to the target domain. This domain name can be exposed to the UEs instead of the target domain.

	GeoFencing
	Object
	Limit access to the content to the indicated geographic areas.

	URLSignature
	Object
	Defines the URL signing scheme. Only correctly signed and valid URLs will be allowed to access the content. 

	tokenName
	string
	The name of the query parameter that carries the token.

	passphraseName
	string
	The name of the query parameter that carries the passphrase.

	passphrase
	string
	The shared secret between the eMAS and the MAS for this Distribution.

	ttlName
	string
	The name of the query parameter that carries the TTL field.

	UseIPAddress
	boolean
	If set to true, the IP address of the UE is matched to the IP address in the signature. Access to the object is only allowed when they match.

	ipAddressName
	string
	The name of the query parameter that carries the IP address of the client.

	Certificate
	Object
	When content is distributed using TLS, the certificate for the Origin Domain is shared with the MAS.


3.3
RESTful Operations
The Ingest and Distribution API is accessible through this URL paths:
/v1/distribution/distribution_ID and /v1/distributions
The following operations and the corresponding HTTP methods are supported:

	Operation
	HTTP Method
	Description

	Create a new Distribution
	POST
	This is used to create a new Distribution resource.

	Fetch Distribution Configuration
	GET
	This operation is used to read the distribution configuration.

	Update Distribution
	PUT
	This operation is used to update the distribution configuration.

	Delete Distribution
	DELETE
	This operation is used to delete an existing Distribution.

	Purge Cache
	POST
	This operation is used to invalidate some or all cached objects of this Distribution.

	Create a new Content Preparation Template
	POST
	This operation is used to create a new Content Preparation Template that defines how the ingested content is to be prepared for distribution.

	Create a new Certificate
	POST
	This operation is used to add a new certificate that is used for the distribution of the content of a Distribution using TLS. 


4 Proposal

We propose to agree the design principles in section 2 and agree the content of section 3 as the baseline for the Ingest and Distribution API. 
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