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*** First Change ***
[bookmark: _Toc3649356]4.1	General
As shown in Figure 4.1-1, the reference point between Content Provider and BM-SC is called the xMB interface. Using the xMB reference point, content provider can invoke procedures supported by BM-SC(s) to setup and manage MBMS user service from BM-SC to the MBMS clients. BM-SC defines an endpoint with all supported procedures on the xMB interface, which can then be converted to SGmb procedures for the interface between BM-SC and MBMS GW (not depicted). 


Figure 4.1-1: The xMB reference model
The BM-SC may forward the received content for unicast delivery for appropriate functions (e.g., MBMS user service fallback).
The control plane (xMB-C) and the user plane (xMB-U) may be optionally terminated by 3GPP defined enabler / exposure functions such as an SCEF, which exposes the same or a different interface to content providers. The exposed API such as by SCEF is not specified in the present document.
The content provider may optionally exchange application level information like service metadata (e.g. serviceIds or URL(s) of USD(s) or other service identifier(s)) directly with the application.
The BM-SC may support CAPIF [10]. When CAPIF is supported, then:
-	the BM-SC shall support the CAPIF API provider domain functions (i.e. CAPIF-2/2e (xMB), CAPIF-3, CAPIF-4 and CAPIF-5 as specified in TS 23.222 [10]);
-	the BM-SC xMB authentication and authorization functions (as defined in Clause 5.2) are replaced by CAPIF equivalent core domain functions (i.e. CAPIF-1/1e).
The CAPIF and associated API provider domain functions are specified in TS 23.222 [10]. 
The content provider may be a mission critical service provider ([12]), which is arranging MC Services to Mission Critical Organizations. Providing MC Services and may require additional control of the resource allocation (QoS, coverage area). For this purpose, the interface can be extended with the xMB mission critical extension. The xMB mission critical extension consists in: 
-	additional properties within the control plane procedures (Table 5.4-6),
-	specific semantic and syntax for the geographical area (Clause 5.4.7).

*** Next Change ***
[bookmark: _Toc3649378]5.4.6	Session Properties
All Session properties, except for the resource id, are carried in the HTTPS message body. The access-token is always carried as part of HTTP Headers. Except for the session creation request (where the resource id is not present), the resource id shall be present in the URL of all requests that relate to a specific session.
In the table below, the following assertions are made:
-	Table header: C stands for Create Session, G is for Get Session, U is for Update Session and T is for Terminate Session. "I", and "O" respectively denote "request" (going Into the BM-SC), and response (going Out of the BM-SC).
-	Optional ("O") means that the property may or may not be sent/received during a REST transaction. It does not necessarily mean that the property is optional. It is possible, for example, that a session is not yet started because the Content Provider has not set it in any Update transaction using the PUT or PATCH HTTP method as opposed to representing a hint on the importance of the property for the BM-SC.
-	A property marked as optional (O) in a request message may be present in the request. When not present in the request body, the property, if present in the BM-SC, will not be updated. 
-	A property marked as optional (O) in a response message is only present in the response when a value is assigned in the BM-SC.
-	A property marked as mandatory (M) in a response message is always present in the response. The BM-SC provides default values for the session, which may be modified subsequently by the content provider.
-	A blank cell in the cell shall means "forbidden" (the property cannot be added to the request or returned by the BM-SC, depending on the transaction direction).
Table 5.4-1: List of Session Properties
	Property Name
	Property Description
	C
I
	C
O
	G
I
	G
O
	U
I
	U
O
	T
I

	id
	Resource Id of the Session.
	Type
	Unit
	Default

	Integer 
	None 
	N/A



	
	M
	
	
	
	
	

	Session start
	Start time when the MBMS Bearer become active.
	Type
	Unit
	Default

	Integer 
	UTC Date timestamp (with second precision)
	Session creation date + 1h



	
	
	
	M
	O
	
	

	Session stop
	End time at which the MBMS bearer becomes inactive.
	Type
	Unit
	Default

	Integer 
	UTC Date timestamp (with second precision)
	Session start + 1h



	
	
	
	M
	O
	
	

	Max Bitrate
	The requested bitrate excludes FEC overhead and transport overhead. The BM-SC calculates the MBMS Bearer bitrate from it, considering overhead like FEC and other transport overheads. The session bitrate is always larger or equal to the payload bitrate.
	Type
	Unit
	Default

	Integer
	kbps
	0



	
	
	
	M
	O
	
	

	Max Delay
	Specifies the maximum delay the MBMS System should add, i.e. from the time a packet is received by the BM-SC to the time by when the packet is received by the MBMS client.
	Type
	Unit
	Default

	Integer
	ms
	-1


 Note, that the value -1 indicates that the content provider has no specific delay requirement.
	
	
	
	O
	O
	
	

	Session State
	The BM-SC may automatically change the state of the session.
Possible states: Session Idle, Session Announced, Session Active
	Type
	Unit
	Default

	String
	None
	Idle



	
	
	
	M
	
	
	

	Service Announcement start time
	When present, this time at which the BM-SC shall start service announcement. If absent, the BM-SC may automatically start service announcement when it has all data needed to perform such service announcement.
	Type
	Unit
	Default

	Integer 
	UTC Date timestamp (with second precision)
	None



	
	
	
	O
	O
	
	

	Geographical Area
	Geographical Area, at which the service is to be provided, either through unicast or through MBMS Bearers. The BM-SC derives the MBMS Service Area and the SAI list for the availability information from Geographical Area as provided by the content provider.
The Geographical Area contains the following information:
	Type
	Unit
	Default

	List of String 
	None 
	Empty list



The content of each string item is left to the business agreement between the Content Provider and the Operator.
	
	
	
	M
	O
	
	

	QoE Reporting
	List of QoE metrics that the content provider recommends the BM-SC to collect. The QoE metrics shall be derived from the QoE metrics in Clause 8.4 of TS 26.346 [2] and in Clause 10.2 of 26.247 [4] and depend on the delivery method that is used for the session.
	
	
	
	O
	O
	
	

	QoE Report URL
	Resource location at which the BM-SC will provide the QoE reports.
	Type
	Unit
	Default

	String 
	None
	Operator selected default



	
	
	
	O
	
	
	

	Session Type
	The Session Type represents the method used by the content provider in providing content to the BM-SC (via xMB-U). The BM-SC shall select the appropriate delivery method based on the Session Type value.
Valid values: Streaming, Files, Application, Transport-Mode
When Session Type is set to Streaming, the BM-SC expects a Streaming type input (RTP) whose format is compliant to MBMS streaming (as defined in TS 26.346).
When Session Type is set to Files, the BM-SC expects generic files as input. The files can be provided either by on-request pull interactions or continuous push ingest. 
When Session Type is set to Application, then the ingest method depends on the application service description. 
When the Application Service Description pertains to DASH, the BM-SC expects an MPD and optionally one or more Initialization Segments. The content is assumed to be 3GP-DASH compliant (as defined by 26.247 [4]). The BM-SC may either pull the media segments from the content provider or the content provider continuously pushes segments into the BM-SC.
When Session Type is set to Transport-Mode, the BM-SC shall provide transport of data/TV content according to the Transparent delivery method as described in clause 8B of TS 26.346[2]. The content provider may provide some of the session properties for the broadcast distribution. 
The Session Type shall be extensible for further session types.
	Type
	Unit
	Default

	String
	None
	Files



	
	
	
	M
	O
	
	

	Header Compression
	Requests the BM-SC to enable ROHC [8] and [9] on the input flow to save overhead space.
When this property is present, then header compression shall be processed on each described input flow. Each flow to be processed shall contain following parameters:
-	Flow Description: Typically the IP/port of the input flow.
-	Periodicity: number denoting the target periodicity for ROHC full header packets in units of seconds.
-	Profile: Applicable ROHC profile (see IETF RFC 5795 [8].When the Content Provider does not explicitly set this property, the BM-SC decides on the usage.
	
	
	
	O
	O
	
	

	FEC
	When present, requests the BM-SC to perform FEC protection of the input flow(s) when transmitting over the MBMS channel using the provided SDP.
The SDP should include FEC scheme according to the used delivery method as defined in TS 26.346.
	Type
	Unit
	Default

	String
	None
	SDP description of FEC framework configuration information



When the Content Provider does not explicitly set the property, the BM-SC decides on the usage and amount of FEC redundancy.
	
	
	
	O
	O
	
	

	Get Sharing ID
	When present and set to "true", request the BM-SC to provide a unique identifier so that the transmission resources can be shared with other sessions. 
Note, that other sessions will use the same Max Bitrate, Geographical Area and (in case of MC Services) QoS‑Information. 
	Type
	Unit
	Default

	Boolean 
	None 
	False



	
	
	
	O
	O
	
	

	Sharing ID
	When present, the value of the field identifies an already existing session to share the transmission, where Max Bitrate, Geographical Area and (in case of MC Services) QoS‑Information are re-used 
Note, the Max Bitrate, Geographical Area and (in case of MC Services) QoS‑Information cannot be changed since the values from the original session will be used.
	Type
	Unit
	Default

	String 
	None 
	""



	
	
	
	O
	O
	
	




*** Last Change ***
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