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*** First Change ***
[bookmark: _Toc3649356]4.1	General
As shown in Figure 4.1-1, the reference point between Content Provider and BM-SC is called the xMB interface. Using the xMB reference point, content provider can invoke procedures supported by BM-SC(s) to setup and manage MBMS user service from BM-SC to the MBMS clients. BM-SC defines an endpoint with all supported procedures on the xMB interface, which can then be converted to SGmb procedures for the interface between BM-SC and MBMS GW (not depicted). 


Figure 4.1-1: The xMB reference model
The BM-SC may forward the received content for unicast delivery for appropriate functions (e.g., MBMS user service fallback).
The control plane (xMB-C) and the user plane (xMB-U) may be optionally terminated by 3GPP defined enabler / exposure functions such as an SCEF, which exposes the same or a different interface to content providers. The exposed API such as by SCEF is not specified in the present document.
The content provider may optionally exchange application level information like service metadata (e.g. serviceIds or URL(s) of USD(s) or other service identifier(s)) directly with the application.
The BM-SC may support CAPIF [10]. When CAPIF is supported, then:
-	the BM-SC shall support the CAPIF API provider domain functions (i.e. CAPIF-2/2e (xMB), CAPIF-3, CAPIF-4 and CAPIF-5 as specified in TS 23.222 [10]);
-	the BM-SC xMB authentication and authorization functions (as defined in Clause 5.2) are replaced by CAPIF equivalent core domain functions (i.e. CAPIF-1/1e).
The CAPIF and associated API provider domain functions are specified in TS 23.222 [10]. 
The content provider may be a mission critical service provider ([12]), which is arranging MC Services to Mission Critical Organizations. Providing MC Services and may require additional control of the resource allocation (QoS, coverage area). For this purpose, the interface can be extended with the xMB mission critical extension. The xMB mission critical extension consists in: 
-	additional properties within the control plane procedures (Table 5.4-6),
-	specific semantic and syntax for the geographical area (Clause 5.4.7).

*** Next Change ***
When the Session Type is set to "Files", then the additional properties as defined in Table 5.4-5 apply. The properties in Table 5.4-5 are only present when the Session Type is set to "Files".
Table 5.4-5: Additional properties for Files
	Property Name
	Property Description
	C
I
	C
O
	G
I
	G
O
	U
I
	U
O
	T
I

	Ingest Mode 
	The ingest mode enumerates how resources are ingested into the BM-SC via xMB-U.
-	Push: The Content Provider shall push the file to the BM-SC that will immediately process and deliver as soon as it is ready. The BM-SC may be configured to ignore all files that are pushed before session active time, or stage them. In case of Push mode, the BM-SC shall provide back to the content provider the URL the Content Provider shall use to push the files.
-	Pull: In this case, the Content Provider provides the resource location from which the BM-SC will fetch the file. The Content Provider may tell the BM-SC when to start fetching the file
	Type
	Unit
	Default

	String 
	None 
	Pull



	
	
	
	M
	O
	
	

	File List 
	List of files to be sent. 
In the Push mode, the file list is not used since the BM-SC will monitor its push folder and send the files it receives on a first-come first-served basis.
In Pull mode, the file list contains the following information per file entry:
-	file URL: the URL to the file the BM-SC will use to fetch the content
-	file display URL: the URL to the file as seen by the UE
-	file earliest fetch time: The BM-SC shall fetch the file no sooner than this UTC timestamp. If absent, then the file shall be present on the Content Provider server and the BM-SC may fetch it at a time of its choosing.
-	file latest fetch time: The BM-SC shall fetch the file no later than this UTC timestamp. If absent, then the file shall be present on the Content Provider server and the BM-SC may fetch it at a time of its choosing.
-	file size (optional): The content provider may provide the precise or a file size estimate as input. The BM-SC may update the file size once it has started to fetch the file. 
-	file status: Enumeration stating the state of the file. Possible values are pending, fetching, fetched, fetch failed, preparing, prepared, prepare failed, in transmission queue, transmitting, transmission failed, sent.
-	Target reception completion time (on the MBMS Client): hint on the target time, when the file should be completely received by the UE. The BM-SC should schedule and order the transmission etc accordingly.
-	Keep Update Interval: The BM-SC checks the file resources with the given interval for changes. 
-	Unicast availability: Indication that the file is also available for unicast retrieval by the application at a Content Provider server whose location is given by the HTTP(S) URL corresponding to the value of "file display URL".
-	byteRange (optional): If present and set to “true”, indicates that the HTTP(S) URL given in the fileDisplayURL parameter can be used for Byte-Range-Based file repair (subclause 9.3) otherwise fileDisplayURL parameter should not be used for Byte-Range-Based file repair 
-	ETag (optional): represents the value of the ETag as defined in RFC 2616 [18] which may also serve as the version identifier for the file in the Byte-Range-Based file repair requests. The ETag should only be supplied by the 3rd party content provider if it is expected that it is different from the one provided over xMB-U when fetching the file.
-	File repetition (optional): The number of times the file shall be sent on the session (a value of 1 means the file shall be sent only once). This counter shall be decreased each time the file has been transmitted. When equals to zero, no more file repeat is scheduled. The BM-SC may send FEC instead of source information. Default value is 1.
-	Note that the expected behavior is that the BM-SC will first send all files in the order of the File List, then decrement the file repetition counter for each file, and subsequently retransmit the list again (only files with counter > 0 are transmitted). This is repeated until all repetitions are completed, or the session stop time has elapsed, whichever event occurring first.
-	File Priority (only present for Mission Critical Services): If present, the priority indicator (numeric number) determines the delivery priority. A range of authorized file priorities is provided duirng provisioning. The BM-SC rejects files with file priorities outside of the authorized range.
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	O
	
	

	Carousel Mode
	Provides information on carousel activation and mode. Possible values are none, back-to-back, scheduled.
When carousel is enabled, file repetition is ignored.
	Type
	Unit
	Default

	String
	None 
	none
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	Carousel Scheduled Interval
	When carousel mode is set to Scheduled, time interval between two consecutive sessions.
	Type
	Unit
	Default

	Integer
	Seconds 
	3600
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	File delivery manifest URL
	Alternative to the file list. The resource may additionally describe scheduling information for the file.
	Type
	Unit
	Default

	String
	None 
	""
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	Push URL
	A resource locator for ingesting content using HTTPS via xMB-U. 
This is a read-only property managed by the BM-SC and only present when Ingest Mode is set to Push.
	Type
	Unit
	Default

	String 
	None 
	""



	
	
	
	O
	
	
	

	Push Priority
	Only present for Mission Critical Services. If present, the priority indicator (numeric number) determines the delivery priority of the files, which are injected in Push Mode (Ingest Mode property is set to Push). A range of authorized push priorities is provided duirng provisioning. The BM-SC rejects sessions when the Push Priorty value is outside of the authorized range. 
	
	
	
	
	
	
	

	Display Base URL
	When ingest mode is set to Push, the Base URL is seen by the UE. 
	Type
	Unit
	Default

	String 
	None 
	""
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	SA file URL
	When the service announcement mode is set to "Content provider", the BM-SC returns the URL of the SA file announcing the session. The BM-SC shall follow the profile 1c (Annex L.3 of 3GPP 26.346 [2])
	
	
	
	O
	
	
	



Annex B (informative): 
Usage of xMB for MCData
B.1		General
<some general statements>
B.2	Using a Shared MBMS Bearer for MCData





*** Last Change ***
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