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	Summary of change:
	For both Transparent and Group Communication delivery methods: 

· Only one ROHC channel per session.

For the GC delivery method:

· The use of 0x0000 uncompressed profile, in addition to  0x0101 RTP profile is made possible.

· Large CID representation can be used.


Occurrences of “RoHC” are changed to “ROHC”, for internal consistency and alignment with other TSs.
Clause 8B.4.1 under 8A.4 is renamed 8A.4.1.
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***** First change *****
8A.2
Transport Method

The application transport protocol on top of the MB2 UDP/IP is transparent to the BM-SC and is not defined in this specification. 
Upon reception of GCS AS UDP/IP packets, the BM-SC removes the UDP/IP header and performs UDP/ IP encapsulation of the user plane IP data that was received over the MB2-U interface.

NOTE: The current release of this specification does not define any FEC for the group communication delivery method.
If requested by the GCS-AS over the MB2 interface, the BM-SC shall perform ROHC header compression over the broadcast link (between BM-SC and UE). The header compression shall be applied on the encapsulated UDP/IP packets according to the limitations in section 8A.4. 

If FEC protection is requested by the GCS-AS, the BM-SC shall use the MBMS FEC scheme as specified by section 8.2.2. 
***** Next change *****
8A.4
ROHC for GC Delivery Method

8A.4.1
General
If ROHC is enabled through the MB2 for the GC delivery session, then the following conditions shall apply:

-
Only the U-mode shall be used throughout the lifetime of the session. Other modes shall not be used.
-
A single ROHC channel per GC delivery session shall be used.
-
The RTP/UDP/IP profile with identifier 0x0101, specified in [139], or the uncompressed profile with identifier 0x0000 profile shall be used.
-
UDP flow encoded with profile 0x0101 shall use a distinct context. 
-
One common context may be used for all flows encoded with profile 0x0000.

-
The LARGE_CIDS flag may be set to true. LARGE_CIDS value can be derived from the value from the MAX_CID flag.
-
ROHC segmentation shall not be used and the MRRU value shall be set to 0


If indicated by the MB2, FEC protection shall also be applied according to the FEC scheme defined in 8.2.2.

***** Next change *****
8B.1
Introduction

The MBMS transparent delivery method shall be used by the BM-SC to transmit downstream service content received over xMB-U from the Content Provider when the Session Type property, as described in table 5.4A-2, is set to Transport-Mode. The transparent delivery method delivers application data units as part of UDP or IP flows over an MBMS bearer to the UE. This delivery method complements the download delivery method and streaming delivery method and is particularly useful for multicast and broadcast of IP-based services for which the media codecs and application protocols are defined outside of this specification. 

The BM-SC receives Application Data Units (ADUs) from the content provider, typically provided as UDP/IP packets and forwards them to the destination multicast IP address and port number. Both IPv4 and IPv6 may be used by the transparent delivery method. 

Transparent delivery methods may be used within MBMS User Services, where the session description is delivered as a fragment of a User Service Description, or they may be used independently, where the content provider will announce the session via external means.

An MBMS transparent delivery session may be operated in a forward-only or in a proxy mode, as indicated in Table 5.4A-3. In the forward-only mode, the transport protocol on top of IP is opaque to the MBMS system and the session announcement may be handled by the content provider itself. In the proxy mode, the UDP packet payload of the UDP streams is opaque to the MBMS session and an MBMS Client is expected to make the UDP Payloads available to an application, without further knowledge on the content.

In the proxy mode is used, the transport protocol and session description are described in clauses 8B.2 and 8B.3.

If requested by the content provider, the BM-SC shall apply ROHC [137] to compress the UDP/IP headers of the encapsulated source datagrams. Note that the MBMS Gateway might also apply ROHC on the resulting UDP flow, but that does not include the encapsulated UDP datagrams. ROHC is described in section 8B.4.

The content provider may also request the application of FEC over broadcast. FEC is described in section 8B.5.

***** Next change *****
8B.4
ROHC for Transparent Delivery Method

8B.4.1
General
If ROHC is used in a Transparent delivery session, then the following conditions shall apply:

-
Only the U-mode shall be used throughout the lifetime of the session. Other modes shall not be used.
-
A single ROHC channel per Transparent delivery session shall be used.

-
The UDP/IP profile with identifier 0x0102 or the uncompressed profile with identifier 0x0000 profile shall be used.


-
UDP flow encoded with profile 0x0101 shall use a distinct context. 

-
One common context may be used for all flows encoded with profile 0x0000.


-
The LARGE_CIDS flag may be set to true. LARGE_CIDS value can be derived from the value from the MAX_CID flag 
-
ROHC segmentation shall not be used and the MRRU value shall be set to 0


8B.4.2
ROHC Negotiation

ROHC usage shall be indicated by the "a=3gpp-rohc:1" attribute in the session description.

8B.4.3
ROHC Operation

The BM-SC shall send IR type packets periodically. 

***** End of change *****
