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Start of changes
[bookmark: _Toc155295970]4.1	General
Clause 6.2.8 of TS 23.288 [4] envisages a set of high-level procedures by which data is collected by a Network Data Analytics Function (NWDAF) from UE Application(s) via an intermediary Application Function that provides an Event Exposure Service to event consumers. This clause defines a generic reference architecture for data collection, reporting and subsequent exposure of UE data that satisfies those procedures, including the logical functions involved and the logical reference points between them. The intermediary Application Function envisaged in [4] is here named the Data Collection AF.
NOTE 1:	It is presumed that the user has granted consent for its UE data to be collected, reported and subsequently exposed by means outside the scope of the present document (e.g. through interactions with the MNO or the Application Service Provider, and via any applicable SLA between the MNO and Application Service Provider). See also the setUserConsent client API method specified in table 8.3.1-1 of TS 26.532 [7].
NOTE 2:	The collection, reporting and exposure of location-based UE data is expected to comply with regional regulatory requirements and may be further limited by MNO policy.
It is intended that this reference architecture be instantiated in domain-specific ways to suit the needs of different features of the 5G System. The reference architecture may be instantiated separately in different slices of a network.
Each type of UE data subject to collection, reporting and subsequent event exposure in the 5G System is associated with a logical UE data domain. Each such UE data domain is associated with a domain owner – either the 5G System itself (embodied in a particular deployment by an MNO) or the Application Service Provider (ASP). Ownership of particular UE data domains is specified in annex B.
The Data Collection AF is responsible for receiving data reports from UEs pertaining to a particular UE data domain, for processing the UE data contained in those reports, and for exposing them to subscribed event consumers in the form of events. Typically, one type of exposed event is based on UE data pertaining to a single UE data domain, but more complex relationships where events are synthesised from several UE data domains are not precluded.
Precedence rules on the exposure (and consequent collection and reporting) of UE data vis-à-vis conflicts between ASP provisioning information and system preconfiguration by the MNO or subscription by MNO-managed event consumers are defined in clause 4.5.4.
The services defined in the present document may be exposed to parties outside the trusted domain via the NEF, as defined in clause 4.7.1.
The Data Collection AF may support CAPIF [8] to provide APIs to other applications (i.e. API invokers), as defined in clause 4.7.2.
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