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	1st Modified Section


7.3.2.11
MBMS Service Class

A new MBMS service class SDP attribute is defined which results in, e.g.: 

· a=mbms-service-class:sdo.3gpp.service-announcement 

The service class identifies the delivered service similar to MIME types. The service class attribute is a session level only attribute and may be included in any SDP fragment for a user service description. Each MBMS UE may determine the receiving application instance out of the service class identifier. The service class syntax, 3GPP Release 7 defined service class values and the handling procedure are defined in Annex Y.   

· Mbms-service-class-line = "a=mbms-service-class:" service-class-value

The ABNF for the service-class-value is defined in Annex Y.1.

	Next Modified Section


8.3.1.10
MBMS Service Class

The MBMS service class SDP attribute defined in clause 7.3.2.11 may be used.

	Next Modified Section


11.2
MBMS User Service Description Metadata Fragment

11.2.1
Definition of the MBMS User Service Bundle Description 

The root element of the MBMS User Service Bundle description is the bundleDescription element. The element is of the bundleDescriptionType. The bundleDescription contains one or several userServiceDescription elements and optionally a reference to the FEC repair stream description. 

Each userServiceDescription element shall have a unique identifier. The unique identifier shall be offered as serviceId attribute within the userServiceDescription element and shall be of URN format. 

Each userServiceDescription element should include the serviceClass attribute. The serviceClass attribute contains the service class identifier for the delivered service according to the syntax defined in Y.1. The service class identifier is similar to MIME types and provides an unique identity to services. Each MBMS UE may determine the receiving application instance out of the service class identifier. Annex Y defines the handling procedure, the service class identity syntax and the 3GPP Release 7 defined service class values.   
The userServiceDescription element may contain one or more name elements. The intention of a name element is to offer a title of the user service. For each name elements, the language shall be specified according to XML datatypes (XML Schema Part 2 [22]).

The userServiceDescription element may contain one or more serviceLanguage elements. Each serviceLanguage element represents the available languages of the user services. The language shall be specified according to XML datatypes (XML Schema Part 2 [22]).

Each userServiceDescription element shall contain at least one deliveryMethod element. The deliveryMethod element contains the description of one delivery method. The element shall contain one reference to a session description and may contain references to one associated delivery procedure and/or one service protection descriptions. The session description is further specified in sub-clause 5.2.2.2.

The deliveryMethod element may contain a reference to an associated delivery procedure description. The description and configuration of associated delivery procedures is specified in sub-clause 5.2.2.3.

The deliveryMethod element may contain a reference to a service protection description. The service protection description is specified in sub-clause 5.2.2.4.

A userServiceDescription element contains zero or more accessGroup elements. An accessGroup element defines a list of access networks and is uniquely identified by its id attribute. An accessGroup element describes whether separate access systems for the same MBMS user service are used (see sub-clause 5.1.5.2 of [4]) by including one or more accessBearer elements, each describing one of those access systems and no two describing the same. Possible accessBearer values are “3GPP.R6.UTRAN” and “3GPP.R6.GERAN” which indicate transport by 3GPP release 6 MBMS bearers according to specification [4]. For forward compatibility, other values are allowed but their definition and use are out of scope of this specification and a 3GPP release 6 UE may silently ignore other values.

An initiationRandomization element and terminationRandomization element carries the parameters to be used by the MBMS UE to randomize their initiation and/or termination operations over time. If the initiationRandomization element is present, all MBMS UEs shall randomize the inititation time as defined by the attributes of the elements. If the terminationRandomization element is present, all MBMS UEs shall randomize the termination time as defined by the attributes of the elements. 

The initiationRandomization and/or terminationRandomization element may be part of:

· a bundleDescription, where it applies to all services in the service bundle

· a userServiceDescription, where it applies to all MBMS bearer services of a single service. If present, this overrides the element in bundleDescription

If the initiationRandomization element is not present, the MBMS UE does not randomize the User Service Initiation procedure over time. The MBMS UE should then perform the operation immediately when it is triggered.
If the terminationRandomization element is not present, the MBMS UE does not randomize the User Service Termination procedure over time. The MBMS UE should then perform the operation immediately when it is triggered.
An initiationRandomization element may contain the initiationStartTime attribute, which defines the start time for the initiation procedure randomization period. The value of the data field represents the 32 most significant bits of a 64 bit Network Time Protocol (NTP) [78] time value. If the initiationStartTime attribute is not present, the MBMS UE shall use the reception time of the User Service Discovery / Announcement information as initiationStartTime.
The initiationRandomization element shall contain the protectionPeriod attribute. The protectionPeriod attribute expresses the length of the protection period in seconds. The initiation procedure shall be randomly deferred during protection period.

The initiationRandomization element shall contain the randomTimePeriod attribute. The randomTimePeriod attribute expresses the length of a time interval (in seconds) over which requests are deferred. The MBMS UE shall calculate a random time for the execution of the initiation procedure. The method provides for statistically uniform distribution over a relevant period of time. 

The terminationRandomization element shall contain the protectionPeriod attribute. The protectionPeriod attribute expresses the length of the protection period in seconds. The termination procedure execution shall be randomly deferred during protection period.

The terminationRandomization element shall contain the randomTimePeriod attribute. The randomTimePeriod attribute expresses the length of a time interval (in seconds) over which the operations are deferred. The MBMS UE shall calculate a random time for the execution of the termination procedure. The method provides for statistically uniform distribution over a relevant period of time.
If the MBMS UE is switched off during the termination randomization, the MBMS UE shall cancel the termination randomization. 

Each deliveryMethod element contains zero or one accessGroupId attributes. One specific accessGroupId value maps to one specific accessGroup element id value. For each unique accessGroupId attribute value presented in a deliveryMethod element of a userServiceDescription instance, exactly one associated accessGroup element shall be present and the id attribute of the accessGroup element and the accessGroupId attribute shall have the same value. For each deliveryMethod element without an accessGroupId attribute, the UE should assume that the delivery method is offered through all available MBMS access systems.

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns="urn:3GPP:metadata:2005:MBMS:userServiceDescription" xmlns:xs="http://www.w3.org/2001/XMLSchema" targetNamespace="urn:3GPP:metadata:2005:MBMS:userServiceDescription" elementFormDefault="qualified">


<xs:element name="bundleDescription" type="bundleDescriptionType"/>


<xs:complexType name="bundleDescriptionType">



<xs:sequence>




<xs:element name="userServiceDescription" type="userServiceDescriptionType" maxOccurs="unbounded"/>




<xs:element name="initiationRandomization" type="initiationRandomizationrandomActivationDeactivationType" use="optional"minOccurs="0" maxOccurs="1"/>




<xs:element name="terminationRandomization" type="terminationRandomizationType" use="optional"/>




<xs:any namespace="##other" minOccurs="0" maxOccurs="unbounded" processContents="lax"/>



</xs:sequence>



<xs:attribute name="fecDescriptionURI" type="xs:anyURI" use="optional"/>



<xs:anyAttribute processContents="skip"/>


</xs:complexType>


<xs:complexType name="userServiceDescriptionType">



<xs:sequence>




<xs:element name="name" type="nameType" minOccurs="0" maxOccurs="unbounded"/>




<xs:element name="serviceLanguage" type="xs:language" minOccurs="0" maxOccurs="unbounded"/>




<xs:element name="deliveryMethod" type="deliveryMethodType" maxOccurs="unbounded"/>




<xs:element name="accessGroup" type="accessGroupType" minOccurs="0" maxOccurs="unbounded"/>




<xs:element name="initiationRandomizationJoinLeave" type="initiationRandomizationJoinLeaveType" use="optional"minOccurs="0" maxOccurs="1"/>




<xs:element name="terminationRandomization" type="terminationRandomizationType" use="optional"/>




<xs:any namespace="##other" minOccurs="0" maxOccurs="unbounded" processContents="lax"/>



</xs:sequence>



<xs:attribute name="serviceId" type="xs:anyURI" use="required"/>


<xs:attribute name="serviceClass" type="xs:string" use="optional">


<xs:anyAttribute processContents="skip"/>


</xs:complexType>


<xs:complexType name="accessGroupType">



<xs:sequence>




<xs:element name="accessBearer" type="xs:string" maxOccurs="unbounded"/>



</xs:sequence>



<xs:attribute name="id" type="accessGroupIdType" use="required"/>


</xs:complexType>


<xs:complexType name="deliveryMethodType">



<xs:sequence>




<xs:any namespace="##other" minOccurs="0" maxOccurs="unbounded" processContents="lax"/>



</xs:sequence>





<xs:attribute name="accessGroupId" type="accessGroupIdType" use="optional"/>



<xs:attribute name="associatedProcedureDescriptionURI" type="xs:anyURI" use="optional"/>



<xs:attribute name="protectionDescriptionURI" type="xs:anyURI" use="optional"/>



<xs:attribute name="sessionDescriptionURI" type="xs:anyURI" use="required"/>



<xs:anyAttribute processContents="skip"/>


</xs:complexType>


<xs:complexType name="nameType">



<xs:simpleContent>




<xs:extension base="xs:string">





<xs:attribute name="lang" type="xs:language" use="optional"/>




</xs:extension>



</xs:simpleContent>


</xs:complexType>


<xs:simpleType name="accessGroupIdType">



<xs:restriction base="xs:nonNegativeInteger">



</xs:restriction>


</xs:simpleType>


<xs:complexType name="initiationRandomizationType">



<xs:attribute name="initiationStartTime" type="xs:unsignedInteger" use="optional"/>



<xs:attribute name="protectionPeriod" type="xs:unsignedInteger" use="required"/>


<xs:attribute name="randomTimePeriod" type="xs:unsingedInteger" use="required"/>


</xs:complexType>

<xs:complexType name="terminationRandomizationType">



<xs:attribute name="protectionPeriod" type="xs:unsignedInteger" use="required"/>


<xs:attribute name="randomTimePeriod" type="xs:unsingedInteger" use="required"/>


</xs:complexType>

</xs:schema>

	Next Modified Section


Annex Y (normative): Service Class Identifier Handling

Y.1
Definition of service class values

Y.1.1
Service Class definition

A service class identifier is a unique name used to idetify a particular service class. The service class is a combination of many properties, such as used media formats, file types, handling of media, interaction with user, etc, which describes how a particular service works. An SDO is expected to document a particular service in a specification and provide that service with a unique service class identifier following the syntax and procedure in Y.1.2. Individual vendors may not have a formal specification for a service, however the particular capabilities of a specific implementation of the service is recommend to be provided with a service class identifier.

The service class identifier may be provided in both User Service Description (see clause 11.2.1) and in individual SDP fragements (see sub-clause 7.3.2.11 and 8.3.10). Thus allowing an application to determine that the description handled within an application is supported in that particular application.

Y.1.2
Service Class Syntax

This sub-clause defines the syntax for the service class values, which are used in the user service description. The formal syntax specification is given in ABNF (RFC 2234 [23]). 
service-class-value = branch-spec "." branch-name-spec "." service-class-name
branch-spec = "vnd" / "sdo" / ext-branch-spec
ext-branch-spec = name-spec
branch-name-spec = name-spec              ;Vendor name or standardization organization name

service-class-name = name-spec

name-spec = 1*127name-spec-chars

name-spec-chars = ALPHA / DIGIT / "!" / "-" / "+" / "_" 

The branch name specified within the branch-name-spec shall be unique within the branch ("sdo" or "vnd") and togheter form the service class branch. Selection of the vendor or SDO name needs to be made with care to avoid collisions with other vendors or SDOs with similar names.

Each vendor and SDO shall ensure definition of unique service class identifiers within their branch by defining unique service-class-name for each service. SDO define service class values are recommended to be published in a registry, which is maintained by the SDO. The 3GPP specific service class values shall be maintained within this specification.

Y.2
Service class registery for sdo.3gpp 

Y.2.1
Introduction

This clause defines service class values for the sdo.3gpp standard defining organization branch. Sub-clause Y.2.2 gives instructions for constructing 3GPP type of service classes. Sub-clause Y.2.3 includes the 3GPP Release 6 defined values. 

Y.2.2
Instructions for registering sdo.3gpp service classes

Registration shall be done by adding a sub-clause to Y.2.3 defining the service class identifier, a short description of the service class and a reference to the actual specification. 

Y.2.3

Registered sdo.3gpp service classes 

Y.2.3.1 
sdo.3gpp.service-announcement 

Name: sdo.3gpp.service-announcement

Description: User services of service class sdo.3gpp.service-announcement delivers user-service-description fragments using the MBMS bearer service.

Reference: sub-clause 5.2.3
	End of modifications
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