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Figure 1: Functional components of a PSS client

Figure 1 shows the functional components of a PSS client. Figure 2 gives an overview of the protocol stack used in a PSS client and also shows a more detailed view of the packet based network interface. The functional components can be divided into control, scene description, media codecs and the transport of media and control data.

The control related elements are session establishment, capability exchange and session control (see clause 5).

-
Session establishment refers to methods to invoke a PSS session from a browser or directly by entering an URL in the terminal's user interface.

-
Capability exchange enables choice or adaptation of media streams depending on different terminal capabilities.

-
Session control deals with the set-up of the individual media streams between a PSS client and one or several PSS servers. It also enables control of the individual media streams by the user. It may involve VCR-like presentation control functions like start, pause, fast forward and stop of a media presentation.

The scene description consists of spatial layout and a description of the temporal relation between different media that is included in the media presentation. The first gives the layout of different media components on the screen and the latter controls the synchronisation of the different media (see clause 8).

The PSS includes media codecs for video, still images, vector graphics, bitmap graphics, text, timed text, natural and synthetic audio, and speech (see clause 7).

Transport of media and control data consists of the encapsulation of the coded media and control data in a transport protocol (see clause 6). This is shown in figure 1 as the "packet based network interface" and displayed in more detail in the protocol stack of figure 2.
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Figure 2: Overview of the protocol stack

5
Protocols

5.1
Session establishment

Session establishment refers to the method by which a PSS client obtains the initial session description. The initial session description can e.g. be a presentation description, a scene description or just an URL to the content.

A PSS client shall support initial session descriptions specified in one of the following formats: SMIL, SDP, or plain RTSP URL.

In addition to rtsp:// the PSS client shall support URLs [4] to valid initial session descriptions starting with file:// (for locally stored files) and http:// (for presentation descriptions or scene descriptions delivered via HTTP).

Examples for valid inputs to a PSS client are: file://temp/morning_news.smil, http://example.com/morning_news.sdp, and rtsp://example.com/morning_news.

URLs can be made available to a PSS client in many different ways. It is out of the scope of this specification to mandate any specific mechanism. However, an application using the 3GPP PSS shall at least support URLs of the above type, specified or selected by the user.

The preferred way would be to embed URLs to initial session descriptions within HTML or WML pages. Browser applications that support the HTTP protocol could then download the initial session description and pass the content to the PSS client for further processing. How exactly this is done is an implementation specific issue and out of the scope of this specification.

As an alternative to conventional streaming, a PSS client should also support progressive download of 3GP files [50] delivered via HTTP. A progressive-download session is established with one or more HTTP GET requests. In order to improve playback performance for 3GP files that are not authored for progressive download, a PSS client may issue (multiple pipelined) HTTP GET requests with byte ranges [17]. Example of a valid URL is http://example.com/morning_news.3gp.

PSS clients should support FLUTE [98] for file delivery of any type. The FLUTE protocls is use as file delivery protocol in MBMS [99]. FLUTE is capable of transporting any type of binary files (incl. multimedia files) over UDP/IP. A file is partitioned into smaller chunks, which fit into UDP packets of predefined size. The UDP packets are transmitted (i.e. streamed) at a constant bitrate to the clients.
	Next Modified Section


5.5 Session set-up and control of FLUTE sessions

5.5.1
General
FLUTE [98] is a unidirectional file delivery protocol, which is use as file delivery protocol in MBMS [99]. A file is partitioned into smaller chunks, which fit into UDP packets of predefined size. The file properties, such as the file name, MIME type, etc are described in the FLUTE File Delivery Table (FDT). The FDT is send in-band in the FLUTE session and is identified by a well- defined value in the FLUTE packet header (i.e.  Transport Object Identifier is set to zero). A FLUTE session may uilize several UDP ports simultaneously.  
5.5.2
SDP handling

The FLUTE specific SDP extensions are defined in [99] clause 7. For the FLUTE session establishment using RTSP, a control URI as defined in [5] SHALL be present for the FLUTE media description. Note, a control URI is defined by the "a=control:" SDP field according to [5]

5.5.3
RTSP SETUP Method

The control URI as defined in [5] shall be present for each FLUTE media description in the SDP. The control URI is used within the RTSP SETUP method to establish the described FLUTE sessions.

The RTSP transport protocol specifier for FLUTE as defined in [5] shall be "FLUTE/UDP". One and only one UDP port is allocated for each FLUTE channel. 

The following RTP specific parameters shall be used in the transport request and responds header for FLUTE sessions.

· client_port: This parameter provides the unicast FLUTE port(s) on which the client has chosen to receive FLUTE data. 

· server_port: This parameter provides the unicast FLUTE port(s) on which the server has chosen to receive data. 

5.5.4
RTSP PLAY Method

The PLAY method tells the server to start sending data including FLUTE session data as defined in [5]. The RTSP server forwards the FLUTE packets as according by the RTSP range header in the RTSP PLAY. 

Only ntp and clock range units may be used with the "Range" headers. Normal play time (NPT) indicates the stream absolute position relative to the beginning of the presentation. The timestamp consists of a decimal fraction.The clock range header describe the absolute time expressed as ISO 8601 timestamps, using UTC (GMT).

5.5.5
RTSP PAUSE Method

The PAUSE request causes the stream delivery including all FLUTE sessions to be interrupted (halted) as defined in [5].

5.5.6
RTSP Teardown method

The TEARDOWN client to server request stops the stream delivery including all FLUTE data delivery for the given URI, freeing the resources associated with it. Details for the TEARDOWN method are defined in [5]
	Next Modified Section


6.5
FLUTE over UDP/IP

FLUTE [98] is a protocol for files delivery using UDP/IP transport. FLUTE is used as the file delivery protocol for the MBMS download delivery method [99]. 
The sender takes a file, e.g. a video clip or a still image, which is used as the transport object for FLUTE (see Figure X). One or more FLUTE encoding symbols are carried as the payload of a each FLUTE packet, thus the FLUTE packet size is mainly determined by the encoding symbol length. Both the encoding symbols length and the maximum allowed source block length are configured by the server. Based on the transport object length, the encoding symbol length and the maximum source block length, FLUTE calculates the source block structure (i.e., the number of source blocks and their length).
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Figure X: FLUTE packet construction
The server communicates the transport object length, the encoding symbol length and the maximum source block length and other file transmission session relevant information to the receiver(s) within the FLUTE File Delivery Table (FDT) withing the FFLUTE transmission session. Thus the receiver can also calculate the source block structure in advance of receiving a file.

	End of modifications


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2002.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





_1151320317.doc


IP







 







UDP







 







TCP







 







RTP







 







RTSP







 







Payload formats







 







Video







 







Audio







 







Speech







 







Capability exchange







 







Scene description







 







Presentation description







 







Still images







 







Bitmap graphics







 







Vector graphics







 







Text







 







Timed text







 







Synt







hetic audio







 







HTTP







 







Capability exchange







 







Presentation 







description







 







UDP







 







Timed Text












_1229757780.vsd
Audio Video Speech Timed Text


Capability exchange Scene description
Presentation description
Still images
Bitmap graphics
Vector graphics
Text
Timed text
Synthetic audio


Capability exchange
Presentation
description


Binary data  (3GPP file format,
Still images,
Text, etc) 


Payload formats


RTP


UDP


HTTP


RTSP


UDP


TCP


IP


FLUTE



_1130670536.vsd

