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8.3.2.1
SDP Description for QoE Metrics

Similar as in 3GPP TS 26.234 [47], an SDP attribute for QoE, which can be used either at session or media level, is defined below in RFC 2234 [23] based on RFC 2327 [14]:

· QoE-Metrics-line
= "a" "=" "3GPP-QoE-Metrics:" att-measure-spec *("," att-measure-spec)) CRLF

· att-measure-spec
= Metrics ";" Sending-rate [";" Measure-Range] *([";" Parameter-Ext])

· Metrics
= "metrics" "=" "{"Metrics-Name *("," Metrics-Name) " }"

· Metrics-Name
= 1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / 0x7c / 0x7e) ;VCHAR except ";", ",", "{" 
or "}"

· Sending-Rate
= "rate" "=" 1*DIGIT / "End"

· Measure-Range
= "range" "=" Ranges-Specifier

· Parameter-Ext
= (1*DIGIT ["." 1*DIGIT]) / (1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / 0x7c / 0x7e)) 

· Ranges-Specifier
= as defined in RFC 2326 [76].

An MBMS server uses this attribute to indicate that QoE metrics are supported and shall be used if also supported by the MBMS client.  When present at session level, it shall only contain metrics that apply to the complete session. When present at media level, it shall only contain metrics that are applicable to individual media.

The "Metrics" field contains the list of names that describes the metrics/measurements that are required to be reported in a MBMS session (see clause 8.4). The names that are not included in the "Metrics" field shall not be reported during the session.

In this version of the specification, the "Sending-Rate" shall be set to the value "End", which indicates that only one report is sent at the end of the MBMS session.

The optional "Measure-Range" field, if used, shall define the time range in the stream for which the QoE metrics will be reported. There shall be only one range per measurement specification. The range format shall be any of the formats allowed by the media. If the "Measure-Range" field is not present, the corresponding (media or session level) range attribute in SDP shall be used. If SDP information is not present, the metrics range shall be the whole session duration.

************************************* NEXT AMENDMENT **************************************’

8.4.2
QoE Metrics

An MBMS client should measure the metrics at the transport layer after FEC decoding (if FEC is used), but may also do it at the application layer for better accuracy.

The reporting period for the metrics is the whole streaming duration. This duration may be less than the session duration, because of late joiners or early leavers. The reporting period shall not include any voluntary event that impacts the actual play, such as pause, or any buffering or freezes/gaps caused by them.

The following metrics shall be derived by the MBMS client implementing QoE. All the metrics defined below are only applicable to at least one of audio, video, speech and timed text media types, and are not applicable to other media types such as synthetic audio, still images, bitmap graphics, vector graphics, and text. Any unknown metrics shall be ignored by the client and not included in any QoE report. Among the QoE metrics, corruption duration, successive loss of RTP packets, frame-rate deviation and jitter duration are of media level, whereas initial buffering duration and rebuffering duration are of session level.

8.4.2.1
Corruption duration metric

Corruption duration, M, is the time period from the NPT time of the last good frame before the corruption, to the NPT time of the first subsequent good frame or the end of the reporting period (whichever is sooner). A corrupted frame may either be an entirely lost frame, or a media frame that has quality degradation and the decoded frame is not the same as in error-free decoding. A good frame is a "completely received" frame X that, either:

· it is a refresh frame (does not reference any previously decoded frames AND where none of the subsequently decoded frames reference any frames decoded prior to X); or

· does not reference any previously decoded frames; or

· references previously decoded "good frames".

"Completely received" means that all the bits are received and no bit error has occurred.

Corruption duration, M, in milliseconds can be calculated as below:

a)
M can be derived by the client using the codec layer, in which case the codec layer signals the decoding of a good frame to the client. A good frame could also be derived by error tracking methods, but decoding quality evaluation methods shall not be used.

b)
In the absence of information from the codec layer, M should be derived from the NPT time of the last frame before the corruption and N, where N is optionally signalled from MBMS streaming server (via SDP) to the MBMS client and represents the maximum duration between two subsequent refresh frames in milliseconds.

c)
In the absence of information from the codec layer and if N is not signalled, then M defaults to ( (for video) or to one frame duration (for audio), or the end of the reporting period (whichever is sooner).

The optional parameter N as defined in point b is used with the "Corruption_Duration" parameter. Another optional parameter T is defined to indicate whether the client uses error tracking or not. The value of T shall be set by the client via reception reporting (clause 9.5.2) as on or off. The syntax for N to be included in the "att-measure-spec" (clause 8.3.1.1) is as follows:

· N = "N" "=" 1*DIGIT

In MBMS reception reporting will be done only once at the end of streaming, hence all the occurred corruption durations are summed up over the period of the stream as the value TotalCorruptionDuration. The unit of this metrics is expressed in milliseconds. The number of individual corruption events over the stream duration are summed up in the value NumberOfCorruptionEvents. These two values are reported by the MBMS client as part of the reception report (clauses 9.4.6 and 9.5.2).

************************************* NEXT AMENDMENT **************************************’

8.4.3
Example metrics initiation with SDP

This following example shows the syntax of the SDP attribute for QoE metrics. The session level QoE metrics description (Initial buffering duration and rebufferings) are to be monitored and reported only once at the end of the session. Also video specific description of metrics (corruptions) are to be monitored and reported at the end from the beginning of the stream until the time 40s. Finally, audio specific description of metrics (corruptions) is to be monitored and reported at the end from the beginning until the end of the stream.

SDP example:
v=0
o=- 3268077682 433392265 IN IP4 63.108.142.6
s=QoE Enabled Session Description Example
e=support@foo.com
c=IN IP4 0.0.0.0
t=0 0
a=range:npt=0-83.660000
a=3GPP-QoE-Metrics:{Initial_Buffering_Duration,Rebuffering_Duration};rate=End
a=control:*
m=video 0 RTP/AVP 96
b=AS:28
a=3GPP-QoE-Metrics:{Corruption_Duration};rate=End;range:npt=0-40
a=control:trackID=3
a=rtpmap:96 MP4V-ES/1000
a=range:npt=0-83.666000
a=fmtp:96profile-level-id=8;config=000001b008000001b50900012000
m=audio 0 RTP/AVP 98
b=AS:13
a=3GPP-QoE-Metrics:{Corruption_Duration};rate=End
a=control:trackID=5
a=rtpmap:98 AMR/8000
a=range:npt=0-83.660000
a=fmtp:98 octet-align=1
a=maxptime:200
************************************* NEXT AMENDMENT **************************************’

9.4.6
Reception Report Message

Once the need for reception reporting has been established, the MBMS receiver sends one or more Reception Report messages to the BM-SC. All Reception Report requests and responses for a particular MBMS transmission should take place in a single TCP session using the HTTP protocol (RFC 2616 [18]).

The Reception Report request shall include the URI of the file for which delivery is being confirmed. URI is required to uniquely identify the file (resource).

The client shall make a Reception Report request using the HTTP (RFC 2616 [18]) POST request carrying XML formatted metadata for each reported received content (file). An HTTP session shall be used to confirm the successful delivery of a single file. If more than one file were downloaded in a particular MBMS download multiple descriptions shall be added in a single POST request.

Each Reception Report is formatted in XML according the following XML schema (clause 9.5.2). An informative example of a single reception report XML object is also given (clause 9.5.2.2).

Multipart MIME (multipart/mixed) may be used to aggregate several small XML files of reception reports to a larger object.

For Reception Acknowledgement (RAck) a receptionAcknowledgement element shall provide the relevant data.

For Statistical Reporting (StaR) a statisticalReporting element shall provide the relevant data.

For both RAck and StaR/StaR-all (mandatory):

· For download, one or more fileURI elements shall specify the list of files which are reported.

For only StaR/StaR-all (all optional):

· Each fileURI element has an optional receptionSuccess status code attribute which defaults to "true" ("1") when not used. This attribute shall be used for StaR-all reports. This attribute shall not be used for StaR reports.

· Each QoE Metrics element has eleven attributes as defined in clause 9.5.2 that correspond to the QoE metrics listed in clause 8.4.2. Individual metrics, both at session and at media level can be selected via SDP as described in clause 8.3.1.1.

· The sessionID attribute identified the delivery session. This is of the format source_IP_address + ":" + FLUTE_TSI/RTP_source_port.

· The sessionType attribute defines the basic delivery method session type used = "download" || "streaming" || "mixed".

· The serviceId attribute is value and format is taken from the respective userServiceDescription serviceID definition.

· The clientId attribute is unique identifier for the receiver. [format is FFS].

· The serverURI attribute value and format is taken from the respective associatedDeliveryProcedureDescription serverURI  which was selected by the UE for the current report. This attribute expresses the reception report server to which the reception report is addressed.
************************************* NEXT AMENDMENT **************************************’

9.5.3
XML Syntax for a Reception Report Request

Below is the formal XML syntax of reception report request instances.

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified">


<xs:element name="receptionReport">



<xs:choice>



<xs:element name="receptionAcknowledgement" type="rackType"/>



<xs:element name="statisticalReport" type="starType"/>



</xs:choice>


</xs:element>

<xs:complexType name="rackType">


<xs:sequence>



<xs:element name="fileURI" type="xs:anyURI" 




minOccurs="0" maxOccurs="unbounded"/>


</xs:sequence>

</xs:complexType>

<xs:complexType name="starType">


<xs:simpleContent>



<xs:element name="fileURI" type="xs:anyURI" minOccurs="0" maxOccurs="unbounded">




<xs:attribute name="receptionSuccess" type="xs:boolean" use="optional"/>



</xs:element>



<xs:element name="qoeMetrics" type="qoeMetricsType" minOccurs="0"/>



<xs:attribute name="sessionId" type="xs:string" use="optional"/>



<xs:attribute name="sessionType" type="xs:string" use="optional"/>



<xs:attribute name="serviceId" type="xs:string" use="optional"/>



<xs:attribute name="clientId" type="xs:string" use="optional"/>



<xs:attribute name="serverURI" type="xs:anyURI" use="optional"/>


</xs:simpleContent>

</xs:complexType>


<xs:complexType name="qoeMetricsType">



<xs:simpleContent>




<xs:attribute name="totalCorruptionDuration" type="xs:unsignedLong" use="optional"/>




<xs:attribute name="numberOfCorruptionEvents" type="xs:unsignedLong" use="optional"/>




<xs:attribute name="t" type="xs:boolean" use="optional"/>




<xs:attribute name="totalRebufferingDuration" type="xs:Real" use="optional"/>




<xs:attribute name="numberOfRebufferingEvents" type="xs:unsignedLong" use="optional"/>




<xs:attribute name="initialBufferingDuration" type="xs:Real" use="optional"/>




<xs:attribute name="totalNumberofSuccessivePacketLoss" type="xs:unsignedLong" 




use="optional"/>




<xs:attribute name="numberOfSuccessiveLossEvents" type="xs:unsignedLong" 




use="optional"/>




<xs:attribute name="framerateDeviation" type="xs:Real" use="optional"/>




<xs:attribute name="totalJitterDuration" type="xs:Real" use="optional"/>




<xs:attribute name="numberOfJitterEvents" type="xs:unsignedLong" use="optional"/>



</xs:simpleContent>



</xs:complexType>


</xs:complexType>

</xs:schema>

9.5.3.1
Use of Specific Values

"sessionType" value = {"download", "streaming", "mixed"}

9.5.3.2
Example XML for the Reception Report Request

<?xml version="1.0" encoding="UTF-8"?>

<receptionReport



xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" 



xsi:schemaLocation="http://www.example.com/mbmsReceptionReport.xsd">


<fileURI>"http://www.example.com/mbms-files/file1.3gp"</fileURI>


<fileURI>"http://www.example.com/mbms-files/file2.3gp"</fileURI>


<fileURI>"http://www.example.com/mbms-files/file4.3gp"</fileURI>

</receptionReport>

************************************* END OF AMENDMENTS ***********************************’
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