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Discussion

The following contribution proposes specification text for the delivery confirmation procedure in section 6.3.2.2 of TS 26.346. The assumptions with which this specification text are provided are:

· A delivery confirmation procedure is used on a per-file basis. The URL passed within the FLUTE FDT is used in identifying the file to the confirmation server.

· Delivery confirmation procedure can be selectively used on a per-service or per-file basis.

· Back-off timing is used in the same way as it is used for file-repair requests – different back-off values are allowed.

· Delivery confirmation server selection is carried out in the same fashion as specified for file-repair requests.

With that, an open question is left with regards to the interaction between delivery confirmation procedure and security procedures as they are being specified in SA3. In a recent joint SA3-SA4 meeting it was felt premature to come to a conclusion on this matter. This issue is left for further study.

Proposal

1. It is proposed to include the changes below in TS 26.346.

2. It is proposed to liaise with SA3 with regards to delivery confirmation and its interaction with key distribution procedures.

6.3.2.2
Delivery confirmation procedure

Following successful reception of content whether through MBMS-bearers only or using both MBMS and point-to-point bearers, a delivery confirmation procedure can be initiated by the MBMS Receiver (UE) to the BM-SC.

The MBMS Receiver shall be able to confirm the reception and successful delivery of content. If the BM-SC provided parameters require delivery confirmation then the MBMS Receiver must confirm the content reception. The delivery confirmation procedure may be used for reception-based charging.

Using the parameters provide by the BM-SC, the MBMS Receiver randomises the time at which the delivery confirmation procedure is initiated. This can be used to spread the load of numerous confirmations from multiple MBMS receiving UEs.


The MBMS receiver:

1. Identifies the complete download of a file
2. Determines the need to confirm the file’s successful reception
3. Calculates a random back-off time and selects a server randomly out of a list

4. Sends a delivery confirmation request  message to the selected server at the calculated time.

Then the server 

1. Responds with a delivery confirmation  response message either containing the requested data, or alternatively, describing an error case.

6.3.2.2.1 Identifying Complete Download
A file is determined to be completely received when it is fully received by either MBMS reception with FEC decoding (if FEC is actually used) or when it is completely downloaded using a File Repair Procedure (section 6.3.2.1).
6.3.2.2.2 Determining Whether a Delivery Confirmation Is Required
Upon successful download of a file, the MBMS Receiver must determine whether a delivery confirmation is required. Parameters related to delivery confirmation are passed with the associated procedure description instance either along with the session description or in-band with the delivered file and are used in determining whether a delivery confirmation is required.
The Delivery Confirmation Procedure is initiated if the following hold true:

- The delivery-confirmation-required parameter is set to true.
6.3.2.2.3 Back-off Timing
Back-off timing is used to spread the load of delivery confirmation requests and responses over time.

Back-off timing is performed according to the procedure described in section 6.3.2.1.2. The offset-time and random-time-period used for delivery confirmation may have different values than those used for file-repair and shall be signalled separately in the delivery confirmation associated procedure description instance.

6.3.2.2.4 Delivery Confirmation Server Selection
Delivery confirmation server selection is performed according to the procedure described in section 6.3.2.1.3.

6.3.2.2.5 Delivery Confirmation Request Message

Once the need for delivery confirmation has been established, the MBMS receiver sends one or more messages to the BM-SC indicating successful download of a particular file.  All delivery confirmation request and responses for a particular MBMS transmission shall take place in a single TCP session using the HTTP protocol [18].
The delivery confirmation request shall include the URI of the file for which delivery is being confirmed. URI is required to uniquely identify the file (resource).

The client makes a delivery confirmation request using the HTTP [18] request method GET. An HTTP session shall be used to confirm the successful delivery of a single file. If more than one file were downloaded in a particular MBMS download session, the MBMS client shall send separate HTTP GET requests for each file. 

An HTTP GET with a normal query shall be used to request the missing data.

The general HTTP URI syntax is as follows:

http_URL = "http:" "//" host [ ":" port ] [ abs_path [ "?" query ]] 
Where, for MBMS Delivery Confirmation Request:

query = application 

application = "mbms-rel6-delivery-confirm"

One example of a query is:

http://www.operator.com/greatmusic/number1.aac?mbms-rel6-delivery-confirm
6.3.2.2.6 Delivery Confirmation Response Message

An HTTP response is used as the delivery confirmation response message.

The HTTP header shall use a status code of 200 OK to signal successful processing of delivery confirmation. Other status codes may be used in error cases as defined in [18].

A delivery confirmation response message could be used to deliver keys (i.e. MSK or MTK) with the response allowing an MBMS receiver to decipher message content. The use of the delivery confirmation response for this purpose is FFS.






























