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1 Introduction

MBMS is discussed in a large number of 3GPP working groups. The SA4 working group is supposed to specify the MBMS User Services. This implies that a limited set of media codecs, formats and transport/application protocols for MBMS need to be specified. Information about typical MBMS applications will be useful to for the design of the UTRAN and GERAN bearers. Currently, two types of MBMS User Services are under discussion, namely the MBMS Streaming User Service and the MBMS Download User Service. This contribution discusses an MBMS System Overview for these two MBMS User services from an SA4 perspective and also draws the borderline to the SA2 and the SA3 working groups. 

External standardization bodies like OMA can potentially use the MBMS User Services and embed the protocols and procedures into existing Service enablers like messaging of push-to-talk. Also existing OMA technology like Digital Rights Management (DRM) can possibly be used in conjunction with the MBMS User Services.

1.1 Description of the “MBMS Download User Service”

The MBMS Download User Service allows the error-free transmission of files via the unidirectional MBMS Bearer Services. The files are “downloaded” and stored in the local files-system of the user equipment. The network triggers the transmission since the users are registered to the download service. There is no further user request necessary after the service registration (SA2-service activation procedure). Files may contain multimedia components or any other binary data. The MBMS Download User Service allows the transmission of an arbitrary number of files within a single data transfer phase. 
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Figure 1: Definition of MBMS Download Session
Figure 1 describes the principle of the MBMS Download User Service. The file transmission events are organized in MBMS Download Sessions. Each session is started with a header, which describes each file within the MBMS Download Session in terms of file name and file type (MIME Type). Note the current working assumption is to use FLUTE. The header in the figure is the FLUTE “File Delivery Table”. The service operator and the actual service determine the time between MBMS Download Sessions. 

Users of the MBMS Download User Service do not recognise the MBMS Downloading process itself, it is fully happening in background. The user is only informed about the completion of a MBMS download and that there is new information available in the phone. Depending on the service, the MBMS Download session requires a time-critical delivery of the information.

1.2 Description of the “MBMS Streaming User Service”

The MBMS Streaming User Service is aiming for a continuous transmission of data and the immediate play-out via the display and/or the loudspeaker. The MBMS Streaming Service is only considering multimedia data. Mobile terminals retrieve transmission details like MBMS Bearer Service ID and the used port before the UEs can activate the reception. On interaction of the user and when all parameters are known, the UE “tunes in” the transmission and stay until the user decides to leave the transmission. This can happen before the transmission ends.

Note, for Release 6 there is no dynamic bandwidth adaptation foreseen (SA4 LS on Hierarchical codecs [2]). The transmission bandwidth is once determined by the MBMS User Service Transmitter and not changed during the live-time of the MBMS streaming session. 

2 MBMS System Overview  

Figure 2 gives an overview on functions for the MBMS Download and the MBMS Streaming User Services. The figure includes the MBMS User service provision phases (arrow on the right side of the figure). The Phase “MBMS User Service activation / deactivation” is an individual phase and is triggered by a user interaction.  The break in the sequence indicates, that the service activation phases are independent from the session start/stop and the data transfer phases. The service provider initiates the establishment of the MBMS User Plane (Session Start/Stop and the Data Transfer Phases), when there is content to be transmitted.
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Figure 2: MBMS System Overview
The figure also shows the relations to other work areas. The MBMS Bearer Services, which is handled by the SA2 group is embedded in the SA4 procedures. The major part of the data is transferred via the MBMS Bearer Service. SA4 has added Post-Delivery procedures (ptpRepair) after the MBMS Bearer transmissions. The security functions are incorporated into the overview figure. One dedicated user authentication procedure is depicted in conjunction with the SA2 Service Activation procedure within the Session Establishment phase. 

The figure contains client and network functions. Interactions, which are only applicable for the MBMS Multicast Mode, are marked accordingly. 

3 Description of the MBMS User Service

3.1 MBMS Service Discovery (SA2 Announcement Phase)

“MBMS Service Discovery” phase provides all necessary information about available services and needed parameters to become member of a service. MBMS Service Discovery mechanism can provide information on available MBMS User service in a Pull Mode via Web- or WAP Portals or in a Push Mode via SMS or MBMS Download User Service. Note that the network functions of the MBMS service discovery are not in scope of SA4. Note that the “MBMS Service Discovery” phase is a superset of the SA2’s “Announcement” phase.

The MBMS Service Discovery phase provides all necessary information for the “Service Activation” triggered by the UE. The necessary parameters to configure the service activation are provided according to the Service Description Protocol (SDP) specification, which needs to be complemented by additional information containing additional service parameters. Additionally, the MBMS Service Discovery may include DRM/security descriptions.

3.2 MBMS User Service Activation and Deactivation

For the MBMS User service activation, the UE needs to perform security function and the SA2 service activation procedures. In case of the MBMS Multicast mode, an IGMP or MLD message is sent via a “default” PDP context and triggers the creation of the MBMS UE context in various nodes. The MBMS BS context is only created once when the very first MBMS UE context is created in a node. The basic idea behind these procedures is, that several UEs share one single bearer. The IP Multicast address and information on the MBMS User Service Receiving application is given via the MBMS Service Discovery mechanism.

In case the service requires user authentication, SA3 security procedures are performed before the SA2 “Service Activation” procedure. The “user authentication” procedure is a service optional security procedure. A password is derived from the shared secret (result of a GBA run; Note that SA3 has not agreed yet on a key management scheme) and used in the http-digest security procedure to authenticate the user (see SA3 documents [4], [5] for further details). 

The “User Authentication & Service Membership” phase provides procedures to register and authenticates users. The procedures shall follow the SA3 security specifications. In case of the MBMS Multicast Mode, it may authorize the service activation request (SA2 procedure) from the UE. The function is present, when security procedures like authentication and traffic encryption shall be performed.

3.3 Session Start / Stop

According to the SA2 specification [3], the BM-SC controls the activation and the release of the MBMS User plane (switching of the MBMS BS context between “Active” and “Idle”). The Service Provider might trigger this process on the availability of new content. The release of the user plane resources depends on the transmission duration of the content. The transmission duration depends in case of the MBMS Download User Service on the content size, on the (optional) Forward-Errror-Correction (FEC) overhead for error protection and the bitrate of the MBMS bearer. Note, that the optional FEC protection is not agreed in SA4, yet.

3.4 Data Transport

The “MBMS User Service Transmitter” contains the MBMS User Service specific transmission protocols. Optionally, the content is protected by a Forward Error Correction (FEC) code. The traffic is sent using either IP unicast addressing or IP Multicast addressing via the BM-SC onto the MBMS Bearer Service. Note, the BM-SC is able to take IP Unicast and IP Multicast traffic as input according to the SA2 MBMS specification [3]. 

In case of IP Unicast, the BM-SC is directly addressed by the MBMS User Service Transmitter and relays the traffic to IP Multicast. In case of IP Multicast, the traffic is routed through the BM-SC and the MBMS User Service Transmitter forwards the data to an IP Multicast group. Additionally the MC-Relay in the BM-SC may perform additional source authentication procedures to avoid unauthorized traffic entering the Core Network.

The “MBMS User Service Receiver” combines the reception via the MBMS Bearer Service and interactive bearer services in a controlled way. Optional “Post-Delivery Processing Servers” are invoked after the actual MBMS data reception from the clients. A typical post-delivery procedure already discussed in SA4 is a point-to-point repair mechanism for delivering missing data to clients of an MBMS Download User Service, which perceived unrecoverable packet losses during the broadcast/multicast transmission. The load of the point-to-point repair mechanism may be spread randomly in time (“time dispersion” is already agreed in SA4) and also across network elements.  The MBMS Bearer Service is configured to provide a constant bit rate as requested by the MBMS User Service. (RAN1 LS on MBMS parameters, [1]).  MBMS Bearer Service is expected to be service agnostic and can be configured by a Network Provider for MBMS Download and MBMS Streaming User Services. 

3.4.1 MBMS Download User Service

The MBMS Download process is fully happening in the background and is not recognized by the user. The user is only informed via the UI, that new information is locally available. 

After the data transmission phase the MBMS User Service Receiver may request missing data from a “Post-Delivery Processing Server”. Output of the MBMS User Service Receiver is in case of the MBMS Download User Service a “file”. The further processing of the received data and the proper presentation is not in scope of this document. It is assumed, that the existing multimedia software handles the play-out.
3.4.2 MBMS Streaming User Service

The MBMS Streaming is started on user interaction. The user is fully aware of the MBMS Streaming reception.  The MBMS Bearer User Service is likely a full application and not only a component like the MBMS Downloading User Service.

The “MBMS User Service Transmitters” sends in case of the MBMS Streaming User service a number of continuous RTP-streams via the MBMS Bearer Service to the “MBMS User Service Receivers”. The number of streams per MBMS User Service depends on the multimedia components of the Service. 

Output of the MBMS User Service Receiver is in case of the MBMS Streaming User Service a number of continuous media streams (e.g. audio and video stream). The required codecs for reception of MBMS Streaming User Service are provided during the MBMS Service Discovery phase.

The “MBMS User Service Transmitter” starts and stops sending the RTP-streams according to the “Transmission Controller”. Users do not have a direct influence on the transmission duration or on the quality of the transmitted media.  

4 Proposal for an MBMS System Overview TR

A separate technical report shall be created which contains the system overview of the MBMS System and the usage of the MBMS User Services. MBMS is a complex system extension and currently discussed in several 3GPP groups. SA4 considers the combination of the MBMS Bearer Service with interactive bearers to provide convenient services. The combination with interactive bearers will increase the flexibility of the MBMS User Services, but also increase the need to describe the usage of the MBMS User Services. The TR shall describe details of the SA4 parts, which includes the interfaces to other 3GPP SA groups as well.
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