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1. Introduction
This paper proposes a new approach to Forward Error Correction for MBMS which avoids the need to standardise a particular Forward Error Correction code. This paper describes the concept. A companion paper provides a technical realisation of the concept.

In outline, the idea is that receivers are equipped with a ‘Universal Decoder’ which provides a general-purpose framework for a large class of forward error correction codes. When a particular code is to be used, then configuration information, possibly sent as part of the actual data stream, informs the ‘Universal Decoder’ of the details of the code, allowing it to perform decoding.

An important aspect of the idea is that where individual codes are covered by IPR, then the aspects which are protected should be encapsulated within the configuration information, not within the Universal Decoder itself. Implementation of the Universal Decoder itself should not infringe such IPR – in fact it should be clear that the decoding techniques used within the Universal Decoder may be standard prior art techniques. Any licences needed to practice a particular code will need to be obtained by the manufacturer of the equipment which is sending the data and constructing the configuration information.

Aside from IPR concerns, a principle advantage of this approach is that the code to be used is chosen at the time a service is deployed, not when a terminal/client is developed and delpoyed. The code choice can therefore be adapted according to:
· application requirements

· deployed user equipment capabilities

· deployed radio network capabilities

· real-world experience of MBMS services and FEC

We consider these points in more detail in the following sections and finally consider the technical viability of the approach.

2.
Adapting codes to application requirements

Differing applications have different requirements in terms of forward error correction. For example, for streaming and downloading of multimedia content it may be acceptable for a small amount of data to never be recovered by the UE. But for download of many types of file it is essential that the entire file is received. This may be achieved by use of a ‘repair server’ or it may be possible to use a forwards error correction code which can deliver the entire file to the required percentage of users.
Also, some kinds of data have a very short ‘lifetime’ after which they are not useful (for example share quotes). If the data has not been recovered within this lifetime there is little point in continuing to try to recover it. This may affect the amount/type of forwards error correction that is needed.

Equally, for some services files may be downloaded in background, using small amounts of radio resource over a long period of time (e.g. overnight). In this case, losses may occur due to UEs being temporarily out of coverage or even switched off.

It is not straightforward, therefore, to decide in advance on a single code which is suitable for all applications, including both download and streaming.

3.
Adapting codes to user equipment capabilities

Different forwards error correction codes have different properties in terms of computational complexity and memory requirements. Often there is a trade-off between performance characteristics of the code in terms of correction capabilities and the computational/memory load. Furthermore, there is a tradeoff between these aspects and the decision on whether to use patented codes.

Additionally, codes differ in ‘memory access requirements’ i.e. how much data needs to be stored in fast, easily accessible, memory rather than the slower main data store sometimes found on mobile equipment.

It is an advantage, therefore, if the choice of code can be made based on the known characteristics of the actually deployed terminals. A code standardised in advance would need to be based on ‘least common denominator’ capabilities of the expected terminals. If instead the decision can be made later, then better codes can be used.

4.
Adapting codes to deployed radio network capabilities

The choice of FEC code is clearly highly dependent on the characteristics of the channel between sender and receiver, which for UMTS depends largely on the radio capabilities. For example, streaming bearers may or may not be available. Techniques to reserve bandwidth for MBMS during congestion may or may not be available. The actual observed characteristics of point-to-multipoint connections across widely differing cell conditions may differ from those expected and simulated in advance.

Therefore it’s an advantage to have as much flexibility as possible in the codes used, not just the parameters of a pre-standardised code.

5.
Viability of the approach

One implementation of this approach would be to choose a platform-independent execution environment (for example the Java Virtual Machine) and download the entire decoder. i.e. the “configuration information” that is sent with the decoded data would be the actual Java bytecode for the decoder. This implementation might not be viable for the following reasons:

· Computational overhead of interpreting the Java bytecode

· Memory management overhead inherent in platform-independent Object Oriented approach

· Security issues

· The bytecode of the entire decoder may be quite large

· Inability to optimise the decoding routine for the particular platform

These disadvantages could be mitigated by optimising the virtual machine design for the purpose of decoding FEC codes. For example dedicated instructions could be provided for manipulating the kinds of data structures which occur in this task. However, the design of such a general-purpose virtual machine which is powerful enough to implement an FEC decoder becomes very complex. Equally, any approach in which the actual decoding operations are performed within a virtual machine will be significantly less computationally efficient than a natively implemented decoder. Furthermore, tools such as compilers and debuggers would need to be developed for this Virtual Machine.
A companion contribution proposes an implementation which avoids the above disadvantages.
6.
Conclusion

We proposed to consider a “Universal Decoder” approach for MBMS Forward Error Correction. This approach avoids the need to standardise on a single Forward Error Correction scheme. Instead, the scheme to be used may be chosen at deployment time without the need to modify deployed clients. Such a choice can then be based on many more factors including:

· Actual application requirements

· Actual deployed client capabilities

· Actual observed radio performance

· Cost/benefit tradeoff of patented codes

These factors cannot accurately be evaluated at an earlier stage (for example, now).
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