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6.2.4.6	Packet Count Test
[Editor’s note: Require Packet Count to match reported RTP stream. Essential test]
Purpose:	Test if the reported packet count corresponds with sent RTP packets.
Status:	Mandatory
Preconditions:	1) The system under test has passed test 6.2.2.3.
2) The system under test is pre-configured to send RTP packets during the test session, e.g. set as send-receive or send-only.
Test procedure:	1) Observe the system under test output.
2) Note the "sender’s packet count" field () of each RTCP packet sent from the system under test.
3) Count the number of RTCP packets () sent from the system under test.
4) Count and note the number of RTP packets () sent from the system under test between each pair  of subsequent RTCP packets,
5) For each pair of subsequent RTCP packets, calculate the difference in packet count,
.
Stop condition:	1) RTP packets are sent.
2) At least three RTCP packets are sent after the first RTP packet (one or more RTCP packets may be sent before first RTP packet).
Pass criteria:	.
Comments:	The test result is agnostic to RTP packets being received by the system under test or not.
6.2.4.7	Wrapped Packet Count Test
[Editor’s note: Require Packet Count to consistent with reported RTP stream also after wrap. Essential test]
Purpose:	Test if the reported packet count corresponds with sent RTP packets, even when the "sender’s packet count" field wraps around.
Status:	Conditionally Mandatory (precondition 3)
Preconditions:	1) The system under test has passed test 6.2.4.6.
2) The system under test is pre-configured to send RTP packets during the test session, e.g. set as send-receive or send-only.
3) The "sender’s packet count" field in the first RTCP packet Sender Information is set to a value close to 232-1 (when interpreted as an unsigned 32-bit integer), such that the value will wrap during the test.
Test procedure:	1) Observe the system under test output.
2) Note the "sender’s packet count" field () of each RTCP packet sent from the system under test.
3) Count the number of RTCP packets () sent from the system under test.
4) Count and note the number of RTP packets () sent from the system under test between each pair  of subsequent RTCP packets,
5) For each pair of subsequent RTCP packets where  when interpreting  and  as unsigned 32-bit values, calculate the difference in packet count, .
6) For each pair of subsequent RTCP packets where  when interpreting  and  as unsigned 32-bit values, calculate . 
Stop condition:	1) RTP packets are sent.
2) At least three RTCP packets are sent after the first RTP packet (one or more RTCP packets may be sent before first RTP packet).
3) The "sender’s packet count" field in the last RTCP packet Sender Information is less than the "sender’s packet count" field in the first RTCP packet Sender Information, when interpreting those fields as unsigned 32-bit integers.
Pass criteria:	.
Comments:	The test result is agnostic to RTP packets being received by the system under test or not.
6.2.4.8	Octet Count Test
[Editor’s note: Require Octet Count to match reported RTP stream. Essential test]
Purpose:	Test if the reported octet count corresponds with sent RTP packets.
Status:	Mandatory
Preconditions:	1) The system under test has passed test 6.2.2.3.
2) The system under test is pre-configured to send RTP packets during the test session, e.g. set as send-receive or send-only.
Test procedure:	1) Observe the system under test output.
2) Note the "sender’s octet count" field () of each RTCP packet sent from the system under test.
3) Count the number of RTCP packets () sent from the system under test.
4) Count and note the number of RTP packets () sent from the system under test between each pair  of subsequent RTCP packets.
5) Note the RTP payload size (), with , excluding RTP and lower layer headers and any RTP padding, of each RTP packet sent from the system under test between each pair of subsequent RTCP packets.
6) For each pair of subsequent RTCP packets, calculate the difference in octet count, , and sum of RTP payload sizes  with . 
Stop condition:	1) RTP packets are sent.
2) At least three RTCP packets are sent after the first RTP packet (one or more RTCP packets may be sent before first RTP packet).
Pass criteria:	.
Comments:	The test result is agnostic to RTP packets being received by the system under test or not.

[bookmark: _Toc22861943]6.2.4.9	Wrapped Octet Count Test
[Editor’s note: Require Octet Count to be consistent with reported RTP stream also after wrap. Essential test]
Purpose:	Test if the reported octet count corresponds with sent RTP packets, even when the "sender’s octet count" field wraps around.
Status:	Conditionally Mandatory (precondition 3)
Preconditions:	1) The system under test has passed test 6.2.4.8.
2) The system under test is pre-configured to send RTP packets during the test session, e.g. set as send-receive or send-only.
3) The "sender’s octet count" field in the first RTCP packet Sender Information is set to a value close to 232-1 (when interpreted as an unsigned 32-bit integer), such that the value will wrap during the test.
Test procedure:	1) Observe the system under test output.
2) Note the "sender’s octet count" field () of each RTCP packet sent from the system under test.
3) Count the number of RTCP packets () sent from the system under test.
4) Count and note the number of RTP packets () sent from the system under test between each pair  of subsequent RTCP packets,
5) Note the RTP payload size (), with , excluding RTP and lower layer headers and any RTP padding, of each RTP packet sent from the system under test between each pair of subsequent RTCP packets.
6) For each pair of subsequent RTCP packets, calculate the sum of RTP payload sizes  with .
7) For each pair of subsequent RTCP packets where  when interpreting  and  as unsigned 32-bit values, calculate the difference in octet count, . 
8) For each pair of subsequent RTCP packets where  when interpreting  and  as unsigned 32-bit values, calculate .
Stop condition:	1) RTP packets are sent.
2) At least three RTCP packets are sent after the first RTP packet (one or more RTCP packets may be sent before first RTP packet).
3) The "sender’s octet count" field in the last RTCP packet Sender Information is less than the "sender’s octet count" field in the first RTCP packet Sender Information, when interpreting those fields as unsigned 32-bit integers
Pass criteria:	.
Comments:	The test result is agnostic to RTP packets being received by the system under test or not.
	[bookmark: _Hlk12284912]Next Change


[bookmark: _Toc22861946]6.2.5.2	Canonical End-point Identifier (CNAME) Test
[Editor’s note: Shall be present in every compound RTCP packet; tested in 6.2.2.6. There are no restrictions on CNAME content beyond that it shall be identical for every RTCP packet belonging to the same RTP stream.]
Purpose:	Test if CNAME content is identical for every RTCP packet belonging to the same RTP stream.
Status:	Mandatory
Preconditions:	1) The system under test has passed test 6.2.5.1.
2) The system under test is pre-configured to send RTP packets during the test session, e.g. set as send-receive or send-only.
Test procedure:	1) Observe system under test output.
2) Note the "SSRC of sender" field () and CNAME SDES item field () values of each RTCP packet sent from the system under test.
3) Count the number of RTCP packets () sent from the system under test. 
Stop condition:	1) RTP packets are sent from the system under test.
2) At least three RTCP packets are sent per used SSRC identifier after sending the first RTP packet for that SSRC identifier (one or more RTCP packets may be sent before first RTP packet for each SSRC).
Pass criteria:	. 
Comments:	The test result is agnostic to RTP packets being received by the system under test or not.
	Next Change


[bookmark: _Toc22861949]6.2.6.2	SSRC Completeness Test
[Editor’s note: The stop condition must allow that not all SSRC in the RTP session are reported in a single RTCP packet (due to MTU size limitations) but are split across multiple RTCP packets.]
Purpose:	[Describes what is tested]Test if all RTP streams (all SSRC) used in the RTP session are reported on, while allowing that not all RTP streams are reported in every RTCP packet (e.g. due to RTCP packet MTU restrictions).
Status:	Conditionally Mandatory (Precondition 1)
Preconditions:	1) The system under test is capable of using multiple simultaneous RTP streams in a single RTP session.
2) The system under test has passed test 6.2.6.1.
3) The system under test is pre-configured to receive RTP packets during the test session, e.g. set as send-receive or receive-only.
4) Data injection is set to send RTP.
5) The number of simultaneously used, unique, SSRC identifiers values to be sent by the data injection in the RTP session () is known a-priori (only one in the single-stream case).
Test procedure:	1) Observe system under test and data injection output, .
2) nNoteing which SSRC values () and report count () that are included in RTCP report blocks sent from the system under test.
3) Count the number of RTCP packets () sent from the system under test.
4) and Note which SSRC values () that are included in RTP headers of RTP packets sent from data injection.
5) Calculate the number of received report blocks .
Stop condition:	[TBD.]1) At least one RTP packet with SSRC value  is sent from data injection for all .
2) .

Pass criteria:	All SSRC field values that can be found in RTP packet headers sent from data injection can also be found as SSRC field values in at least one of the RTCP report blocks sent from the system under test. .
Comments:	The test result is agnostic to RTP packets being sent by the system under test or not.
	Next Change


[bookmark: _Toc22861954]6.2.6.7	Wrapped Loss Test
[Editor’s note: Must be consistent on sequence number wrap]
[bookmark: _Toc22861955]Purpose:	Test if the "fraction lost" and "cumulative number of packets lost" fields in the receiver report are consistent with one another and with the "extended last sequence number received" field, even when the RTP "sequence number" field wraps around.
Status:	Conditionally Mandatory (Precondition 4)
Preconditions:	1) The system under test has passed tests 6.2.6.6 and 6.2.6.12.
2) The system under test is pre-configured to receive RTP packets during the test session, e.g. set as send-receive or receive-only.
3) Data injection is set to send a single RTP stream (one SSRC) with loss according to test procedure (below).
4) The "sequence number" (SN) field in the first RTP packet sent from data injection is set to a value close to 216-1 (when interpreted as an unsigned 16-bit integer), such that the value will wrap during the test.
Test procedure:	1) Observe system under test and data injection output.
2) Note the extended last sequence number received (), fraction lost () and cumulative number of packets lost () for each RTCP report block sent from the system under test reporting on the RTP stream sent from data injection.
3) An RTCP packet, , is sent from the system under test, reporting on the RTP stream from data injection.
4) Drop RTP packets from data injection to the system under test according to step 9 below.
5) An RTCP packet, , is sent from the system under test, reporting on the RTP stream from data injection.
6) Calculate number of packets sent .
7) Calculate fraction lost , with  set according to 9a) – 9e) below.
8) Calculate packets lost .
9) Repeat steps 4 – 8, dropping:
	a) A single RTP packet; .
	b) Two RTP packets in succession; .
	c) Two RTP packets with three RTP packets in between; .
	d) Every third RTP packet; .
	e) Every other RTP packet; .
Stop condition:	Step 8 is fulfilled for , repetition 9e).
Pass criteria:	1) .
2) .
Comments:	The test result is agnostic to RTP packets being sent by the system under test or not.
It is assumed that the information in extended last sequence number received is correct and enough to correlate with actual, observed RTP packet loss.
6.2.6.8	Duplicate Loss Test
[Editor’s note: Must be consistent on receiving duplicate RTP packets; duplicates decrement cumulative packets lost (clamped, signed integer!), fraction lost shall be 0 if loss is negative.]
Purpose:	Test if the "fraction lost" and "cumulative number of packets lost" fields in the receiver report are consistent with one another and with the "extended last sequence number received" field, even when receiving duplicate RTP packets (with duplicate values in "sequence number" field).
Status:	Conditionally Mandatory (Precondition 4)
Preconditions:	1) The system under test has passed test 6.2.6.6.
2) The system under test is pre-configured to receive RTP packets during the test session, e.g. set as send-receive or receive-only.
3) Data injection is set to send a single RTP stream (one SSRC) with loss according to test procedure (below).
4) Data injection is set to send some RTP packets multiple times according to test procedure (below).
Test procedure:	1) Observe system under test and data injection output.
2) Note the extended last sequence number received (), fraction lost () and cumulative number of packets lost () for each RTCP report block sent from the system under test reporting on the RTP stream sent from data injection.
3) An RTCP packet, , is sent from the system under test, reporting on the RTP stream from data injection.
4) Drop and repeat RTP packets from data injection to the system under test according to step 9 below.
5) An RTCP packet, , is sent from the system under test, reporting on the RTP stream from data injection.
6) Calculate number of packets sent .
7) Calculate fraction lost , with  and  set according to 9a) – 9e) below.
8) Calculate packets lost .
9) Repeat steps 4 – 8:
	a) Drop a single RTP packet, repeat a single non-dropped RTP packet;
		.
	b) Drop two RTP packets in succession, repeat a single non-dropped RTP packet;
		.
	c) Drop two RTP packets with three RTP packets in between, repeat three non-dropped RTP packets;
		.
	d) Drop every third RTP packet, repeat every third non-dropped RTP packet;
		.
	e) Drop every other RTP packet, repeat every third non-dropped RTP packet;
		.
Stop condition:	Step 8 is fulfilled for , repetition 9e).
Pass criteria:	1) .
2) .
Comments:	The test result is agnostic to RTP packets being sent by the system under test or not.
It is assumed that the information in extended last sequence number received is correct and enough to correlate with actual, observed RTP packet loss.
6.2.6.9	Out-of-sequence Loss Test
[Editor’s note: Test also loss for out-of-sequence RTP packets; late arriving packets shall not be counted as lost in cumulative packets lost.]
[bookmark: _Toc22861956]Purpose:	Test if the "fraction lost" and "cumulative number of packets lost" fields in the receiver report are consistent with one another and with the "extended last sequence number received" field, even when receiving RTP packets with the "sequence number" field not monotonically incrementing.
Status:	Conditionally Mandatory (Precondition 3)
Preconditions:	1) The system under test has passed test 6.2.6.13.
2) The system under test is pre-configured to receive RTP packets during the test session, e.g. set as send-receive or receive-only.
3) Data injection is set to send a single RTP stream (one SSRC) where the "sequence number" field in the RTP packet header is not generated with a constant increment of 1 (n, n+1, n+2, …) but with alternating increments of -1 and 3 (n+1, n, n+3, n+2, …).
Test procedure:	1) Observe the system under test and data injection output.
2) Note the extended last sequence number received (), fraction lost () and cumulative number of packets lost () for each RTCP report block sent from the system under test reporting on the RTP stream sent from data injection.
3) An RTCP packet, , is sent from the system under test, reporting on the RTP stream from data injection.
4) Drop and repeat RTP packets from data injection to the system under test according to step 9 below.
5) An RTCP packet, , is sent from the system under test, reporting on the RTP stream from data injection.
6) Calculate number of packets sent .
7) Calculate fraction lost , with  set according to 9a) – 9e) below.
8) Calculate packets lost .
9) Repeat steps 4 – 8:
	a) Drop a single RTP packet;
		.
	b) Drop two RTP packets in succession;
		.
	c) Drop two RTP packets with three RTP packets in between;
		.
	d) Drop every third RTP packet;
		.
	e) Drop every other RTP packet;
		.
Stop condition:	Step 8 is fulfilled for , repetition 9e).
Pass criteria:	1) .
2) .
Comments:	The test result is agnostic to RTP packets being sent by the system under test or not.
6.2.6.910	All Loss Test
[Editor’s note: There must be no report block for an SSRC where no packets are received, but loss state must be consistent (not reset) when reported again.]
[bookmark: _Toc22861957]6.2.6.110	Extended Highest Sequence Number Received Test
[Editor’s note: Must match received RTP.]
[bookmark: _Toc22861958]Purpose:	Test if the "extended last sequence number received" field in the receiver report is consistent with received RTP "sequence number" field.
Status:	Mandatory
Preconditions:	1) The system under test has passed test 6.2.6.1.
2) The system under test is pre-configured to receive RTP packets during the test session, e.g. set as send-receive or receive-only.
3) Data injection is set to send a single RTP stream (one SSRC).
4) The "sequence number" (SN) field in the first RTP packet sent from data injection is monotonously increasing (see 6.2.6.12 for test of wrapped value).
Test procedure:	1) Observe the system under test and data injection output.
2) Note the "extended last sequence number received" field () of each RTCP packet sent from the system under test.
3) Count the number of RTCP packets () sent from the system under test.
4) Count the number of sent RTP packets () sent from data injection between each pair  of subsequent RTCP packets sent from the system under test.
5) Note the "sequence number" field () of each RTP packet, with .
6) Note the RTP packet number, , where , or if no RTP packet with such  exists, set .
Stop condition:	1) RTP packets are sent from data injection.
2) At least three RTCP packets are sent from the system under test after the first RTP packet from data injection (one or more RTCP packets may be sent before first RTP packet).
Pass criteria:	.
Comments:	The test result is agnostic to RTP packets being sent by the system under test or not.

6.2.6.121	Wrapped Extended Highest Sequence Number Received Test
[Editor’s note: Must match received RTP and be consistent even on RTP SN wraparound]
[bookmark: _Toc22861959]Purpose:	Test if the "extended last sequence number received" field in the receiver report is consistent with received RTP "sequence number" field, even when the "sequence number" field wraps around, and the extended part above 16 bits is properly incremented after wrap.
Status:	Conditionally Mandatory (Precondition 4)
Preconditions:	1) The system under test has passed test 6.2.6.11.
2) The system under test is pre-configured to receive RTP packets during the test session, e.g. set as send-receive or receive-only.
3) Data injection is set to send a single RTP stream (one SSRC).
4) The "sequence number" (SN) field in the first RTP packet sent from data injection is set to a value close to 216-1 (when interpreted as an unsigned 16-bit integer), such that the value will wrap during the test.
Test procedure:	1) Observe the system under test and data injection output.
2) Note the "extended last sequence number received" field () of each RTCP packet sent from the system under test.
3) Count the number of RTCP packets () sent from the system under test.
4) Count the number of sent RTP packets () sent from data injection between each pair  of subsequent RTCP packets sent from the system under test.
5) Note the "sequence number" field () of each RTP packet, with .
6) Note the RTP packet number, , where , or if no RTP packet with such  is received, set .
Stop condition:	1) RTP packets are sent from data injection.
2) At least three RTCP packets are sent from the system under test after the first RTP packet from data injection (one or more RTCP packets may be sent before first RTP packet).
3)  when interpreted as unsigned 16-bit integers.
Pass criteria:	1) .
2) .
Comments:	The test result is agnostic to RTP packets being sent by the system under test or not.
6.2.6.13	Out-of-sequence Extended Highest Sequence Number Received Test
Purpose:	Test if the "extended last sequence number received" field in the receiver report is consistent with received RTP "sequence number" field, even when receiving RTP packets with the "sequence number" field not monotonically incrementing.
Status:	Conditionally Mandatory (Precondition 3)
Preconditions:	1) The system under test has passed test 6.2.6.11.
2) The system under test is pre-configured to receive RTP packets during the test session, e.g. set as send-receive or receive-only.
3) Data injection is set to send a single RTP stream (one SSRC) where the "sequence number" field in the RTP packet header is not generated with a constant increment of 1 (n, n+1, n+2, …) but with alternating increments of -1 and 3 (n+1, n, n+3, n+2, …).
Test procedure:	1) Observe the system under test and data injection output.
2) Note the "extended last sequence number received" field () of each RTCP packet sent from the system under test.
3) Count the number of RTCP packets () sent from the system under test.
4) Count the number of sent RTP packets () sent from data injection between each pair  of subsequent RTCP packets sent from the system under test.
5) Note the "sequence number" field () of each RTP packet, with .
6) Note the RTP packet number, , where , or if no RTP packet with such  is received, set .
Stop condition:	1) RTP packets are sent from data injection.
2) At least three RTCP packets are sent from the system under test after the first RTP packet from data injection (one or more RTCP packets may be sent before first RTP packet).
Pass criteria:	1) .
2) .
Comments:	The test result is agnostic to RTP packets being sent by the system under test or not.
6.2.6.142	Interarrival Jitter Test
[Editor’s note: Must match received RTP but it is unclear how to construct suitable data injection, or how to define a suitable tolerance. One case to test is without jitter.]
[bookmark: _Toc22861960]Purpose:	Test if the "interarrival jitter" field in the receiver report, as described by RTP [2] section 6.4.1, is consistent with received RTP packets.
Status:	Conditionally Mandatory (Precondition 3)
Preconditions:	1) The system under test has passed tests 6.2.4.2, 6.2.4.4, and 6.2.6.1.
2) The system under test is pre-configured to receive RTP packets during the test session, e.g. set as send-receive or receive-only.
3) Data injection is set to send a single RTP stream (one SSRC) that is subjected to delay variations according to delay and loss profiles from TS 26.132 [11] Annex E.3.
Test procedure:	1) Observe the system under test and data injection output.
2) Retrieve RTP Time Stamp rate information (), e.g. from "<clock rate>" on the SDP "a=rtpmap:<payload type> <encoding name>/<clock rate>" line, applicable for the RTP stream that the RTCP packets are associated with.
3) For each delay and loss profile  from dly_profile_20msDRX_10pctBLER_e2e and dly_profile_20msDRX_10pctBLER_ue1_to_eNB2 in TS 26.131 [11] Annex E.3, repeat the following steps:
4) Start data injection sending RTP packets subjected to delay variations according to the delay and loss profile.
5) Note the reception time () and "interarrival jitter" () field in the report block of each RTCP packet sent from the system under test.
6) Count the number of RTCP packets () sent from the system under test.
7) Count the number of sent RTP packets () sent from data injection between each pair  of subsequent RTCP packets sent from the system under test.
8) Note the reception time () and "timestamp" field () of each RTP packet, with .
9) Calculate the arrival time  in timestamp units of each RTP packet, with , and where  is the reception time of the first received RTP packet with timestamp .
10) Calculate the difference in packet spacing , with .
11) Calculate (not using integer arithmetic) the filtered packet jitter , where , with , where  corresponds to the filtered packet jitter reported in previous RTCP packet, and .
12) When there are no more delay and loss profile data to apply to RTP packets, stop sending RTP packets to avoid further impact to .
Stop condition:	1) RTP packets are sent from data injection.
2) At least one RTCP packet is sent from the system under test after the last RTP packet from data injection, for each delay and loss profile.
Pass criteria:	, for all , where expected, nominal values based only on delay and loss profile content, excluding any data injection implementation impact, are (for information):
	Delay and loss profile
	
	
	
	

	dly_profile_20msDRX_10pctBLER_e2e
	1
	8000
	93
	186

	dly_profile_20msDRX_10pctBLER_ue1_to_eNB2
	2
	8000
	27
	55



Comments:	The test result is agnostic to RTP packets being sent by the system under test or not.
6.2.6.153	Duplicate Interarrival Jitter Test
[Editor’s note: Must match received RTP even in the presence of duplicate RTP packets.]
[bookmark: _Toc22861961]6.2.6.164	Last Sender Report Timestamp Test
[Editor’s note: Must contain middle 32 bits from the 64-bit NTP timestamp of the last received SR packet for the reported SSRC in the other direction; that RTP packets but no SR was received yet should be considered error condition tested by 6.2.2.3. Important test]
[bookmark: _Toc22861962]Purpose:	Test if the LSR field in the receiver report from the system under test corresponds to middle 32 bits of "NTP timestamp" 64-bit field for some previous RTCP sender report sender info received from data injection.
Status:	Mandatory
Preconditions:	1) The system under test has passed test 6.2.2.7.
2) The system under test is pre-configured to receive RTP packets during the test session, e.g. set as send-receive or receive-only.
3) Data injection is set to send a single RTP stream (one SSRC).
Test procedure:	1) Observe the system under test and data injection output.
2) Note the LSR field () in the report block of each RTCP packet sent from the system under test.
3) Count the number of RTCP packets () sent from the system under test.
4) Note the "NTP timestamp, most significant word" () and "NTP timestamp, least significant word" () fields in the sender information of each RTCP packet sent from data injection.
5) Count the number of RTCP packets () sent from data injection.
6) Calculate the reduced-precision last SR NTP time  for each RTCP packet sent from data injection, with .
7) Note the RTCP packet number sent from data injection, , where , or if no RTCP packet with such  exists, set .
Stop condition:	1) RTP packets are sent from data injection.
2) RTCP packets are sent from data injection.
3) At least three RTCP packets with  are sent from the system under test after the first RTCP packet from data injection.
Pass criteria:	.
Comments:	The test result is agnostic to RTP packets being sent by the system under test or not.
6.2.6.175	Delay Since Last SR Test
[Editor’s note: Must "closely agree" (define tolerance; general and/or related to test instrument precision) with test instrument estimate of SR and corresponding RR reception timing. Important test]
Purpose:	Test if the reception time and delay since last SR field in the receiver report from the system under test is consistent with observed reception time and NTP timestamp field of the corresponding RTCP sender report sender info from data injection.
Status:	Mandatory
Preconditions:	1) The system under test has passed test 6.2.6.16.
2) The system under test is pre-configured to receive RTP packets during the test session, e.g. set as send-receive or receive-only.
3) Data injection is set to send a single RTP stream (one SSRC).
Test procedure:	1) Observe the system under test and data injection output.
2) Note the LSR () and "delay since last LSR" (DLSR) () fields in the report block and reception time () of each RTCP packet sent from the system under test.
3) Count the number of RTCP packets () sent from the system under test.
4) Note the "NTP timestamp, most significant word" () and "NTP timestamp, least significant word" () fields in the sender information, and reception time () of each RTCP packet sent from data injection.
5) Count the number of RTCP packets () sent from data injection.
6) Calculate the reduced-precision last SR NTP time  for each RTCP packet sent from data injection, with .
7) Calculate the data injection reporting interval , for .
8) Note the RTCP packet number sent from data injection, , where , or if no RTCP packet with such  exists, set .
9) Calculate the observed round-trip reporting time,  for all  with .
10) Calculate the round-trip time,  for all  with .
Stop condition:	1) RTP packets are sent from data injection.
2) RTCP packets are sent from data injection.
3) At least three RTCP packets with  and  are sent from the system under test after the first RTCP packet from data injection.
Pass criteria:	1)  for all  with .
2)  for all  with  and .
Comments:	The test result is agnostic to RTP packets being sent by the system under test or not.
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