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[bookmark: _Toc524217957]
	[bookmark: _Hlk12284787]First Change


[bookmark: _Toc22861906][bookmark: _Toc22861927]3	Definitions of terms, symbols and abbreviations
This clause and its three subclauses are mandatory. The contents shall be shown as "void" if the TS/TR does not define any terms, symbols, or abbreviations.
[bookmark: _Toc22861907]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc22861908]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>
	Equal to.
	Not equal to.
	Less than.
	Less than or equal to.
	Greater than.
	Greater than or equal to.
	Addition.
 	Subtraction.
	Multiplication (when unambiguous, also by juxtaposition of expressions, e.g. ).
	Division.
%	Modulo, e.g. a % b, where the result is the remainder from a divided by b.
	Sum, e.g.  is the sum of  over index  ranging from  to .
&	Bitwise AND.
|	Bitwise OR.
	Logical shift left, e.g. , where  is shifted left  bits, shifting in 0 in least significant bit.
	Logical shift right, e.g.  where  is shifted right  bits, shifting in 0 in most significant bit.
	Belongs to.
	For all.
	Exists.
	Does not exist.
	Range of values, from  to , inclusive.
	Set of unordered, unique values created from .
	Absolute value of .
	Integer value of , the floor value, rounded towards zero.


[bookmark: _Toc22861909]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
<ACRONYM>	<Explanation>
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 [6.2.3.2	RTCP Basic Interval Test
[Editor’s note: Consider if this should be split to a mandatory "RTCP Point-to-Point Interval Test" that allows a constant RTCP interval of (ca) 5 seconds, and a "RTCP Multiparty and Multistream Interval Test" that follows RFC 3158 and is conditionally mandatory for implementations supporting multistream.]
Purpose:	[Describes what is tested]Test if the non-reduced, minimum time interval with which RTCP packets are sent complies with IETF RFC 3550 [2], including prescribed randomization of the time interval.
Status:	Mandatory
Preconditions:	1) The system under test is pre-configured to not send any RTP packets, e.g. set as receive-only.
2) The system under test is pre-configured with default RTCP timing (based on 5% RTCP bandwidth), e.g. neither "b=RS" nor "b=RR" are included in the SDP answer.
3) The system under test is set to not use the reduced minimum RTCP interval for high bandwidth sessions (see test 6.2.3.4).
4) The system under test is set to use an RTP session bandwidth of at least 1000 kbit/s, e.g. pre-configured or negotiated in SDP through "b=AS:1000" being included in the SDP answer. If that high RTP session bandwidth cannot be set, the maximum possible RTP session bandwidth should instead be set.
5) The data injection to the system under test is set to not send any RTP packets, such that the system under test does not receive any RTP packets (that is, no RTP packets will be sent to or from the system under test).
Test procedure:	1) Observe the system under test output.
2) Note the reception time (ti) of each RTCP packet sent from the system under test.
3) Count the number of RTCP packets, n, sent from the system under test.
4) For each pair of subsequent RTCP packets, calculate the difference in reception time (called the interval), Ii = ti – ti-1 for i=[2..n].
5) Calculate the average RTCP interval I = 1/(n-1) * ∑ i=[2..n] Ii.
Stop condition:	At least 10 minutes, or 100 RTCP packets are received, whichever is less.
Pass criteria:	1) 2 seconds ≤ mini Ii ≤ 2.5 seconds.
2) 5.5 seconds ≤ maxi Ii ≤ 7 seconds.
3) 4.5 seconds ≤ I ≤ 5.5 seconds.
Comments:	The RTP testing strategies in [3] recommends the test to run for at least 20 minutes and highlights that an implementation fails the test if the RTCP packets are sent with a constant interval (not randomized).
[bookmark: _Toc22861928]6.2.3.3	RTCP Low Bandwidth Test
[Editor’s note: Will this ever be something else than the minimum 5 seconds!?]
Purpose:	[Describes what is tested]Test if the non-reduced time interval with which RTCP packets are sent complies with used RTP and RTCP bandwidth, and the recommended minimum time interval as specified by IETF RFC 3550 [2].
Status:	Mandatory
Preconditions:	1) The system under test is pre-configured with default RTCP timing (based on 5% RTCP bandwidth), e.g. neither "b=RS" nor "b=RR" are included in the SDP answer.
2) The system under test is pre-configured to send and receive RTP packets during the test session, e.g. set as send-receive in SDP answer.
3) The RTP session bandwidth is set lower than 72 kbit/s, e.g. through b=AS included in SDP answer.
Test procedure:	1) Set the data injection to send a single RTP stream (one SSRC) to the system under test.
2) Observe the system under test output.
3) Note the reception time (ti) and size (Si) in bits of each RTCP packet sent from the system under test, including UDP and IP headers.
4) Count the number of RTCP packets, n, sent from the system under test.
5) For each pair of subsequent RTCP packets, calculate the difference in reception time,
Ii = ti – ti-1 for i=[2..n].
6) Calculate the average RTCP interval I = 1/(n-1) * ∑ i=[2..n] Ii.
7) Calculate the average RTCP bandwidth B = (∑ i=[1..n-1] Si ) / (∑ i=[2..n] Ii).
8) Calculate the average RTCP packet size S = 1/(n-1) * ∑ i=[2..n] Si.
9) Calculate the deterministic RTCP interval, T = max( 2 * S / B; Tmin ), where Tmin = 5 seconds.
Stop condition:	At least 10 minutes, or 100 RTCP packets are received, whichever is less.
Pass criteria:	1) 0.4 * T ≤ mini Ii.
2) maxi Ii ≤ 1.25 * T.
3) 0.95 * T ≤ I ≤ 1.05 * T
Comments:	The values 0.4 and 1.25 above are chosen based on the [0.5;1.5] * T  uniform distribution randomization of the RTCP interval, divided by the e-1.5 (=1.21828…) reconsideration factor, both taken from section 6.2.1 of IETF RFC 3550.
[bookmark: _Toc22861929]6.2.3.4	RTCP High Bandwidth Test
Purpose:	[Describes what is tested]Test if the reduced time interval with which RTCP packets are sent for high-bandwidth RTP streams complies with used RTP and RTCP bandwidth, and the recommended minimum time interval for high-bandwidth RTP as specified by IETF RFC 3550 [2].
Status:	Conditionally Mandatory (Precondition 1)
Preconditions:	1) The system under test can use higher RTP bandwidth than 72 kbit/s.
2) The system under test is pre-configured with default RTCP timing (based on 5% RTCP bandwidth), e.g. neither "b=RS" nor "b=RR" are included in the SDP answer.
3) The system under test is pre-configured to send and receive RTP packets during the test session, e.g. set as send-receive in SDP answer.
4) The RTP session bandwidth is set higher than 72 kbit/s, e.g. through b=AS included in SDP answer.
Test procedure:	1) Set the data injection to send a single RTP stream (one SSRC) to the system under test.
2) Observe the system under test output.
3) Note the reception time (ti) and size (Si) in bits of each RTCP packet sent from the system under test, including UDP and IP headers.
4) Count the number of RTCP packets, n, sent from the system under test.
5) For each pair of subsequent RTCP packets, calculate the difference in reception time,
Ii = ti – ti-1 for i=[2..n].
6) Calculate the average RTCP interval I = 1/(n-1) * ∑ i=[2..n] Ii.
7) Calculate the reduced deterministic RTCP interval, T = 360 / BRTP, where BRTP = RTP session maximum bandwidth in kbit/s, e.g. calculated as 2 times the bandwidth from b=AS in SDP answer for point-to-point sessions (see also comment below).
Stop condition:	At least 10 minutes, or 100 RTCP packets are received, whichever is less.
Pass criteria:	1) 0.4 * T ≤ mini Ii.
2) maxi Ii ≤ 1.25 * T.
3) 0.95 * T ≤ I ≤ 1.05 * T.
Comments:	The values 0.4 and 1.25 above are chosen based on the [0.5;1.5] * T  uniform distribution randomization of the RTCP interval, divided by the e-1.5 (=1.21828…) reconsideration factor, both taken from section 6.2.1 of IETF RFC 3550.
The calculation of the BRTP factor in the denominator of step 7 is seemingly not in accordance with the definition of IETF RFC 4566 section 5.8 that says b=AS is the RTP session bandwidth (all RTP streams that are sent and received in the RTP session), but 3GPP specifications commonly interpret b=AS as receive bandwidth seen from the part sending the SDP, which is thus only half of the actual RTP session bandwidth in a bandwidth-symmetric point-to-point session.
[bookmark: _Toc22861930]6.2.3.5	RTCP Explicit Bandwidth Test
[Editor’s note: Will the interval ever be something else than the minimum 5 seconds and will the RTCP bandwidth ever risk exceeding 800 bits / 5 seconds = 160 bps?]
Purpose:	[Describes what is tested]Test if the RTCP bandwidth is kept within set maximum limit, e.g. by "b=RS" and "b=RR" in SDP, and the information in those is correctly interpreted with respect to system under test being sender in a point-to-point RTP session.
Status:	Conditionally Mandatory (Precondition 1)
Preconditions:	1) The system under test can set explicit RTCP bandwidth
2) The system under test has passed test 6.2.3.4.
3) The system under test is pre-configured to send and receive RTP packets during the test session, e.g. set as send-receive in SDP answer.
4) The RTP session bandwidth is set lower than 72 kbit/s, e.g. through b=AS included in SDP answer.
[bookmark: _Hlk24375050]Test procedure:	1) Negotiate an explicit RTCP bandwidth in SDP, setting "b=RS:625" and "b=RR:1875" in SDP answer.
2) Observe the system under test output.
3) Note the reception time (ti) and size (Si) in bits of each RTCP packet sent from the system under test, including UDP and IP headers.
4) Count the number of RTCP packets, n, sent from the system under test.
5) For each pair of subsequent RTCP packets, calculate the difference in reception time,
Ii = ti – ti-1 for i=[2..n].
6) Calculate the average RTCP bandwidth B = (∑ i=[1..n-1] Si ) / (∑ i=[2..n] Ii).
7) Note the test result from step 6.
8) Negotiate an explicit RTCP bandwidth in SDP, setting "b=RS:0" and "b=RR:2500" in SDP answer.
9) Re-run steps 2-6 and note the test result from step 6.
Stop condition:	At least 10 minutes, or 100 RTCP packets are received, whichever is less, in each of steps 7 and 9.
Pass criteria:	1) B ≤ 1250 bit/s, from step 8 of this test.
2) B ≤ 1250 bit/s, from step 10 of this test.
Comments:	Pass criteria 1 and 2 are identical because the proportion of senders in this point-to-point RTP session (100%) is larger than RS/(RS+RR) (see section 2 of IETF RFC 3556 [6]).

	[bookmark: _Hlk12284912]Next Change


[bookmark: _Toc22861936]6.2.4.2	NTP Test
[Editor’s note: Having stop condition allow receiving just three RTCP packets is truly a minimum and a bit arbitrary; would it be desirable to require a larger sample size?  This test should be modified to check also for correct NTP timestamp format (high 32 bits should correspond to seconds, low 32 bits to 2-32 parts of a second)]
Purpose:	[Describes what is tested]Test if the NTP timestamp field in successive RTCP packets progresses with a consistent clock rate, and that the used NTP time format is correct with seconds in the high 32 bits.
Status:	Mandatory
Preconditions:	1) The system under test has passed test 6.2.2.3.
2) The system under test is pre-configured to send RTP packets during the test session, e.g. set as send-receive or send-only.
3) The "NTP timestamp" field in the RTCP packet Sender Information is monotonously increasing (see 6.2.4.3 for test of wrapped value).
4) The test network and test equipment contributes with an amount of time jitter that is insignificant to the test result.
Test procedure:	1) Observe the system under test output.
2) Note the reception time (ti) and NTP timestamp field value (wi) of each RTCP packet sent from the system under test.
3) Count the number of RTCP packets, n, sent from the system under test.
4) For each pair of subsequent RTCP packets, calculate the difference in reception time,
Ii = ti – ti-1, and difference in NTP time, Ni = wi – wi-1, for i=[2..n].
5) Calculate the NTP timestamp clock rate estimates Ci = Ni / Ii for i=[2..n].
6) Calculate the NTP timestamp correlation quotients Qi = Ci / Ci-1 for i=[3..n].
Stop condition:	1) RTP packets are sent.
2) At least three RTCP packets are sent (at least the first RTCP packet may be sent before first RTP packet).
Pass criteria:	1) 0.999 ≤ Qi ≤ 1.001 for all i=[3..n].
2) .
Comments:	The test result is agnostic to RTP packets being received by the system under test or not.
NTP time calculations require 64-bit integer arithmetic capability.
The pass criterion corresponds to a minimum clock accuracy of 0.1% but a much higher accuracy should in general be expected.
[bookmark: _Toc22861937]6.2.4.3	Wrapped NTP Test
[Editor’s note: Same comment as for 6.2.4.2.]
[bookmark: _GoBack]Purpose:	[Describes what is tested]Test if the NTP timestamp field in successive RTCP packets progresses with a consistent clock rate, even when the NTP timestamp field wraps around.
Status:	Conditionally Mandatory (precondition 3)
Preconditions:	1) The system under test has passed test 6.2.4.2.
2) The system under test is pre-configured to send RTP packets during the test session, e.g. set as send-receive or send-only.
3) The "NTP timestamp" field in the first RTCP packet Sender Information is set to a value close to 264-1 (when interpreted as an unsigned 64-bit integer), such that the value will wrap during the test.
Test procedure:	1) Observe the system under test output.
2) Note the reception time (ti) and NTP timestamp field value (wi) of each RTCP packet sent from the system under test.
3) Count the number of RTCP packets, n, sent from the system under test.
4) For each pair of subsequent RTCP packets, calculate the difference in reception time,
Ii = ti – ti-1, and difference in NTP time, Ni = wi – wi-1, for i=[2..n].
5) For any wi and wi-1 with wi < wi-1 when interpreting wi and wi-1 as unsigned 64-bit values, calculate Ni = 264 – wi-1 + wi = (264 + wi – wi-1) mod 264., replacing the  from step 4 above.
6) Calculate the NTP timestamp clock rate estimates Ci = Ni / Ii for i=[2..n].
7) Calculate the NTP timestamp correlation quotients Qi = Ci / Ci-1 for i=[3..n].
Stop condition:	1) RTP packets are sent.
2) At least three RTCP packets are sent (at least the first RTCP packet may be sent before first RTP packet).
3) The "NTP timestamp" field in the last RTCP packet Sender Information is less than the "NTP timestamp" field in the first RTCP packet Sender Information, when interpreting those fields as unsigned 64-bit integers.
Pass criteria:	0.999 ≤ Qi ≤ 1.001 for all i=[3..n].
Comments:	The test result is agnostic to RTP packets being received by the system under test or not.
NTP time calculations require 64-bit integer arithmetic capability.
The pass criterion corresponds to a minimum timestamp clock accuracy of 0.1% but a much higher accuracy should in general be expected.
[bookmark: _Toc22861938]6.2.4.4	Time Stamp Test
[Editor’s note: Having stop condition allow receiving just three RTCP packets is truly a minimum and a bit arbitrary; would it be desirable to require a larger sample size?]
Purpose:	[Describes what is tested]Test if the RTP timestamp field in successive RTCP packets progresses with a clock rate that is a reasonably constant factor of NTP timestamp clock rate, and that the RTCP timestamp clock rate is reasonably close to the set rate, e.g. from "a=rtpmap" line in SDP.
Status:	Mandatory
Preconditions:	1) The system under test has passed tests 6.2.2.3 and 6.2.4.1.
2) The system under test is pre-configured to send RTP packets for a single RTP stream (one SSRC) during the test session, e.g. set as send-receive or send-only.
3) The "RTP timestamp" field in the RTCP packet Sender Information is monotonously increasing (see 6.2.4.5 for test of wrapped value).
Test procedure:	1) Observe the system under test output.
2) Note the reception time (ti), NTP timestamp field value (wi), and RTP timestamp field value (ri) of each RTCP packet sent from the system under test.
3) Count the number of RTCP packets, n, sent from the system under test.
4) For each pair of subsequent RTCP packets, calculate the difference in reception time,
Ii = ti – ti-1, difference in NTP time, Ni = wi – wi-1, and difference in RTP time, Ti = ri – ri-1, for i=[2..n].
5) Calculate the RTP timestamp rate estimates Ri = Ti / Ii for i=[2..n].
6) Calculate the NTP timestamp clock rate estimates Ci = Ni / Ii for i=[2..n].
7) Calculate the average RTP timestamp rate estimate R = 1/(n-1) * ∑ i=[2..n] Ri.
8) Calculate the RTP timestamp to NTP timestamp quotients Pi = Ri / Ci for i=[2..n].
9) Calculate the correlation quotients Qi = Pi / Pi-1 for i=[3..n].
10) Retrieve RTP Time Stamp rate information, S, e.g. from "…/S<clock rate>" on the SDP "a=rtpmap:<payload type> <encoding name>/<clock rate>" line, applicable for the RTP stream that the RTCP packets are associated with.
Stop condition:	1) RTP packets are sent.
2) At least three RTCP packets are sent (at least the first RTCP packet may be sent before first RTP packet).
Pass criteria:	1) 0.999 ≤ Ri / S ≤ 1.001 for all i=[2..n].
12) 0.999 ≤ Qi ≤ 1.001 for all i=[3..n].
Comments:	The test result is agnostic to RTP packets being received by the system under test or not.
NTP time calculations require 64-bit integer arithmetic capability.
The pass criteria correspond to a minimum timestamp clock accuracy of 0.1% but a much higher accuracy should in general be expected.
[bookmark: _Toc22861939]6.2.4.5	Wrapped Time Stamp Test
[Editor’s note: Same comment as for 6.2.4.4.]
Purpose:	[Describes what is tested]Test if the RTP timestamp field in successive RTCP packets progresses with a clock rate that is a reasonably constant factor of NTP timestamp clock rate, even when the RTP timestamp field wraps around, and that the RTCP timestamp clock rate is reasonably close to the set rate, e.g. from "a=rtpmap" line in SDP.
Status:	Conditionally Mandatory (precondition 3)
Preconditions:	1) The system under test has passed test 6.2.4.4.
2) The system under test is pre-configured to send RTP packets for a single RTP stream (one SSRC) during the test session, e.g. set as send-receive or send-only.
3) The "RTP timestamp" field in the first RTCP packet Sender Information is set to a value close to 232-1 (when interpreted as an unsigned 32-bit integer), such that the value will wrap during the test.
Test procedure:	1) Observe the system under test output.
2) Note the reception time (ti), NTP timestamp field value (wi), and RTP timestamp field value (ri) of each RTCP packet sent from the system under test.
3) Count the number of RTCP packets, n, sent from the system under test.
4) For each pair of subsequent RTCP packets, calculate the difference in reception time,
Ii = ti – ti-1, difference in NTP time, Ni = wi – wi-1, 
5) For each pair of subsequent RTCP packets with  when interpreting  and  as unsigned 32-bit values, calculate the and difference in RTP time, Ti = ri – ri-1, for i=[2..n].
56) For any ri and ri-1 each pair of subsequent RTCP packets with ri < ri-1 when interpreting ri and ri-1 as unsigned 32-bit values, calculate Ti = 232 – ri-1 + ri = (232 + ri – ri-1) mod 232.
67) Calculate the RTP timestamp rate estimates Ri = Ti / Ii for i=[2..n].
78) Calculate the NTP timestamp clock rate estimates Ci = Ni / Ii for i=[2..n].
89) Calculate the average RTP timestamp rate estimate R = 1/(n-1) * ∑ i=[2..n] Ri.
910) Calculate the RTP timestamp to NTP timestamp quotients Pi = Ri / Ci for i=[2..n].
110) Calculate the correlation quotients Qi = Pi / Pi-1 for i=[3..n].
121) Retrieve the intended RTP Time Stamp rate information, S, e.g. from "…/S" on the SDP "a=rtpmap" line, applicable for the RTP stream that the RTCP packets are associated with.
Stop condition:	1) RTP packets are sent.
2) At least three RTCP packets are sent (at least the first RTCP packet may be sent before first RTP packet).
3) The "RTP timestamp" field in the last RTCP packet Sender Information is less than the "RTP timestamp" field in the first RTCP packet Sender Information, when interpreting those fields as unsigned 32-bit integers.
Pass criteria:	1) 0.999 ≤ Ri / S ≤ 1.001 for all i=[2..n].
12) 0.999 ≤ Qi ≤ 1.001 for all i=[3..n].
Comments:	The test result is agnostic to RTP packets being received by the system under test or not.
NTP time calculations require 64-bit integer arithmetic capability.
The pass criteria correspond to a minimum timestamp clock accuracy of 0.1% but a much higher accuracy should in general be expected.

	[bookmark: _Hlk12285416]Next Change


[bookmark: _Toc22861953]6.2.6.6	Loss Test
[Editor’s note: How many different loss values should be tested during an interval?]
Purpose:	[Describes what is tested]Test if the "fraction lost" and "cumulative number of packets lost" fields in the receiver report are consistent with one another and with the "extended last sequence number received" field.
Status:	Mandatory
Preconditions:	1) The system under test has passed tests 6.2.6.5 and 6.2.6.10.
2) The system under test is pre-configured to receive RTP packets during the test session, e.g. set as send-receive or receive-only.
3) Data injection is set to send a single RTP stream (one SSRC) with loss according to test procedure (below) and with monotonically increasing RTP sequence number (SN).
[Test procedure:	1) Observe system under test and data injection output.
2) Note the extended last sequence number received (si), fraction lost (fi) and cumulative number of packets lost (ci) for each RTCP report block sent from the system under test reporting on the RTP stream sent from data injection.
3) An RTCP packet, i=1, is sent from the system under test, reporting on the RTP stream from data injection.
4) Drop RTP packets from data injection to the system under test according to step 9 below.
5) An RTCP packet, i, is sent from the system under test, reporting on the RTP stream from data injection.
6) Calculate number of packets sent Ni = si – si-1.
7) Calculate fraction lost Fi = INT(ni * 256 / N), with n set according to 9a) – 9e) below.
8) Calculate packets lost Ci = ci – ci-1.
9) Repeat steps 4 – 8, dropping:
	a) A single RTP packet; i = 2, n2 = 1.
	b) Two RTP packets in succession; i = 3, n3 = 2.
	c) Two RTP packets with three RTP packets in between; i = 4, n4 = 2.
	d) Every third RTP packet; i = 5, n5 = N5 / 3.
	e) Every other RTP packet; i = 6, n6 = N6 / 2.
Stop condition:	Step 8 is fulfilled for i = 6, repetition 9e).
Pass criteria:	1) fi = Fi for i=[2..6].
2) Ci = INT(ni) for i=[2..6].
Comments:	The test result is agnostic to RTP packets being sent by the system under test or not.
It is assumed that the information in extended last sequence number received is correct and enough to correlate with actual, observed RTP packet loss.]

	End of document



