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Introduction
The usage of a template based description for FLUTE FDT Instance has been agreed in previous meetings as working assumption for the “Enhance MBMS Operations” work. The agreements are documented in TR 26.848 [1]. In particular for DASH Live, but also for data-carousel services, the file URL of delivered files can be described through a template, since the file URL construction can follow a well-defined rule.
The FDT Instance Descriptor (FID) is a separate file, containing file URL construction rules (i.e. URL templates) for one or more flows. A MBMS Rel 12 receiver needs to acquire the FID file in order to create the associated file metadata for a transport object.
An open question seems to be, how to provide the FDT Instance Descriptor file. This contribution discusses the handling of the FDT Instance Descriptor file in relation to other MBMS Metadata Fragments.
Figure 1 (from SA4-AHI453) depicts one client realization model, which re-uses an existing FLUTE Receiver. Conceptually, an FDT Instance Generator is added by the proposal, which inserts FLUTE FDT Instances into the stream, as required by the existing FLUTE receivers. More advanced MBMS Download receiver implementations may combine the FDT Instance Generator with the FLUTE receiver and directly update the FLUTE File Delivery table (FDT) of the receiver.
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Figure 1: Principle of FDT Instance Descriptor (Copied from S4-AHI453)
MBMS Service Announcement Fragments are used to provision MBMS Download clients. The FLUTE Receiver expects a set of provisioning information such as the IP Multicast address, a UDP Port and a TSI for the FLUTE session. The FLUTE RFC does not define the format of providing the information. The MBMS SDP fragment can carry this access information in combination with additional information such as the TMGI information. The MBMS download receiver processes the SDP file (metadata fragment) and passes the relevant information to the FLUTE receiver.
The MBMS Download Receiver may receive other MBMS Metadata Fragments for operations such as
· Envelope fragment, describing the validity and version of Fragments
· SDP fragment, describing the IP access information and TMGI
· USD fragment, providing service specific information, multi-band information and the “glue” of other service fragments
· Schedule information, describing bearer active times 
· Associated Delivery Procedure Descriptions, defining File Repair and Reception Reporting
· MPD and IS, in case of Live DASH services

Certain MBMS metadata fragments may be updated during the session, e.g. in-band with the stream. A new envelop fragment is added providing the new validity and versioning information 
· MPD, e.g. to add Periods, availabilityEndTime or other elements / attributes
· ADPD file to add / cancel file repair
· Schedule fragment to extend, shorten or cancel a session

The MBMS specification foresees multiple ways of sending the MBMS fragments to MBMS receivers, namely
· Using MBMS bearers (in-band with the stream or a separate Service Announcement Bearer)
· Using interactive transport methods such as HTTP
· Using point-to-point Push such as SMS or OMA-Push

It is left to the deployment to use the appropriate method or method combination.
Transportation of FDT Instance Descriptor (FID) information
Introduction
There are multiple different use-cases, which can and need to be supported with MBMS. The MBMS metadata fragments are used to convey the needed information to the MBMS receiver to access the service. 
A simple use-case is a time bounded Live DASH on MBMS sessions, which can be described through a single, non-updating MPD. If there are no failure cases, the same MPD is valid for the entire transmission session. The network does not need to send any updated MPD during the session, but could update it in-band, when needed. 
The Live DASH MPD can be provided with the other MBMS metadata fragments before the broadcast starts. It seems natural, to also send the FDT Instance Descriptor together with the MPD.  

Discussion of different FDT Instance Descriptor transportation
For Live DASH services and some data carousel services, the file URLs can be predicted some time in advance for a period of the transmission session or even for the entire transmission session. Thus, the FID file can be valid for a long period of time, even for the entire transmission session. However, some use-cases require updating of the FID file, e.g. to add new sub-flows.
The FLUTE FDT Instances (Transport Objects with TOI value zero), are always carried as in-band objects. This was regarded as “operational burden” to require the reception of the FLUTE FDT instance before processing of the transport object.
There are different ways of providing the FID file to the MBMS Download Receiver, either in-band with the content stream or out of band. So far, MBMS Metadata Fragments can be carried in multiple different ways.
Sending FDT Instance Descriptors only In-band
This section discusses the delivery of FID files always in-band. The MBMS receiver gets the MBMS metadata fragments such as SDP, MPD, Schedule Fragment, etc before the start of the transmission session, in fact, before the device tunes into the MBMS Download session. The FID file is sent repeatedly in-band with the transport object stream.
When tuning into the MBMS Download session, the MBMS receiver first needs to acquire the FDT Instance Descriptor file, in order to associate a file URL to a given transport object. 
The tune-in operation depends on the repetition interval of the FID file. The MBMS receiver needs to first wait until it has received the first FID file instance correctly. The average FID file acquisition delay is half the file repetition interval. For example, if the system sends the FID file once every 5 second, then it takes on average 2.5 seconds to receive the FID. 
Note, it needs to be discussed separately, how the MBMS receiver can identify the FID file in the Transmission Object stream. The FDT Instances with TOI Zero are sent only in a backward compatible mode. Also, version identification (cf. envelop fragment) of the FID file needs to be discussed.
The overhead increases linearly with the decrease of the FID repetition interval. Of course, if the file size of the FID is small, and the overhead only matters for low bitrate data carousel services or for audio-only type of Live DASH services (FM-Radio Channel). 

Handling FDT Instance Descriptors as MBMS metadata Fragment
This use-case discusses the delivery of FID files together with other MBMS metadata, either in-band or out-of-band. The MBMS receiver gets the MBMS metadata fragments such as SDP, MPD, Schedule Fragment etc before the transmission session starts, and gets the FIG file with the other MBMS metadata. The FID file can be updated like any other MBMS Metadata file in-band within the session. The same versioning handling procedures as for other metadata fragments can be applied as well.
When tuning into an MBMS Download Session, the MBMS receiver has already one version of an FID file. The MBMS receiver can use the information from the FID file even for the first FLUTE packet.
The FID file may change during the session. In the best case, the client has already a valid FID file. In the worst case, the receive needs to first wait until the FID Instance file is updated. However, there are multiple ways of providing MBMS Metadata Fragment updates, so the likelihood of having an outdated fragment at tune-in time is low.
The generated overhead depends on the service announcement realization. Since the FID file is bundled with the other fragments, it does not increase the overhead significantly.
In-band FID updates may only be transmitted until all MBMS receivers have received a valid fragment through other channels. For instance, when sending Service Announcement over MBMS bearers: The transmission of in-band fragment updates can be stopped as soon all receivers have refreshed their Service Announcement procedure. 

Proposal 
According to Figure 1, the FDT Instance Generator is inside of the MBMS receiver, but outside of the FLUTE receiver.
MBMS Receivers need to acquire a set of MBMS metadata fragments in order to access an MBMS service. 
For Live DASH services, the MBMS receiver needs to acquire the MPD to tune in. The MPD describes the availability of Media Segments, including the file URL template. It feels natural, to provide the FDT Instance Descriptor together with the MPD to simplify device operations.
From a tune-in perspective, it is better to provide the FDT Instance Descriptor file together with all other tune-in relevant MBMS Metadata fragments. This enables an MBMS receiver to quickly tune-into the broadcast reception.
Therefore it is proposed to handle the FDT Instance Descriptor (FID) file as MBMS Metadata Fragment. The same fragment transportation procedures as for the other MBMS metadata fragments are possible.
It is further proposed to reference the FID fragment from the USD.
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