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1 Introduction
This document attempts to compare the proposals for FLUTE enhancements in document S4-140060 (submitted from Samsung, referred to as New Transport Protocol, NewTraP) and S4-140034/35 (provided by Qualcomm, referred to as Enhanced FLUTE, EnFLU). The document stresses the similarities and alignments, and provides proposals for the differences. 
2 Clustering

In order to separate different components, Figure 1 provides a clustering of the different components of considered data.
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Figure 1 Components of FLUTE Enhancements
Significant similarities consist in the definition of the FLUTE enhancements. In the source framework the following components are considered:
· Source Framework:

· Source delivery protocol: the actual protocol that delivers the source packets
· source payload: the data that is contained in a source packet payload
· delivery object types: the object type that may be delivered
· dynamic metadata delivery: the delivery of dynamic metadata, i.e. file metadata that is associated to a object.
· static metadata delivery: the delivery of static metadata, i.e. file metadata that is associated to a collection of objects.
· Repair Framework

· protected entities: what are the entities that are protected
· static metadata delivery: the delivery of data that is statically defined

· dynamic metadata delivery: metadata delivery assigned to one source block

· FEC payload: the data that is contained in an FEC packet payload

· Delivery protocol: the actual protocol that delivers the repair packets
· Session Description

· The establishment of an IP multicast session and the delivery protocol.
3 Source Framework
3.1 Delivery Protocol
Both proposals use LCT as the baseline delivery protocol. 
· NewTraP 
· refers to RFC3451, but the header fields are modified. It also changes the version number of LCT to 2, which results in a new protocol.

· Compared to RFC3451/5651 the following is changed:

· The congestion control field C is reserved.

· The PSI field is change to FEC

· S, O, H, and R fields are modified to be reserved
· A T flag is introduced but not identified
· The code point field if replaced with a Type field to carry the type of payload that is carried, and file, file with metadata and DASH is defined

· The Congestion Control field is replaced with a packet identifier
· The TSI is replaced with an Object Flow Identifier

· The protocol remains to use the Transport Object Identifier.
· The protocol uses LCT extension headers, but does not provide and means on how to define and register the extension header.
· EnFLU

· the protocol uses RFC5651 which obsoletes RFC3451 and uses version 1 of the protocol, i.e. is compatible with RFC3451.
· The following restrictions and extensions on the LCT protocol are proposed:

· The TSI field is used to identify different object collections.
· The code point field is used as is, but may be defined by the application.
· The PSI is used as is to identify source packets

· the source FEC payload ID is either compatible to an existing FEC scheme in TS26.346 or is using a 32 or 64 bit address in the delivery object.
· The existing LCT header extensions for EXT_TIME may be used as defined in RFC5651
· The EnFLU may generate source packets that are fully compatible with the existing TS 26.346.
3.2 Source Payload

The source payload in both cases are similar:

· NewTraP

· the payload is not exactly defined, but two options seem to be considered:
· a byte range of a file

· a sample that is encapsulated in an ISO BMFF structure, but the exact process on how to generate the payload is not defined anywhere nor the receiver process on how to use the data.
· EnFLU

· a byte range of the delivery object defined by the start address and the size of the payload.
· more details on the content of the byte range may be defined in the code type of the packet for each application/object flow.

· the start addressed may either be defined by a 32/64 bit address or by a source FEC payload ID of an existing FEC scheme.
3.3 Delivery Object Types

As delivery objects different entities are considered

· regular objects each described by an FDT-like instance

· the concatenation of an HTTP entity header with HTTP entity body (this includes the use of full objects as well as byte ranges)
· sequences and collection of objects

· source packets as generated by the source protocol
For NewTraP, the actual delivery objects are 
· regular file without metadata

· the concatenation of an HTTP entity header with HTTP entity body (this includes the use of full objects as well as byte ranges)

· DASH content streaming 

· However, from section 4 also the delivery source packets as generated by the source protocol.
EnFLU permits the following three delivery object types:
· regular objects each described by an FDT-like instance

· the concatenation of an HTTP entity header with HTTP entity body (this includes the use of full objects as well as byte ranges)

· sequences and collection of objects
3.4 Static Metadata
Static metadata is considered to be delivered out-of-band, for example as a USD fragment. NewTraP and EnFLU both refer to an FDD.
In NewTraP, the following is delivered in the FDD:

· Common characteristics of the object or object flow: delivery mode, transfer encoding, …

· URL of the objects of an object flow to TOI mapping

· Representation ID and Segment number to OFI and TOI

· URL template to OFI and TOI

· URL list to OFI and TOI

· FEC Encoding configuration

· Bundle of object flow to OFI of the repair flow

· FEC code and configuration
· the delivery is not fully specified but refers to inband or out-of-band

In EnFLU, the following is delivered in the FDD:

· the static metadata that is also available in the FDT

· additional static metadata to describe the delivery objects

· templates to generate FDT information by including the TOI
· the delivery is done as a USD fragment
3.5 Dynamic Metadata
In NewTraP, dynamic metadata may be delivered 

· as HTTP entity headers
· as TOI information that is combined the static metadata
In EnFLU, dynamic metadata may be delivered 

· as HTTP entity headers
· as TOI information that is combined the static metadata
· as FDT in order to obtain a backward-compatible mode
4 FEC Framework

4.1 Protected Entities

In NewTrap the protected entities are source packets.

In EnFLU the protected entities are the delivery objects.
4.2 Source Block generation

In NewTraP the source block generation is not described. However, it is proposed to reuse concepts of RFC6681.
In EnFLU the source block is generated by the concatenation of objects together with size metadata. This aligns with RFC6681.
4.3 Static Metadata

NewTraP proposes to deliver static FEC metadata out-of-band. No details are specified.
EnFLU proposes to deliver static FEC metadata as a USD fragment separate to the FDD. 
4.4 Dynamic Metadata

NewTraP does not provide any details on the delivery of dynamic FEC metadata. 

EnFLU proposes to two complementary methods to deliver dynamic FDT metadata:

· LCT extension header

· as TOI information that is combined the static metadata
4.5 FEC payload

NewTraP does not provide any details on the FEC generation. 

EnFLU proposes to reuse existing FEC schemes and the payload is one or multiple symbols of an existing FEC scheme. This is aligned with RFC6681 for RTP streaming.
4.6 Repair Delivery Protocol

NewTraP does not provide any details on the repair delivery protocol. 

EnFLU proposes to reuse existing FEC schemes and generates LCT packets with FEC payload ID identical to existing ones.
5 Session Description

NewTraP proposes 

· that the session description provides the following parameters

· Sender IP addresses
· Destination IP address and port number
· Session Timing parameters

· SDP as the means to convey the session description

EnFLU proposes 

· that the session description parameters from TS26.346, section 7.3 are reused. 

· The sender IP address.
· The destination IP address and port number
· The start time and end time of the session.
· The protocol  ID (i.e. FLUTE/UDP and LCT/UDP).
· Data rate using existing SDP bandwidth modifiers.
· Mode of MBMS bearer.
· SDP as the means to convey the session description
6 Backward-compatibility

NewTraP does not consider a backward-compatible mode 

EnFLU includes several backward-compatible modes to earlier Releases.
7 Commonalities
The following commonalities are identified between NewTraP and EnFLU:

· Both proposals use LCT as the baseline delivery protocol

· The source payload is a byte range of file/delivery object

· Both protocols permit the delivery of payload types

· Delivery Object types include:

· regular objects each described by an FDT-like instance

· the concatenation of an HTTP entity header with HTTP entity body (this includes the use of full objects as well as byte ranges)

· sequences and collection of objects

· Static Source Metadata is delivered out-of-band, e.g. in USD

· Information included in the FDD is:

· URL information through templates and lists

· Common characteristics of the object or object flow
· Dynamic metadata can be delivered as:
· as HTTP entity headers
· as TOI information that is combined the static metadata
· The FEC Framework is aligned with RFC6681.
· Static FEC metadata is delivered out-of-band.

· The session description parameters overlap

· The session description is described by SDP
8 Major Differences

The following major differences are identified:
· NewTraP defines a new version of LCT with changes in the header, whereas EnFLU reuses version 1 according to RFC 5651.
· NewTraP uses extension headers for payload specific signalling, EnFLU uses the existing code point in the LCT header.
· NewTraP defines a completely new protocol without backward-compatibility to earlier Releases, EnFLU provides a backward-compatible mode.
· EnFLU provides the ability to deliver the FDT in order to obtain a backward-compatible mode.
· In NewTrap the protected entities are source packets, in EnFLU the protected entities are the delivery objects.
9 Complementary Features

NewTrap addresses the following features not addressed in EnFLU:

· Specific delivery of DASH segments
EnFLU addresses the following features not addressed in NewTraP:

· use existing EXT_TIME LCT extension headers

· backward-compatible delivery modes for LCT packet headers and FLUTE FDTs

· delivery of FDD and RepairFlow definition as USD

· delivery of dynamic FEC metadata as LCT extension header and TOI

· reuse of existing FEC schemes and LCT delivery
10 Proposal

In order to progress the work on FLUTE enhancements it is proposed to:

· agree on the clustering in section 2
· agree to document the commonalities as working assumptions

· resolve the differences based on technical arguments

· discuss relevance of complementary features 
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