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1. Discussion
TS 26.522 includes Header Extensions for marking PDU Set information in Release 18 and guidelines for interpreting PDU Set information in H.264/H.265 RTP streams. 
As agreed in SP-240482,  a key issue for 5G_RTP_Ph2 was established to study applying and interpreting PDU set information, considering the developments in the FS_XRM_Ph2 work in SA2 for end-to-end encryption cases. The issue is document as follows:
1. PDU Set marking for XR streams with RTP end-to-end encryption. This is an issue identified in SA2 XRM Phase 2 SI [3]. The current PDU Set identification relies on the RTP source to mark PDU Set with an RTP header extension defined in TS26.522. To support the case of end-to-end encryption, additional work may be needed in SA4.

As this interpretation is quite brief, we import the issue from SA2 XRM Phase 2 and amend some of the text to apply it to SA4 related work on RTP. The key issue should study the different ways of how end-end encryption may be provided, in these cases how pdu set identification may happen. Last this issue should, if needed develop methods for signalling and also consider studying additional use cases if requested spefically from SA2 and potentially coordinated. 
2. Text Proposal
It is proposed to capture the following changes vs. TR 26.822.
[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc163769572][bookmark: _Toc163832798]5.6	Key Issue #6: PDU Set marking for XR streams with RTP end-to-end encryption
[bookmark: _Toc163769573]5.6.1	Description
Editor’s note:	This clause provides a description of the key issue.
The usage of end-to-end encryption is broadly deployed in current networks to provide security and the same is expected for 5G RTP XRM applications.
This key issue proposes to study the enhancement of PDU Set information Identification in encrypted XRM 5G RTP streams, in particular when using the RTP Header Extension for PDU Set marking.
The key issue should study the following aspects:
     -     Explore and document the different ways for providing end-to-end RTP encryption as targeted for 5G RTP
-	If and how PDU Set information Identification may happen in an end-to-end encryption scenario for 5G RTP.
-     If needed, develop methods for signalling PDU set Information for end-to-end encrypted RTP streams applicable to different methods of end-to-end encryption.
-	Study specific use cases if requested by SA2 on end-to-end encryption and document coordination
NOTE 1:	Solutions that rely on breaking end-to-end encryption are out of the scope of this key issue.
NOTE 2:	The work on this key issue may need coordination with SA WG2.
NOTE 3: The end-to-end encryption based on QUIC is out of scope of this study
* * * * End of changes * * * *

