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1.	Overviews
This paper proposes a new Key Issue for identifying WSF discovery mechanism and corresponding Solution.
This paper includes:
1.	Description of Key Issue#x:
-	WSF discovery mechanism.
2.	Descriptions of Solution#x:
-	Common URL based WSF discovery mechanism.
-	Common URL format
-	Common URL based WSF discovery procedure
-		Functional entity supporting WSF discovery function
2.	Proposed updates on the Permanent Document
5.x	Key Issue #x: WSF discovery mechanism
In collaboration scenario 3 and collaboration scenario 4 of 5G Real-Time Communication (RTC) for WebRTC, RTC application using WebRTC connects to a WSF in order to setup Media Session, where the following steps are expected to be applied at the UE.
1)	Download an RTC application
2)	Launch the application and identify the WSF in the connected operator network
3)	Connect to the WSF and use the RTC services
For step 2), the application (WebRTC endpoint) is expected to connect to an MNO's WSF in the MNO's network where the UE attached to. Then the application needs to identify the WSF depends on the connected MNO's network, since the UE can attach to various MNO's networks. For example, when the UE attached to a visited MNO's network, the RTC application on the UE needs to connect to the WSF which provided by the visited MNO.
To enable WebRTC endpoint to identify the WSF without specific setting per connected MNO's network, it is desirable to standardize a common WSF discovery mechanism for zero configuration. This will make benefits for both user and operator as follows:
-	User perspective:
Users do not need to change the application and/or parameters depends on the connected operator network. Then the user can use the RTC application without having to worry about the connected operator network.
・Operator perspective:
Connection management between WebRTC endpoint and WSF becomes easier, since the user application behavior for WSF discovery is standardized and operators are able to control the connected WSF by modification of the operator network settings.
This Key Issue identifies the WSF discovery mechanism without user manual setting and applicable regardless of the connected operator network.
NOTE:	Step 1) (Downloading an RTC application) is outside the scope of this Key Issue. Step 3) (Connecting to the WSF and using the RTC services) is studied in Key Issue#4, then step 3) is also outside the scope of this key issue.

6.x	Solution #x: WSF discovery mechanism
6.x.1	Solution description
6.x.1.1	General
This Solution addresses Key Issue #x.
This clause identifies the mechanism which discovers a WSF in the connected operator network without user manual setting, regardless of the connected operator network.
There are following possible mechanisms to find a WSF without user settings.
a)	Media Session Handler (via RTC-5 API) [TS26.506]
b)	Edge application enabler (EAS discovery) [TS23.558]
c)	PCO in NAS signalling during PDU session set up [TS23.501] [TS23.548]
d)	DNS resolution
6.x.1.2	Analysis on possible mechanisms
As described in 3GPP TS 26.506 [TS26.506] and the clause 6.2 of this document, RTC services need to support both Native WebRTC application (WebRTC Non-browser type endpoint) and web application (WebRTC browser type endpoint).
a) and b) are the mechanisms using application enabler specified in 3GPP. However, in the current situation, most of the Oss (e.g., android, iOS) and the web browsers (e.g., chrome, firefox) do not support these enablers for JavaScript Application as JavaScript API. Then, a) and b) are not suitable for the time being.
c) is the mechanism to get a server information from PCO (Protocol Configuration Option) during PDU session establishment, however, there are same issue as a) and b) to apply this mechanism. Then, c) is also not suitable for the time being.
d) intends to use the local DNS server in the connected operator network to resolve the single specific FQDN into the actual IP address of the server in the connected operator network. This mechanism does not have the limitation mentioned above, then d) is the possible candidate of the WSF discovery mechanism.
Therefore, this Solution studies a mechanism which apply d) using a specific URL (which is common among operators) to discovers a WSF in the connected operator network without user manual setting, regardless of the connected operator network.
6.x.2	Common URL based WSF discovery mechanism
6.x.2.1	General
This Solution studies the mechanism which discovers the WSF in the connected operator network using a specific URL which is common among operators (names the URL as "Common URL" in this document) and local DNS server in the connected operator network.
As the prerequisites of the study on WSF discovery mechanism, the following requirements specified in 3GPP TS 26.113 [TS26.113] need to be considered.
1)	The mechanism can identify the signalling protocol used for the RTC session set up, since there are multiple signalling protocols for RTC services (i.e., SWAP, RESPECT).
2)	Secure WebSocket (WSS) connection is applicable between the WebRTC endpoint and the WSF.
Above requirements are not fulfilled, if the Common URL indicates only the WSF URL (e.g., the public TLS certificate cannot be prepared.). Then, the URLs for the WSF discovery mechanism are specified as follows.
Common URL:
A specific URL which is common among RTC operator networks and is used to get the WSF URL(s) from the WSF discovery function in the connected operator network. This URI indicates the signalling protocol in addition to WSF URI, which is derived from the above requirement 1).
WSF URL：
Secure WebSocket URI of WSF which is specified in 3GPP TS 26.113 [TS26.113]. The hostname of the WSF URL is specific hostname for RTC service and assigned by the operator.
Considering the above, this Solution studies the followings.
1)	Common URL format
2)	Common URL based WSF discovery procedure
6.x.2.2	Common URL format
This clause studies the format of Common URL.
Common URL needs to indicate the signalling protocol which expected to be used by application, since multiple signalling protocols (i.e., SWAP and RESPECT) are applicable for RTC session set up as described in clause 6.x.2.1. Then, the common URL need to include "protocolName" which specified in 3GPP TS 26.113 [TS26.113]. Therefore, the following format is proposed as Common URL.
CommonURL: {commonHostname}/<protocolName>
NOTE 1:	WebSocket URI includes "protocol version". However, "protocol version" is not included in Common URL, since the compatibility between versions and its version management depend on the signalling protocol.
For "commonHostname", it seems appropriate that RTC applies the domain name ".3gppservices.org" as 3gpp service, which is defined in 3GPP 5GMS (3GPP TS 26.512 [TS26.512]) as default AF's hostname. Then, "commonHostname" in Common URL is proposed as following:
{commonHostname}: "rtc.3gppservices.org"
NOTE 2:	As an alternative domain name for (commonHostname), there are IETF RFC 6762 based domain name (e.g., .internal). However, the IETF based solution is not studied since the 3GPP based approach is appropriate for RTC service.
In case of RESPECT protocol studied in this document, the Common URL will be following URL.
-	rtc.3gppservices.org/3gpp-respect
6.x.2.3	Common URL based WSF discovery procedure
6.x.2.3.1	General
This clause studies the procedure at the WebRTC endpoint to discover the WSF in the connected operator network by using Common URL.
As described in clause 6.x.2.1, Common URL is used to get the WSF URL(s) from WSF discovery function. Then, the UE procedure for discovering and connecting to the WSF is as follows.
i)	Get WSF URL(s) from a WSF discovery function by using Common URL
ii)	Connect to a selected WSF from the obtained WSF URL(s) by WSS (secure WebSocket)
NOTE 1:	The operator who provide this WSF discovery mechanism needs to provide DNS server to resolve the commonHostname (i.e., rtc.3gppservices.org) of Common URL into the IP address of the WSF discovery function.
NOTE 2:	The method to decide the connecting WSF from the obtained WSF list depends on the application. Step ii) are addressed in clause 5.4 of this document and this solution addresses the procedure for step 1).
6.x.2.3.2	Protocol
There are two possible protocols for getting WSF URL(s) using Common URL.
a)	HTTP
b)	WebSocket 
For the following reasons, WebSocket connection is too much for getting WSF URL. Then this solution studies HTTP-based procedure for getting the WSF URL.
-	Push notification from discovery function is not required.
-	WSF discovery procedure is expected to be triggered when the RTC application is activated or in case of WSF connection error, then the frequency of execution is low.
NOTE:	CORS (Cross-Origin Resource Sharing) needs to be considered for WSF discovery since the domain of Common URL and WSF URL are different, as described in the prerequisites in clause 6.x.2.1.
6.x.2.3.3	Procedure
The following procedure is proposed as HTTP based WSF discovery procedure
i)	The RTC application sends a HTTP GET request to the Common URL (the request is sent to WSF discovery function)
ii)	The WSF discovery function sends back an HTTP response as follows, depending on whether the indicated signalling protocol is supported or not in the connected operator network.
a)	200 (OK)
When the connected operator network supports the indicated signalling protocol, the WSF discovery function sends back an HTTP 200 (OK) response. The response body (Content-Type: application/json) includes WSF URLs (WebSocket URI specified in 3GPP TS 26.113 [TS26.113]) for all protocol versions which the operator network supports. The response body format is protocol-independent. Example of the response body for RESPECT is shown below:
<Response body for RESPECT>
[bookmark: _Hlk146783694]{
  "v1": {
    "wsfUrl": ["wss://wsf-1.example.com/3gpp-respect/v1", "wss://wsf-2.example.com/3gpp-respect/v1"]
  }
}
b)	404 (Not Found):
When the connected operator network does not support the indicated singalling protocol, the WSF discovery function sends an HTTP 404 (Not Found) response.
6.x.2.3.4	Definition of the HTTP response body for RESPECT
The definition of the HTTP response body for WSF discovery procedure using Common URL for RESPECT.
Table 6.x.2.3.4-1: Information Element in the response body for RESPECT
	IE name
	Data type
	Cardinality
	Description

	v1
	v1Info
	1
	This information element is for WSF information for RESPET version 1.



Table 6.x.2.3.4-2: Data type definition of v1Info
	IE name
	Data type
	Cardinality
	Description

	wsfUrl
	array(string)
	1
	This information element indicates the WSF URL(s). The format of the WSF URL is required to be the WebSocket URI specified in 3GPP TS 26.113 [TS26.113].
e.g., wss://wsf.example.com/3gpp-respect/v1



6.x.2.3.5	Common URL based WSF discovery flow example
Following message flow is an example of WSF discovery procedure using Common URL for RESPECT.
1)	HTTP GET Request (RTC application -> WSF discovery function)
GET /3gpp-respect HTTP/1.1
Host: rtc.3gppservices.org
-- other HTTP headers are snipped --

2)	HTTP 200 OK response (WSF discovery function -> RTC application)
HTTP/1.1 200 OK
Content-Type: application/json
-- other HTTP headers are snipped --
{
  "v1": {
    "wsfUrl": ["wss://wsf.example.com/3gpp-respect/v1"]
  }
}

6.x.3	Functional entity supporting WSF discovery function
This clause studies the functional deployment of WSF discovery function in generic RTC architecture specified in 3GPP TS 26.506 [TS26.506].
As described in the above clauses, WSF discovery function is the function which provides the WSF URL(s) in the connected operator network to RTC applications. The WSF discovery function is required to provide WSF URL(s) to RTC applications even if MSH (RTC-5) is not applicable. Then, it seems better to implement the function in RTC AS. In RTC AS functionalities, ASWF (Application Supporting Web Function) is appropriate function to implement WSF discovery function, since ASWF is the function to support RTC applications as a web server. 
6.x.4	Solution evaluation
The proposed WSF discovery mechanism using Common URL described in clause 6.x.2 fulfils the purpose of the mechanism (i.e., the WSF discovery mechanism without user manual setting and applicable regardless of the connected operator network) described in the corresponding key issue and consistent with existing 3GPP specification. Then, it is proposed to implement the proposed WSF discovery mechanism as the functionality supported at the ASWF into the stage 2 specification of RTC (i.e., 3GPP TS 26.506 [TS26.506]) as an optional mechanism.
3.	Proposal
The proposed Key Issue #x and Solution #x in clause 2 of this paper should be reflected into the Permanent Document of FS_eiRTCW.
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