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FIRST CHANGE
1	Scope
The present document specifies the set of APIs and associated resource structures and data models pertaining to the collection and reporting of UE-related data (synonymously “UE data”) by the Data Collection Application Function (AF) in the 5G System for subsequent event exposure services offered to network consumer entitiesin the clause 1, as defined in 3GPP TS 23.501 [2], TS 23.502 [3], TS 23.288 [4], TS 29.517 [5], TS 29.510 [6] and TS 26.531 [7] .
NEXT CHANGE
[bookmark: _Toc95674953]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1], TS 23.501 [2], TS 23.502 [3], TS 23.288 [4], TS 29.517 [5], TS 29.510 [6], TS 26.531 [7] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
AF	Application Function
AS	Application Server
ASP	Application Service Provider
DC-AF	Data Collection AF
DC-Client	Data Collection Client
NEF	Network Exposure Function
NRF	Network Repository Function
NWDAF	Network Data Analytics Function
[bookmark: references][bookmark: definitions][bookmark: _Toc95674959]NEXT CHANGE
4.2.3	Data collection and reporting provisioning
[bookmark: _Toc95674960]4.2.3.1	General
An Application Service Provider, via its Provisioning AF, may is expected to use the Ndcaf_DataReportingProvisioning service offered by the Data Collection AF procedures in this clause to supply provide data collection and reporting provisioning information, as defined in clause 4.2 of TS 26.531 [7], to the Data Collection AF via reference point R1 in the form of Data Reporting Configuration resources (see clause 6.3.3.1). A given Data Reporting Configuration comprisescontains instructions and other information to be followed/used by a specified type of data collection clients in their the collection, processing and reporting of UE data to the Data Collection AF for the associated application service and Event ID(s), and in the subsequent processing of that data by the Data Collection AF and its exposure to consumer entities in the form of events.
NOTE:	Exposure by the Data Collection AF of UE data obtained from data collection clients to the Application Service Provider or to other consumer entities is part of event subscription, management and publication functionality described in clause 4.2.8.
The provisioning process begins with the Provisioning AF using the procedures defined in clause 4.2.3.2 to create a Data Reporting Provisioning Session resource as an umbrella for subsequent Data Reporting Configuration resources.
The process then proceeds with the Provisioning AF using the procedures defined in clause 4.2.3.3 to provide the Data Collection AF with one or more Data Reporting Configuration resources. Each set ofData Reporting pProvisioning Sessioninformation pertains to one application, identified by its External Application Identifier, and one type of exposed event, uniquely identified in the 5G System by its Event ID, as defined in clause 4.15.1 of TS 23.502 [3].
The process then proceeds with the Provisioning AF using the procedures defined in clause 4.2.3.3 to provide the Data Collection AF with one or more Data Reporting Configuration resources. The information in that Data Reporting Configuration pertains to parameters and rules for use by one type of data collection client in the collection and reporting of UE data of the associated application to the Data Collection AF.
The Ndcaf_DataReportingProvisioning service and baseline provisioning information contained in the Data Reporting Configuration resource are further described in clauses 4.4 and 4.6.2, respectively, of TS 26.531 [7].
[bookmark: _Toc95674961]4.2.3.2	Data Reporting Provisioning Session procedures
[bookmark: _Toc95674962]4.2.3.2.1	General
Prior to provisioning of data collection and reporting , the Provisioning AF shall create a new Data Reporting Provisioning Session. The following CRUD operations are used to manage Data Reporting Provisioning Session resources. Additional details, including definition of the Data Reporting Provisioning Sessions API, are provided under clause 6.2.	Comment by Richard Bradbury (2022-03-07): N.B. Remove redundant space.
[bookmark: _Toc95674963]4.2.3.2.2	Create Data Reporting Provisioning Session
This procedure shall be used by the Provisioning AF to create a new Data Reporting Provisioning Session. The HTTP POST method shall be used for this purpose.
Editor’s Note: Describe key attributes of the Data Reporting Provisioning Session resource here, especially the access controls that realise the data exposure restrictions affecting all Data Reporting Configuration children of the Provisioning Session.
Upon successful creation, the Data Collection AF shall respond with a 201 (Created) response message that includes the resource identifier of the newly created Data Reporting Provisioning Session in the body of the reply and the URL of the resource, including its resource identifier, shall be returned as part of the HTTP Location header field.
[bookmark: _Toc95674964]4.2.3.2.3	Retrieve Data Reporting Provisioning Session properties
This procedure is used by the Provisioning AF to obtain the properties of an existing Data Reporting Provisioning Session from the Data Collection AF. The HTTP GET method shall be used for this purpose.
[bookmark: _Toc95674965]4.2.3.2.4	Update Data Reporting Provisioning Session properties
The Update operation is not allowed on Provisioning Session resources.This procedure is used by the Provisioning AF to modify an existing Data Reporting Provisioning Session in the Data Collection AF. The HTTP PUT method shall be used for this purpose.	Comment by Richard Bradbury (2022-03-07): I think updates probably shouldn’t be allowed.	Comment by Charles Lo (030722): Why? It would seem logical for the Provisioning AF to be able to modify previously-set provisioning data such as allowedExposureFilter or reportedParameters (as shown in Table 6.2.3.2.1-1). Are you saying that such functionality should instead be attained by first deleting an existing session and then creating a new one?

If indeed updating of Data Reporting Provisioning Sessions properties is to be disallowed, then this sub-clause should be deleted under clause 4.2.3.2. In addition, regarding allowedExposureFilter and reportedParameters properties in Table 6.2.3.2.1-1, would need to change U:RW to U:– .
[bookmark: _Toc95674966]4.2.3.2.5	Destroy Data Reporting Provisioning Session
This procedure is used by the Provisioning AF to destroy a Data Reporting Provisioning Session. The Data Collection AF shall use the HTTP DELETE method for this purpose.
As a side-effect of destroying a Data Reporting Provisioning Session, the Data Collection AF shall release any associated resources, purge any cached data, and delete all UE data reporting configurations associated with this Data Reporting Provisioning Session.
[bookmark: _Toc95674967]4.2.3.3	Data Reporting Configuration procedures
[bookmark: _Toc95674968]4.2.3.3.1	General
Upon the successful creation of a Data Reporting Provisioning Session, the Provisioning AF shall use the procedures defined in this clause to configure UE data collection and reporting functionality specific to an application in the Data Collection AF. This clause defines the basic procedures. Additional details, including definition of the Data Reporting Configuration API are provided under clause 6.3.
NEXT CHANGE
[bookmark: _Toc95152530][bookmark: _Toc95837572][bookmark: _Toc96002727][bookmark: _Toc96069368]4.4	UE-internal procedures
[bookmark: _Toc95152531][bookmark: _Toc95837573][bookmark: _Toc96002728][bookmark: _Toc96069369]4.4.1	General
This clause specifies the procedures used by internal UE entities, namely a UE Application and the associated Direct Data Collection Client, in support of UE data collection by the Direct Data Collection- Client for subsequent reporting to the DC-Data Collection AF.
[bookmark: _Toc95674991]NEXT CHANGE
6	Ndcaf_DataReportingProvisioning service
[bookmark: _Toc95674992]6.1	General
This clause specifies the APIs – namely Data Reporting Provisioning Sessions, Data Reporting Provisioning Session and Data Reporting Configuration, associated with the Ndcaf_DataReportingProvisioning service for used by the Provisioning AF of an Application Service Provider to provision data collection and reporting in the Data Collection AF.
[bookmark: _Toc95674993]6.2	Data Reporting Provisioning Sessions API
[bookmark: _Toc95674994]6.2.1	Overview
This clause specifies the provisioning Data Reporting Provisioning Sessions API used by an Application Service Provider’s serverProvisioning AF to provision a data collection and reporting configuration in a Data Collection AF, as described in clause 4.2.3.2.
[bookmark: _Toc95674995]6.2.2	Resource structures
[bookmark: _Toc95674996]6.2.2.1	Resource structure
Figure 6.2.2-1 depicts the URL base path for the Data Reporting Provisioning Sessions API that is accessible through the following URL base path:
{apiRoot}/v1/ndcaf_data-reporting-provisioning/sessions/sessionId


Figure 6.2.2.1‑1: URL base path model of Data Reporting Provisioning Session related resources
Table 6.2.2‑1 provides an overview of the resources and applicable HTTP methods of the Ndcaf_DataReporting‌Provisioning‌Sessions API.
Table 6.2.2‑1: Operations supported by the Data Reporting Provisioning Sessions API
	Service name
	Operation name
	Resource name
	Resource path suffix
	HTTP method
	Description

	Ndcaf_Data‌Reporting‌Provisioning
	Create‌Provisioning‌Session
	Data Reporting Provisioning Sessions
	/sessions
	POST
	Used to create a new Data Reporting Provisioning Session resource at the Data Collection AF.
If the operation succeeds, the URL of the created Data Reporting Provisioning Session resource shall be returned in the Location header of the response.

	
	Retrieve‌Provisioning‌Session
	Data Reporting
Provisioning
Session
	/sessions/
{sessionId}
	GET
	Retrieves a Data Reporting Provisioning Session resource from the Data Collection AF.

	
	Update‌Provisioning‌Session
	
	
	PUT
	Modifies an existing Data Reporting Provisioning Session resource.

	
	Destroy‌Provisioning‌ Session
	
	
	DELETE
	Destroys a Data Reporting Provisioning Session resource at the Data Collection AF.


[bookmark: _Toc95674997]6.2.2.2	Data Reporting Provisioning Sessions collection resource
[bookmark: _Toc95674998]6.2.2.2.1	Description
The Data Reporting Provisioning Sessions collection resource represents the set of all Data Reporting Provisioning Sessions at a given Data Collection AF (service) instance. This collection resource allows the Provisioning AF to create a new Data Reporting Provisioning Session resource at, and to receive configuration details for that session from, the Data Collection AF.
[bookmark: _Toc95674999]6.2.2.2.2	Resource definition
Resource URL: {apiRoot}/v1/ndcaf_data-reporting-provisioning/sessions
The Data Reporting Provisioning Sessions collection resource shall support the resource URL variables as defined in table 6.2.2.2.2-1.
Table 6.2.2.2.2-1: Resource URL variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	Fully-Qualified Doman Name of the Data Collection AF and path prefix.



[bookmark: _Toc95675000]6.2.2.2.3	Resource Standard Methods
[bookmark: _Toc95675001]6.2.2.2.3.1	Ndcaf_DataReportingProvisioning_CreateSession operation using POST method
This method shall support the URL query parameters as specified in table 6.2.2.2.3.1-1.
Table 6.2.2.2.3.1-1: URL query parameters supported by the POST method on this resource
	Parameter
	Data type
	Cardinality
	Description

	
	
	
	



This method shall support the request data structure and header as specified in tables 6.2.2.2.3.1-2 and 6.2.2.2.3.1-3, and the response data structures and response codes and associated headers as specified in tables 6.2.2.2.3.1-4 and 6.2.2.2.3.1-5.
Table 6.2.2.2.3.1-2: Data structures supported by the POST request body on this resource
	Data type
	Cardinality
	Description

	DataReporting‌Provisioning‌Session
	1
	Data supplied by the Provisioning AF to enable creation of a new Data Reporting Provisioning Session at the Data Collection AF.



Table 6.2.2.2.3.1-3: Headers supported for POST requests on this resource 
	HTTP request  header
	Data type
	Cardinality
	Description

	Authorization
	string
	1
	For authentication of the Provisioning AF (see NOTE).

	Origin
	string
	0..1
	Identifies the origin of the requester.

	NOTE:	If OAuth2.0 authorization is used, the value is Bearer followed by a string representing the bearer access token as defined in section 2.1 of RFC 6750 [8].



Table 6.2.2.2.3.1-4: Data structures supported by the POST response body on this resource
	Data type
	Cardinality
	Response
codes
	Description

	DataReportingProvisioningSession
	1
	201 Created
	The creation of a Data Reporting Provisioning Session resource is confirmed and the current state of the resource is provided by the Data Collection AF in the response message body.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [9] also apply.



Table 6.2.2.2.3.1-5: Headers supported by the 201 (Created) response code on this resource 
	HTTP response header
	Data type
	Cardinality
	Description

	Location
	string
	1
	The URL of the newly created resource at the Data Collection AF, according to the structure specified in clause 6.2.2.1.

	Access-Control-Allow-Origin
	string
	0..1
	Part of CORS [10]. Present if the request included the Origin header.

	Access-Control-Allow-Methods
	string
	0..1
	Part of CORS [10]. Present if the request included the Origin header.
Valid values: POST, PUT, DELETE

	Access-Control-Expose-Headers
	string
	0..1
	Part of CORS [10]. Present if the request included the Origin header.
Valid values: Location



NOTE:	Standard HTTP redirection using a 3xx response code with the Location header as well as Alt-Svc are allowed.
[bookmark: _Toc95675002]6.2.2.3	Data Reporting Provisioning Session resource
[bookmark: _Toc95675003]6.2.2.3.1	Description
The Data Reporting Provisioning Session resource represents a single provisioning session within the collection of Data Reporting Provisioning Sessions at a given Data Collection AF.
[bookmark: _Toc95675004]6.2.2.3.2	Resource definition
Resource URL: {apiRoot}/v1/ndcaf_data-reporting-provisioning/sessions/sessionionId
This resource shall support the resource URI variables defined in table 6.2.2.3.2-1.
Table 6.2.2.3.2-1: Resource URL variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.2.2.2

	sessionId
	string
	Identifier of an individual session instance of the Data Reporting Provisioning Sessions collection. 



[bookmark: _Toc95675005]6.2.2.3.3	Resource standard methods
[bookmark: _Toc95675006]6.2.2.3.3.1	Ndcaf_DataReportingProvisioning_RetrieveSession operation using GET method
Editor’s Note: To be added.
[bookmark: _Toc95675007]6.2.2.3.3.2	Ndcaf_DataReportingProvisioning_UpdateSession operation using PUT method
This method shall support the URL query parameters specified in table 6.2.2.3.3.2-1.
Table 6.2.2.3.3.2-1: URL query parameters supported by the PUT method on this resource
	Name
	Data type
	Cardinality
	Description

	
	
	
	



This method shall support the request data structures specified in table 6.2.2.3.3.2-2 and the response data structures and response codes specified in table 6.2.2.3.3.2-4.
Table 6.2.2.3.3.2-2: Data structures supported by the PUT request body on this resource
	Data type
	Cardinality
	Description

	DataReporting‌Provisioning‌Session
	1
	Parameters to replace previously provided or updated configuration data by the Provisioning AF for a Data Reporting Provisioning Session resource.



Table 6.2.2.3.3.2-3: Headers supported for PUT requests on this resource 
	HTTP request header
	Data type
	Cardinality
	Description

	Authorization
	string
	1
	For authentication of the Provisioning AF (see NOTE).

	Origin
	string
	0..1
	Indication of the origin of the requester.

	NOTE:	If OAuth2.0 authorization is used, the value is Bearer followed by a string representing the bearer access token as defined in section 2.1 of RFC 6750 [8].



Table 6.2.2.3.3.2-4: Data structures supported by the PUT response body on this resource
	Data type
	Cardinality
	Response codes
	Description

	DataReporting‌Provisioning‌Session
	1
	200 OK
	The Data Reporting Provisioning Session resource as successfully modified by configuration data provided by the Provisioning AF

	ProblemDetails
	0..1
	307 Temporary Redirect
	Temporary redirection imposed by the Data Collection AF for a Data Reporting Provisioning Session modification request. The response shall include a Location header field containing an alternative URL of the resource located in another Data Collection AF (service) instance (see NOTE 1).
Applicable if the feature "ES3XX" (Extended Support of HTTP 307/308 redirection as defined in TS 29.502 [11]) is supported. 

	ProblemDetails
	0..1
	308 Permanent Redirect
	Permanent redirection imposed by the DC-AF for a Data Reporting Provisioning Session modification. The response shall include a Location header field containing an alternative URL of the resource located in another DC-AF (service) instance (see NOTE 1).

	ProblemDetails
	0..1
	404 Not Found
	Indication that the Data Reporting Provisioning Session resource does not exist (see NOTE 2).

	NOTE 1:	Applicable if the feature "ES3XX" (Extended Support of HTTP 307/308 redirection as defined in TS 29.502 [11]) is supported.
NOTE 2:	Failure cases are described in clause 6.2.4.
NOTE 3:	In addition to the above response codes, mandatory HTTP error status codes for the PUT method as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [9] also apply.



Table 6.2.2.3.3.2-5: Headers supported by the 200 (OK) response code on this resource
	HTTP response header
	Data type
	Cardinality
	Description

	Access-Control-Allow-Origin
	string
	0..1
	Part of CORS [10]. Present if the request included the Origin header.

	Access-Control-Allow-Methods
	string
	0..1
	Part of CORS [10]. Present if the request included the Origin header.
Valid values: POST, PUT, DELETE.

	Access-Control-Expose-Headers
	string
	0..1
	Part of CORS [10]. Present if the request included the Origin header.
Valid values: Location.



Table 6.2.2.3.3.2-6: Headers supported by the 307 (Temporary Redirect) and 308 (Permanent Redirect) response codes on this resource
	HTTP response header
	Data type
	Cardinality
	Description

	Location
	string
	1
	An alternative URL of the resource located in another Data Collection AF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected

	Access-Control-Allow-Origin
	string
	0..1
	Part of CORS [10]. Present if the request included the Origin header.

	Access-Control-Allow-Methods
	string
	0..1
	Part of CORS [10]. Present if the request included the Origin header. 
Valid values: POST, PUT, DELETE

	Access-Control-Expose-Headers
	string
	0..1
	Part of CORS [10]. Present if the request included the Origin header.
Valid values: Location



[bookmark: _Toc95675008]6.2.2.3.3.3	Ndcaf_DataReportingProvisioning_DestroySession operation using DELETE method
This method shall support the URL query parameters specified in table 6.2.2.3.3.3-1.
Table 6.2.2.3.3.3-1: URL query parameters supported by the DELETE method on this resource
	Name
	Data type
	Cardinality
	Description

	
	
	
	



This method shall support:
· the request data structures and headers as specified in tables 6.2.2.3.3.3-2 and 6.2.2.3.3.3-3, respectively,
· the response body data structures as specified in table 6.2.2.3.3.3-4, and
· the headers associated with different possible response codes as specified in tables 6.2.2.3.3.3-5 and 6.2.3.3.3-6.
Table 6.2.2.3.3.3-2: Data structures supported by the DELETE request body on this resource
	Data type
	Cardinality
	Description

	
	
	



Table 6.2.2.3.3.3-3: Headers supported for DELETE requests on this resource 
	HTTP request header
	Data type
	Cardinality
	Description

	Authorization
	string
	1
	For authentication of the Provisioning AF (see NOTE).

	Origin
	string
	0..1
	Identifies the origin of the requester. (NOTE 2)

	NOTE:	If OAuth2.0 authorization is used, the value is Bearer followed by a string representing the bearer access token as defined in section 2.1 of RFC 6750 [8].



Table 6.2.2.3.3.3-4: Data structures supported by the DELETE response body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful case: The Data Reporting Provisioning Session resource matching the SessionId was destroyed at the Data Collection AF.

	ProblemDetails
	O
	0..1
	307 Temporary Redirect
	Temporary redirection during Data Reporting Session destruction. The response shall include a Location header field containing an alternative URL of the resource located in another DC-AF (service) instance (see NOTE1).

	ProblemDetails
	O
	0..1
	308 Permanent Redirect
	Permanent redirection during Data Reporting Session destruction. The response shall include a Location header field containing an alternative URL of the resource located in another DC-AF (service) instance (see NOTE 1)

	ProblemDetails
	O
	0..1
	404 Not Found
	The Data Reporting Session resource does not exist (see NOTE 2).

	NOTE 1:	Applicable if the feature "ES3XX" (Extended Support of HTTP 307/308 redirection as defined in TS 29.502 [11]) is supported.
NOTE 2:	Failure cases are described in sub-clause 6.2.4.
NOTE 3:	In addition to the above response codes, mandatory HTTP error status codes for the PUT method as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [9] will also apply.



Table 6.2.2.3.3.3-5: Headers supported by the 204 response code on this resource
	HTTP response header
	Data type
	Cardinality
	Description

	Access-Control-Allow-Origin
	string
	0..1
	Part of CORS [10]. Present if the request included the Origin header.

	Access-Control-Allow-Methods
	string
	0..1
	Part of CORS [10]. Present if the request included the Origin header.
Valid values: POST, PUT, DELETE.

	Access-Control-Expose-Headers
	string
	0..1
	Part of CORS [10]. Present if the request included the Origin header.
Valid values: Location.



Table 6.2.2.3.3.1-6 Headers supported by the 307 and 308 response codes on this resource
	HTTP response header
	Data type
	Cardinality
	Description

	Location
	string
	1
	An alternative URL of the resource located in another Data Collection AF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected

	Access-Control-Allow-Origin
	string
	0..1
	Part of CORS [10].Supplied if the request included the Origin header.

	Access-Control-Allow-Methods
	string
	0..1
	Part of CORS [10]. Supplied if the request included the Origin header.
Valid values: POST, PUT, DELETE.

	Access-Control-Expose-Headers
	string
	0..1
	Part of CORS [10]. Supplied if the request included the Origin header.
Valid values: Location.



[bookmark: _Toc95675009]6.2.3	Data model
[bookmark: _Toc95675010]6.2.3.1	General
Table 6.2.3-1 specifies the data type used for the Ndcaf_DataReportingProvisioningSessions API.
Table 6.2.3-1: Data type associated with Ndcaf_DataReportingProvisioningSession API
	Data type
	Clause defined
	Description

	DataReporting‌Provisioning‌Session
	6.2.3.2.1
	Provisioning data on data collection and reporting for the Data Collection AF.



Table 6.2.3-2 specifies data types re-used from other specifications by the Ndcaf_DataReportingProvisioningSessions API, including a reference to the respective specifications.
Table 6.2.3-2: Externally defined data types used by Ndcaf_DataReportingProvisioningSession API
	Data type
	Comments
	Reference

	ApplicationId
	Identifier of the application for UE data collection and reporting by data collection clients, and which is associated with the event exposed by the Data Collection AF.
	3GPP TS 29.571 [13]



[bookmark: _Toc95675011]6.2.3.2	Structured data types
[bookmark: _Toc95675012]6.2.3.2.1	DataReportingProvisioningSession type
The data model for the Data Reporting Provisioning Session resource with which the Ndcaf_DataReportingProvisioningSessions API is associated is specified in table 6.2.3.1.1-1 below.
Table 6.2.3.2.1‑1: Definition of DataReportingProvisioningSession resource
	Property name
	Type
	Cardinality
	Usage
	Description

	provisioningSessionId
	ResourceId
	0..1
	C: RO
R: RO
U: –
	A unique identifier for this Data Reporting Provisioning Session assigned by the Data Collection AF.

	aspId
	String
	1..1
	C: RW
R: RO
U: –
	The identity of the Application Service Provider responsible for this Data Reporting Provisioning Session, the format of which is specified in clause 5.6.2.3 of TS 29.514 [34].

	externalApplicationId
	String
	1..1
	C: RW
R: RO
U: –	Comment by Richard Bradbury (2022-03-07): Should probably not be updatable.	Comment by Charles Lo (030722): I’m OK with that, but that would prevent possible correction of a previously-set value. I suppose the equivalent functionality could be achieved by deleting the corresponding resource and creating a new one 
	The identifier to be used in reports sent to the Data Collection AF by data collection clients and in events exposed to the Application Service Provider

	internalApplicationId
	String
	1..1
	C: RO
R: RO
U: –
	The identifier to be used by event consumers (including the NWDAF and the Event Consumer AF) when subscribing to events in the Data Collection AF.

	eventId
	Integer
	1..1
	C: RO
R: RO
U: –
	The identifier of an AF event for exposure to subscribing event consumers as a result of the provisioning.

	allowedExposureFilter
	ExposureFilter
	1..1
	C: RW
R: RO
U: RW
	A parameter to control whether event consumers are permitted to filter events by External UE identifier or External Group Identifier when subscribing, instead of receiving events relating to all UEs (see clause 6.2.3.3.1).

	reportedParameters
	Array(Object)	Comment by Charles Lo (030722): Should this be changed to DataReportingConfigurationType now that its definition is given in clause 6.3.3.1?
	1..1
	C: RW
R: RO
U: RW
	The subset of domain-specific parameters associated with the specified Event ID to be reported to the Data Collection AF (subject to user consent).



[bookmark: _Toc95675015]6.2.3.3	Simple data types and enumerations
6.2.3.3.1	ExposureFilter enumeration
Enumeration of the ExposureFilter is defined in table 6.2.3.3.1-1.
Table 6.2.3.3.1‑1: Definition of ExposureFilter enumeration
	Enumeration value
	Description

	EXTERNAL_UE_IDENTIFER
	External UE Identifier.

	EXTERNAL_GROUP_IDENTITIER
	External Group Identifier.



6.2.4	Error handling
Editor’s Note: TBA
6.2.45	Mediation by NEF
Editor’s Note: TBA
NEXT CHANGE
6.3.3.1	DataReportingConfiguration resource type
The structure of the DataReportingConfiguration resource is defined in table 6.3.3.1-1.
Table 6.3.3.1-1: Definition of DataReportingConfiguration resource type
	Property name
	Data type
	Cardinality
	Usage
	Description

	dataReportingConfigurationId
	ResourceId
	1..1
	C: R
U: –
	A unique identifier for this Data Reporting Configuration.

	dataCollectionClientType
	DataCollection‌Client‌Type
	1..1
	C: RW
U: RW
	The type of data collection client to which this Data Reporting Configuration pertains.

	authorizationURL
	Url
	0..1
	C: RW
U: RW
	A URL that may be used to authorize the consumer entity prior to a data reporting subscription.

	dataAccessProfiles
	Array(Data‌Access‌Profile)
	1..1
	C: RW
U: RW
	One or more Data Access Profile definitions, each describing a set of data processing instructions, applied by the Data Collection AF when exposing events.



END OF CHANGES
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