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FIRST CHANGE
[bookmark: _Toc50642142]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
(SNIPPED)
[12]	3GPP TS 29.571: "Common Data Types for Service Based Interfaces; Stage 3"122: "T8 reference point for Northbound APIs".
(SNIPPED)
[39]	IETF RFC 3986: "URI Generic Syntax".
NEXT CHANGE
[bookmark: _Toc50642180][bookmark: _Toc50642242][bookmark: _Toc50642258]4.3.6.4	Retrieve Server Certificate
(SNIPPED)
In cases where the X.509 certificate is to be generated by the 5GMSd Application Provider from a Certificate Signing Request obtained according to clause 4.3.6.3 above, the HTTP response 404 (Not Found)204 (No Content) shall be returned until such time as the X.509 certificate has been uploaded using the procedure specified in clause 4.3.6.5 below.
NEXT CHANGE
[bookmark: _Toc50642184]4.3.7	Dynamic Policy Configuration procedures
[bookmark: _Toc50642185]4.3.7.1	General
These procedures are used by the 5GMS Application Provider to configure the Policy Templates for streaming sessions of a particular Provisioning Session.
Figure 4.3.7.1‑1 below is a state diagram showing the life-cycle of a Policy Template.



Figure 4.3.7.1‑1: Policy Template State Diagram
Since Policy Templates require 5GMS System operator verification, a Policy Template that is newly created cannot be used immediately. Upon creation, a Policy Template shall be in the pendingPENDING state. Once all mandatory properties are provided, the 5GMS AF triggers validation. If the Policy Template is not deemed to be valid by the operator of the 5GMS System, it shall move to the invalidINVALID state, from where it can be updated to remedy the defect. Once it has been successfully validated by the 5GMS System operator, a Policy Template shall take the readyREADY state, indicating that it may be applied to streaming sessions. If it is subsequently updated by the 5GMS Application Provider, a Policy Template shall return to the pendingPENDING state, awaiting revalidation by the operator of the 5GMS System. Finally, a Policy Template may be suspendedSUSPENDED by the 5GMS System operator, e.g. in case of a violation of the usage terms or for some other reasons, which renders it unusable. The update of any property moves the state into pendingPENDNG and triggers revalidation. A Policy Template may be destroyed when it is in any of the abovementioned states.
The 5GMSd/5GMSu AF shall verify the status of a Policy Template prior to allowing a Dynamic Policy Instance to instantiate it. Only Policy Templates in the ready state are eligible to be instantiated in this way.
[bookmark: _Toc50642186]4.3.7.2	Create Policy Template
This procedure is used by the 5GMS Application Provider to create a new Policy Template. The HTTP POST method shall be used for this purpose.
If the procedure is successful, the 5GMSd/5GMSu AF shall generate a resource identifier to uniquely identify the newly created Policy Template. In that case, it shall respond with a 201 (Created) HTTP response message and provide the URL to the newly created resource in the Location header field.
If the procedure is not successful, the 5GMSd AF shall provide a response code as defined in clause 6.3.
The default state of a newly created Policy Template is pendingPENDING. If all mandatory property values have been provided, the Policy Template is eligible for validation.
[bookmark: _Toc50642187]4.3.7.3	Read Policy Template
This procedure is used by the 5GMS Application Provider and other 5GMSd/5GMSu AFs to query the properties of an existing Policy Template resource from the 5GMSd/5GMSu AF. The HTTP GET method shall be used for this purpose.
If the procedure is successful, the 5GMSd/5GMSu AF shall respond with a 200 (OK) response that includes the Policy Template in the response message body.
If the procedure is not successful, the 5GMSd AF shall provide a response code as defined in clause 6.3.
[bookmark: _Toc50642188]4.3.7.4	Update Policy Template
The update operation is invoked by the 5GMS Application Provider to modify the properties of an existing Policy Template. All available properties except state may be updated. The HTTP PATCH or HTTP PUT methods shall be used for the update operation.
Any update to the Policy Template resource will change its state back to pendingPENDING, which makes it temporarily unusable. If all mandatory property values have been provided, the Policy Template is eligible for revalidation.
If the procedure is successful, the 5GMSd/5GMSu AF shall respond with a 200 (OK) response message that includes the Policy Template in the response message body. Modifications to read-only properties, such as changes to the state of a Policy Template, shall be rejected with a 403 (Forbidden) HTTP response.
If the procedure is not successful, the 5GMSd AF shall provide a response code as defined in clause 6.3.
(SNIPPED)
NEXT CHANGE
6.4.2	Simple data types
Table 6.4.2-1 below specifies common simple data types used within the 5GMS APIs, including a short description of each. In cases where types from other specifications are reused, a reference is provided.
Table 6.4.2-1: Simple data types
	Type name
	Type definition
	Description
	Reference

	ResourceId
	string
	String chosen by the 5GMS AF to serve as an identifier in a resource URL.
	

	Uri
	string
	Uniform Resource Identifier conforming with the URI Generic Syntax.
	TS 29.571 [12] table 5.2.2‑1

	Url
	String
	Uniform Resource Locator, comforming with the URI Generic Syntax.
	IETF RFC 3986 [39]

	Percentage
	number
	A percentage expressed as a floating point value between 0.0 and 100.0 (inclusive).
	

	DurationSec
	integer
	An unsigned integer identifying a period of time expressed in units of seconds.
	TS 29.122571 [12] table 5.2.2‑15.2.1.3.2‑2

	DateTime	Comment by TL3: Do we need these? Suggest to reference directly to TS29.122 or TS 29.571	Comment by Richard Bradbury: It’s useful to the reader to understand that we are making use of this external data type.
But there are lots of external data types we don’t do this for, so maybe we could lose DurationSec and DateTime if we instead copy the references to each individual usage in the specification.That looks quite fiddly.
Then we could also remove the final column of this table altogether.
	string
	An absolute date and time expressed using the OpenAPI date-time string format.
	TS 29.122571 [12] table 5.2.2‑15.2.1.3.2‑2



NEXT CHANGE
[bookmark: _Toc50642255]6.4.4.2	SdfMethod enumeration
The data model for the SdfMethod enumeration is specified in table 6.4.4.2-1 below:
Table 6.4.4.2‑1: Definition of SdfMethod enumeration
	Enumeration value
	Description

	5Tuple5_TUPLE
	The Media Session Handler shall use 5-Tuples for Service Data Flow descriptions. The 5‑Tuple shall not contain a wildcard.

	2Tuple2_TUPLE
	The Media Session Handler shall use a 2-Tuple of UE IP and Server IP as Service Data Flow Description.

	typeOfServiceMarkingTYPE_OF_SERVICE_MARKING
	The Media Session Handler shall apply Type of Service (ToS) marking to the Service Data Flow.

	flowLabelFLOW_LABEL
	The Media Session Handler shall apply IPv6 flow label marking and provide the IPv6 flow label of the Service Data Flow.

	domainNameDOMAIN_NAME
	The Media Session Handler shall provide the domain name of the 5GMSd AS.



NEXT CHANGE	Comment by Richard Bradbury: @MCC: Note this change supercedes CR0008r1.
6.4.4.3	ProvisioningSessionType enumeration
The data model for the ProvisioningSessionType enumeration is specified in Table 6.4.4.3-1 below:
Table 6.4.4.3‑1: Definition of ProvisioningSessionType enumeration
	Enumeration value
	Description

	downlinkDOWNLINK
	Downlink media streaming

	uplinkUPLINK
	Uplink media streaming



NEXT CHANGE
7.2.3.1	ProvisioningSession resource
The data model for the ProvisioningSession resource is specified in table 7.2.3.1-1 below:
Table 7.2.3.1‑1: Definition of ProvisioningSession resource
	Property name
	Type
	Cardinality
	Usage
	Description

	provisioningSessionId
	ResourceIdString
	1..1
	C: R
R: RO
	A unique identifier for this Provisioning Session.

	aspId
	AspId
	0..1
	C: W
R: RO
	The identity of the Application Service Provider responsible for this Provisioning Session, as specified in clause 5.6.2.3 of TS 29.514 [34].

	serverCertificateIds
	Array(ResourceIdString)
	0..1
	C: –
R: RO
	A (possibly empty) array of Server Certificate identifiers currently associated with this Provisioning Session.

	contentPreparation‌TemplateIds
	Array(ResourceIdString)
	0..1
	C: –
R: RO
	A (possibly empty) array of Content Preparation Template identifiers currently associated with this Provisioning Session.

	contentHosting‌ConfigurationId
	ResourceIdString
	0..1
	C: –
R: RO
	The Content Hosting Configuration identifier currently associated with this Provisioning Session, if any.

	consumptionReporting‌ConfigurationId
	ResourceIdString
	0..1
	C: –
R: RO
	The Consumption Reporting Configuration identifier currently associated with this Provisioning Session, if any.

	metricsReporting‌ConfigurationIds
	Array(ResourceIdString)
	0..1
	C: –
R: RO
	A (possibly empty) array of Metrics Reporting Configuration identifiers currently associated with this Provisioning Session.

	policyTemplateIds
	Array(ResourceIdString)
	0..1
	C: –
R: RO
	A (possibly empty) array of Policy Template identifiers currently associated with this Provisioning Session.



NEXT CHANGE
[bookmark: _Toc50642257]7.3.1	Overview
The Server Certificates Provisioning API is used to provision X.509 [8] server certificates that can be referenced by a Content Hosting Configuration and subsequently presented by the 5GMSd AS when it distributes content to 5GMSd Clients at interface M4d using Transport Layer Security [1230]. Server Certificate resources are provisioned within the scope of an enclosing Provisioning Session.	Comment by Richard Bradbury: @MCC: Incorrect reference.
NEXT CHANGE
7.3.2	Resource structure
The Server Certificates Provisioning API is accessible through the following URL base path:
{apiRoot}/3gpp-m1d/v1/provisioning-sessions/{provisioningSessionId}/
Table 7.3.2‑1 specifies the operations and the corresponding HTTP methods that are supported by this API. In each case, the Provisioning Session identifier shall be substituted into {provisioningSessionId} in the above URL template and the sub-resource path specified in the second column shall be appended to the URL base path.
Table 7.3.2‑1: Operations supported by the Server Certificates Provisioning API
	Operation
	Sub‑resource path
	Allowed HTTP method(s)
	Description

	Create Server Certificate
	certificates
	POST
	Invoked on the Server Certificates collection associated with a Provisioning Session to request that the 5GMS System creates a new Server Certificate on behalf of the 5GMSd Application Provider.
The request message body shall be empty.
If the operation succeeds, the URL of the created Server Certificate resource shall be returned in the Location header of the response and this shall comply with the sub-resource path specified below for manipulating Server Certificate resources in the collection.
The body of the response message may include a copy of the created X.509 certificate, as specified in clause 7.3.3.2 below.

	Reserve Server Certificate
	certificates?csr
	POST
	Invoked on the Server Certificates collection associated with a Provisioning Session to solicit a Certificate Signing Request for a new Server Certificate.
The request message body shall be empty.
If the operation succeeds, the URL of the reserved Server Certificate resource shall be returned in the Location header of the response and this shall comply with the sub-resource path specified below for manipulating Server Certificate resources in the collection.
The body of the response shall be a PEM-encoded X.509 Certificate Signing Request, as specified in clause 7.3.3.1 below.

	Retrieve Server Certificate
	certificates/{certificateId}
	GET
	Used to retrieve a previously created or uploaded Server Certificate.
If a Server Certificate resource has been reserved but not yet uploaded, this operation shall return 404 (Not Found)204 (No Content).

	Upload Server Certificate
	
	PUT
	Used by the 5GMSd Application Provider to supply a new Server Certificate in response to a solicited Certificate Signing Request.
The body of the request message shall be a PEM-encoded X.509 certificate signed with the public key of the Certificate Signing Request, as specified in clause 7.3.3 below.
The 5GMSd AF shall associate the Server Certificate with the private key it generated alongside the Certificate Signing Request.
Attempting to update a previously uploaded Server Certificate is an error.

	Destroy Server Certificate
	
	DELETE
	Removes the specified Server Certificate from the set of certificates associated with the Provisioning Session.

	NOTE:	The Server Certificate resource identifier {certificateId} differs from the serial number of the X.509 certificate.



NEXT CHANGE
[bookmark: _Toc50642278]7.5.3	Data model
[bookmark: _Toc50642272]7.5.3.1	ContentProtocols resource
The data model for the ContentProtocols resource is specified in table 7.5.3.1-1 below:
Table 7.5.3.1-1: Definition of ContentProtocols resource
	Property name
	Data Type
	Cardinality
	Description

	downlinkIngestProtocols
	array(ContentProtocolDescriptor)
	0..1
	An array of ContentProtocolDescriptor objects, as specified in clause 7.5.3.2, each one uniquely identifying a content ingest protocol supported at interface M2d by the 5GMSd AS(s) associated with the corresponding 5GMSd AF.

	geoFencingLocatorTypes
	array(URI StringUri)
	0..1
	An array of fully-qualified term identifiers, each one indicating a content geo-fencing locator type supported by the 5GMS System.
Every 5GMS System shall support at least the locator type urn:3gpp:5gms:locatortype:iso3166.


[bookmark: _Toc50642273]
7.5.3.2	ContentProtocolDescriptor type
The data model for the ContentProtocolDescriptor type is specified in table 7.5.3.2-1 below:
Table 7.5.3.2-1: Definition of ContentProtocolDescriptor type
	Property name
	Data Type
	Cardinality
	Description

	termIdentifier
	URI StringUri
	1..1
	A fully-qualified term identifier from the controlled vocabulary urn:3gpp:5gms:content-protocol, as specified in clause 7.5.4.

	descriptionLocator
	URL StringUrl
	0..1
	The location of a description of the content protocol, for example the public web URL of its specification.



NEXT CHANGE
7.6.3.1	ContentHostingConfiguration resource
The data model for the ContentHostingConfiguration resource is specified in table 7.6.3.1-1 below:
Table 7.6.3.1-1: Definition of ContentHostingConfiguration resource
	Property name
	Data Type
	Cardinality
	Description

	name
	String
	1..1
	A name for this Content Hosting Configuration.

	IngestConfiguration
	Object
	1..1
	Describes the 5GMSd Application Provider's origin server from which media resources will be ingested via interface M2d.

		path
	String
	1..1
	The relative path which will be used to address the media resources at interface M2d.
This path is provided by the 5GMSd AF in the case of Push-based ingest.

		pull
	Boolean
	1..1
	Indicates whether to the 5GMSd AS shall use Pull or Push for ingesting the content.

		Pprotocol
	URI StringUri
	1..1
	A fully-qualified term identifier allocated in the name space urn:3gpp:5gms:content-protocol that identifies the content ingest protocol.
The set of supported protocols is defined in clause 8.

		entryPoint
	UrlString
	1..1
	An entry point to ingest the content. The semantics of the entry point are dependent on the selected ingest protocol.
In the case of Push ingest (pull flag is set to False), this parameter is returned by the 5GMSd AF to the 5GMSd Application Provider and indicates the entry point for pushing the content.
In case of Pull (pull flag is set to True), the entryPoint shall be provided to the 5GMSd AF to indicate the location from which content is to be pulled. In this case, the entryPoint shall be used as the base URL. A request received by the 5GMSd AS is mapped to a URL using the provided base URL to fetch the content from the origin server.

	DistributionConfigurations
	Array(Object)
	1..1
	Specifies the distribution method and configuration for the ingested content.
More than one distribution may be configured for the ingested content, e.g. to offer different distribution configurations such as DASH and HLS.

		contentPreparationTemplateId
	StringResourceId
	0..1
	Indicates that content preparation prior to distribution is requested by the 5GMSd Application Provider. It identifies the Content Preparation Template that shall be used as defined in clause 7.4

		canonicalDomainName
	String
	1..1
	All resources of the current distribution shall be accessible through this default FQDN assigned by the 5GMSd AF.

		domainNameAlias
	String
	1..1
	The 5GMSd Application Provider may assign another FQDN through which media resources are additionally accessible at M4d.
This domain name is used by the 5GMSd AS to select an appropriate Server Certificate to present at M4d, and to set appropriate CORS HTTP response headers at M4d.
If this property is present, the 5GMSd Application Provider is responsible for providing in the DNS a CNAME record that resolves domainNameAlias to canonicalDomainName.

		PathRewriteRules
	Array(Object)
	0..1
	An ordered list of rules for rewriting the request URL paths of media resource requests handled by the 5GMSd AS.
If multiple rules match a particular resource's path, only the first matching rule, in order of appearance in this array, shall be applied.

			requestPathPattern
	String
	1..1
	A regular expression [5] against which the path part of each 5GMSd AS request URL, including the leading "/", and up to and including the final "/", shall be compared. (Any leaf path element following the final "/" shall be excluded from this comparison.)
In the case of Pull-based ingest, the M4d download request path is used in the comparison.
In the case of Push-based ingest, the M2d upload request path is used in the comparison.
In either case, if the request path matches this pattern, the path mapping specified in the corresponding mappedPath shall be applied.

			mappedPath
	String
	1..1
	A replacement for the portion of the 5GMSd AS request path that matches requestPathPattern.
In the case of Pull-based ingest, IngestConfiguration.entryPoint is concatenated with the mapped path and any leaf path element from the original M4d download request to form the M2d origin request URL.
In the case of Push-based ingest, canonicalDomainName (and, optionally, domainNameAlias) are concatenated with the mapped path and any leaf path element from the original M2d upload request to form the distribution URL(s) exposed over M4d.

		CachingConfigurations
	Array(Object)
	0..1
	Defines a configuration of the 5GMSd AS cache for a matching subset of media resources ingested in relation to this Content Hosting Configuration.

			urlPatternFilter
	String
	1..1
	A pattern that will be used to match media resource URLs to determine whether a given media resource is eligible for caching by the 5GMSd AS. The format of the pattern shall be a regular expression as specified in [5].

			CachingDirectives
	Object
	1..1
	If a urlPatternFilter applies to a resource, then the provided CachingDirectives shall be applied by the 5GMSd AS at M4d, potentially overwriting any origin caching directives ingested at M2d.

				statusCodeFilters
	Array(Integer)
	0..1
	The set of HTTP origin response status codes to which these CachingDirectives apply. The filter shall be provided as a regular expression as specified in [5].
If the list is empty, the CachingDirectives shall apply to all HTTP origin response status codes at M2d.

				noCache
	Boolean
	1..1
	If set to True, this indicates that the media resources matching the filters shall not be cached by the 5GMSd AS and shall be marked as not to be cached when served by the 5GMSd AS at M4d.

				maxAge
	Integer
	0..1
	The caching time-to-live period that shall be set on ingested media resources matching the filters. This determines the minimum period for which the 5GMSd AS shall cache matching media resources as well as the time-to-live period signalled by the 5GMSd AS at interface M4d when it serves such media resources.
The time-to-live for a given media resource shall be calculated relative to the time it was ingested.

		GeoFencing
	Object
	0..N
	Limit access to the content to the indicated geographic areas.

		locatorType
	URI StringUri
	1..1
	The type of the locators shall be indicated using a fully-qualified term identifier URI from the controlled vocabulary urn:3gpp:5gms:‌locator‑type, as specified in clause 7.6.4.6, or else from a vendor-specific vocabulary.

		locators
	Array(String)	Comment by TL3: Is this really a string not LocatorType?	Comment by Richard Bradbury: String is correct because the format is determined by the controlled vocabulary signalled above.
	1..1
	Array of locators from which access to the resources is to be allowed. The format of the locator strings shall be determined by the value of locatorType, as specified in clause 7.6.4.6.

		UrlSignature
	Object
	0..1
	Defines the URL signing scheme. Only correctly signed and valid URLs will be allowed to access the content resource at M4d.

			urlPattern
	String
	1..1
	A pattern that shall be used to match M4d media resource URLs. The 5GMSd AS shall not serve a matching media resource at M4d unless it includes a valid authentication token. The format of the pattern shall be a regular expression as specified in [5].

			tokenName
	String
	1..1
	The name of the M4d request query parameter that the Media Player should use to present the authentication token when required to do so.

			passphraseName
	String
	1..1
	The name of the query parameter that is used to refer to the passphrase when constructing the authentication token.
Note that the token is not included in the cleartext part of the M4d URL query component.

			passphrase
	String
	1..1
	The shared secret between the 5GMSd Application Provider and the 5GMSd AS for this DistributionConfiguration.
The passphrase is used in the computation and verification of the M4d authentication token but is never sent in-the-clear over that interface.

			tokenExpiryName
	String
	1..1
	The name of the M4d request query parameter that the Media Player should use to present the token expiry field.

			useIPAddress
	Boolean
	1..1
	If set to True, the IP address of the UE is included in the computation of the authentication token for resources that match urlPattern and access to matching media resources shall be allowed by the 5GMSd AF only when the M4d request is made from a UE with this IP address.

			ipAddressName
	String
	0..1
	The name of the M4d request query parameter that is encoded as part of the authentication token if the useIPAddress flag is set to True.
Note that the IP address is not passed in the cleartext part of the M4d URL query component.

		certificateId
	ResourceIdString
	0..1
	When content is distributed using TLS [16], the X.509 [8] certificate for the origin domain is shared with the 5GMSd AF so that it can be presented by the 5GMSd AS in the TLS handshake at M4d. This attribute indicates the identifier of the certificate to use.



[bookmark: _Toc50642293]NEXT CHANGE
7.8	Metrics Reporting Configuration API
[bookmark: _Toc50642292]7.8.1	Overview
The Metrics Reporting Configuration API allows an 5GMS System operator or a 5GMSd Application Provider to configure the Metrics Collection and Reporting procedure for a particular Provisioning Session at interface M1d.
7.8.2	Resource structure
The Metrics Reporting Configuration API is accessible through the following URL base path:
{apiRoot}/3gpp-m1d/v1/provisioning-sessions/{provisioningSessionId}/
Table 7.8.2‑1 below specifies the operations and the corresponding HTTP methods that are supported by this API. In each case, the Provisioning Session identifier shall be substituted into {provisioningSessionId} in the above URL template and the sub-resource path specified in the second column of the table shall be appended to the URL base path.
Table 7.8.2-1: Metrics Reporting Configuration resource
	Operation
	Sub‑resource path
	Allowed HTTP method(s)
	Description

	Create Metrics Reporting Configuration
	metrics‑reporting‑configurations
	POST
	Create and optionally provide a configuration.
If the operation succeeds, the URL of the created Metrics Reporting Configuration resource shall be returned in the Location header of the response.

	Read Metrics Reporting Configuration
	metrics‑reporting‑configurations/
{metricsReportingConfigurationId}
	GET
	Retrieve the values of an existing Metrics Reporting Configuration.

	Update Metrics Reporting Configuration
	
	PUT,
PATCH
	Provide initial upload of a new configuration, or either the modification of, or replacement to an existing configuration.

	Delete Metrics Reporting Configuration
	
	DELETE
	Delete a configuration, disables reporting.



7.8.3	Data model
[bookmark: _Toc51937696]7.8.3.1	MetricsReportingConfiguration resource
The data model for the MetricsReportingConfiguration resource is specified in table 7.8.3-1 below:
Table 7.8.3‑1: Definition of MetricsReportingConfiguration resource
	Property name
	Type
	Cardinality
	Description

	metricsReportingConfigurationId
	StringResourceId
	1..1
	An identifier for this Metrics Reporting Configuration that is unique within the scope of the enclosing Provisioning Session.

	scheme
	Array(URI StringUri)	Comment by Richard Bradbury: I don’t think this is an array. Now that there can be multiple MetricsReportingConfiguration resources for a given ProvisioningSession, each one only needs one metrics scheme.
	01..1
	The scheme associated with this Metrics Reporting Configuration. A scheme may be associated with 3GPP or with a non-3GPP entity.
If not specified, the 3GPP metrics scheme urn:‌3GPP:‌ns:‌PSS:‌DASH:‌QM10 from TS 26.247 shall apply.

	dataNetworkName
	StringDnn
	0..1
	The Data Network Name (DNN) which shall be used when sending metrics reports.
If not specified, the default DNN shall be used.

	reportingInterval
	DurationSec
	0..1
	The time interval between successive metrics reports.
If not specified, a single final report shall be sent after the streaming session has ended.

	samplePercentage
	Percentage
	0..1
	The proportion of streaming sessions for which metrics shall be reported.
If not specified, reports shall be sent for all sessions.

	urlFilters
	Array(String)
	0..1
	A list of content URL patterns for which metrics shall be reported.
If not specified, reporting shall be done for all URLs.

	metrics
	Array(String)
	0..1
	A non-empty list of metrics which shall be collected and reported.
For the 3GPP scheme urn:‌3GPP:‌ns:‌PSS:‌DASH:‌QM10 the listed metrics shall correspond to one or more of the metrics as specified in clauses 10.3 and 10.4, respectively, of TS 26.247 [7], and the quality reporting scheme and quality reporting protocol as defined in clauses 10.5 and 10.6, respectively, of [7] shall be used.
If not specified, the complete (or default if applicable) set of metrics associated with the specified scheme shall be collected and reported.



NEXT CHANGE
[bookmark: _Toc50642299]7.9.3.1	PolicyTemplate resource
The data model for the PolicyTemplate resource is specified in table 7.9.3‑1 below:
[bookmark: _Hlk55827470]Table 7.9.3-1: Definition of PolicyTemplate resource
	Property
	Type
	Cardinality
	Usage
	Visibility
	Description

	policyTemplateId
	StringResourceId
	1..1
	C: RO
R: RO
U: RO
	
	Unique identifier of this Policy Template within the scope of the Provisioning Session.

	state
	Enumeration of Strings	Comment by TL3: Array (String)?	Comment by Richard Bradbury: Now implemented in OpenAPI as an inline anonymous enumeration.
	1..1
	C: RO
R: RO
U: RO
	
	A Policy Template may be in the pendingPENDING, INVALID, readyREADY, or suspendedSUSPENDED state.
Only a Policy Template in the readyREADY state may be instantiated as a Dynamic Policy Instance and applied to streaming sessions.

	apiEndPoint
	String
	1..1
	C: RW
R: RO
U: RW
	MNO Admin
	The API endpoint that should be invoked when activating a Dynamic Policy Instance based on this Policy Template.

	apiType
	Enumeration of Strings	Comment by TL3: Array(String)	Comment by Richard Bradbury: Now implemented in OpenAPI as an inline anonymous enumeration.
	1..1
	C: RW
R: RO
U: RW
	MNO Admin
	N5: Npcf Policy Authorization Service.
N33: AsSessionWithQoS or CHargableParty.

	externalReference
	String
	1..1
	C: RW
R: RO
U: RW
	
	Additional identifier for this Policy Template, unique within the scope of its Provisioning Session, that can be cross-referenced with external metadata about the streaming session.

	qoSSpecification
	M1QoSSpecification
	0..1
	C: RW
R: RO
U: RW
	
	Specifies the network quality of service to be applied to streaming sessions at this Policy Template.

	ApplicationSession‌Context
	Object
	1..1
	
	
	Specifies information about the application session context to which this Policy Template can be applied.

		afAppId
	AfAppId
	0..1
	
	Read-Only
	As defined in clause 5.6.2.3 of TS 29.514 [34] and clause clause 5.3.2 of TS 29.571 [12].

		sliceInfo
	Snssai
	0..1
	
	
	

		dnn
	Dnn
	0..1
	
	
	

		aspId
	AspId
	0..1
	
	
	

	chargingSpecification
	ChargingSpecification
	0..1
	
	
	Provides information about the charging policy to be used for this Policy Template.



NEXT CHANGE
[bookmark: _Toc50642307][bookmark: _Toc50642314]10.2	DASH Distribution
(SNIPPED)
The interface between the DASH Access Client and the Media Playback and Content Decryption Platform as well as the 5GMSd Client requirements for media codecs are documented in TS 26.511 [1235].	Comment by Richard Bradbury: @MCC: Incorrect reference.
(SNIPPED)
NEXT CHANGE
11.2.3.1	ServiceAccessInformation resource type
The data model for the ServiceAccessInformtion resource is specified in table 11.2.3.1-1 below:
Table 11.2.3.1‑1: Definition of ServiceAccessInformation resource
	Property name
	Type
	Cardinality
	Usage
	Description

	provisioningSessionId
	StringResourceId
	1..1
	RO
	Unique identification of the M1d Provisioning Session.

	StreamingAccess
	Object
	0..1
	RO
	

	mediaPlayerEntry
	URL StringUrl
	0..1
	RO
	A document or a pointer to a document that defines a media presentation e.g. MPD for DASH content or URL to a video clip file.

	ClientConsumptionReporting‌Configuration
	Object
	0..1
	RO
	

	reportingInterval
	DurationSec
	0..1
	RO
	The time interval, expressed in seconds, between consumption report messages being sent by the Media Session Handler. The value shall be greater than zero.
When this property is omitted, a single final report shall be sent immediately after the streaming session has ended.

	serverAddresses
	Array(URL StringUrl)
	1..1
	RO
	A list of 5GMSd AF addresses (URLs) where the consumption reporting messages are sent by the Media Session Handler.
(Opaque URL, following the 5GMS URL format.)

	locationReporting
	Boolean
	1..1
	RO
	Stipulates whether the Media Session Handler is required to provide location data to the 5GMSd AF in consumption reporting messages (in case of MNO or trusted third parties).

	samplePercentage
	Percentage
	1..1
	RO
	The percentage of streaming sessions that shall send consumption reports, expressed as a floating point value between 0.0 and 100.0.

	DynamicPolicyInvocationConfiguration
	Object
	0..1
	RO
	

	serverAddresses
	Array(URL StringUrl)
	1..1
	RO
	A list of 5GMSd AF addresses (URLs) which offer the APIs for dynamic policy invocation sent by the Media Session Handler.
(Opaque URL, following the 5GMS URL format.)

	validPolicyTemplateIds
	Array(StringResourceId)
	1..1
	RO
	A list of Policy Template identifiers which the 5GMSd Client is authorized to use.

	sdfMethods
	Array(SdfMethod)
	1..1
	RO
	A list of recommended service data flow description methods (descriptors), e.g. 5-Tuple, ToS, 2-Tuple, etc, which should be used by the Media Session Handler to describe the service data flows for the traffic to be policed.

	externalReferences
	Array(String)
	0..1
	RO
	Additional identifier for this Policy Template, unique within the scope of its Provisioning Session, that can be cross-referenced with external metadata about the streaming session.
Example: "HD_Premium".

	ClientMetricsReportingConfigurations
	Array(Object)
	0..1
	RO
	

	serverAddresses
	Array(URL StringUrl)
	1..1
	RO
	A list of 5GMSd AF addresses to which metrics reports shall be sent.
(Opaque URL, following the 5GMS URL format.)

	dataNetworkName
	StringDnn
	0..1
	RO
	The DNN which shall be used when sending metrics reports. If not specified, the name of the default DN shall be used.

	reportingInterval
	DurationSec
	0..1
	RO
	The time interval, expressed in seconds, between metrics reports being sent by the Media Session Handler. The value shall be greater than zero.
When this property is omitted, a single final report shall be sent immediately after the streaming session has ended.

	samplePercentage
	Percentage
	1..1
	RO
	The percentage of streaming sessions that shall report metrics, expressed as a floating point value between 0.0 and 100.0.

	urlFilters
	Array(String)
	1..1
	RO
	A list of URL patterns for which metrics reporting shall be done. The format of each pattern shall be a regular expression as specified in [5].
If not specified, reporting shall be done for all sessions.

	metrics
	Array(String)
	1..1
	RO
	A list of metrics which shall be reported.

	NetworkAssistanceConfiguration
	Object
	0..1
	RO
	

	serverAddress
	URL StringUrl
	1..1
	RO
	Address of the 5GMSd AF that offers the APIs for 5GMSd AF-based Network Assistance, for access by the 5GMSd Media Session Handler. This address shall be an opaque URL, following the 5GMS URL format.



NEXT CHANGE
[bookmark: _Toc50642328]11.5.2	Resource structure
The Dynamic Policies API is accessible through the following URL base path:
{apiRoot}/3gpp-m5/v1/dynamic-policies/	Comment by Richard Bradbury: @MCC: N.B.
Table 11.5.2‑1 below specifies the operations and the corresponding HTTP methods that are supported by this API. The sub-resource path specified in the second column shall be appended to the URL base path.
Table 11.5.2-1: Operations supported by the Dynamic Policies API
	Resource name
	Sub-resource path
	Allowed HTTP methods
	Description

	Dynamic Policies
	policies
	POST
	Create a new Dynamic Policy resource.
If the operation succeeds, the URL of the created Dynamic Policy Instance resource shall be returned in the Location header of the response.

	Dynamic Policy 
	policies/{dynamicPolicyId}
	GET
	Read a Dynamic Policy resource.

	
	
	PUT
	Replace an existing Dynamic Policy resource.

	
	
	PATCH
	Modify an existing Dynamic Policy resource.

	
	
	DELETE
	Delete an existing Dynamic Policy resource.



NEXT CHANGE
[bookmark: _Toc50642337][bookmark: _Toc50642331]11.5.3.1	DynamicPolicy resource
The DynamicPolicy resource is specified in table 11.5.3.1-1 below.
Table 11.5.3.1-1: Definition of Dynamic Policy resource
	Property name
	Data type
	Cardinality
	Usage
	Description

	dynamicPolicyId
	StringResourceId
	1..1
	RO
	Unique identifier for this Dynamic Policy.

	policyTemplateId
	StringResourceId
	1..1
	C: RW
R: RO
U: RW
	Identifies the Policy Template which should be applied to the application flow(s).

	serviceDataFlowDescriptions
	Array(ServiceDataFlowDescription)
	1..1
	C: RW
R: RO
U: RW
	Describes the service data flows managed by this Dynamic Policy.

	provisioningSessionId
	StringResourceId
	1..1
	C: RW
R: RO
U: RW
	Uniquely identifies Provisioning Session, which is linked to the Application Service Provider.

	qosSpecification
	M5QoSSpecification
	0..1
	C: RW
R: RO
U: RW
	Describes the network Quality of Service properties of this Dynamic Policy.

	enforcementMethod
	String
	0..1
	C: RO
R: RO
U: RO
	Description of the Policy Enforcement Method. The parameter is set by the 5GMSd AF.

	enforcementBitRate
	Integer
	0..1
	C: RO
R: RO
U: RO
	Description of the enforcement bit rate.



NEXT CHANGE
11.6.3.1	NetworkAssistanceSession resource
The NetworkAssistanceSession resource is specified in table 11.6.3.1-1 below.
Table 11.6.3.1-1: Definition of NetworkAssistanceSession resource
	Property name
	Type
	Cardinality
	Usage
	Description

	naSessionId
	StringResourceId
	1..1
	C: RO
R: RO
U: RO
	Unique identifier for this Network Assistance Session.

	serviceDataFlowInformation
	Array(ServiceDataFlowDescription)
	0..1
	C: RW
R: RO
U: RW
	Identification of the application flows for the streaming session for which Network Assistance is to be used, e.g. 2-tuple (IP addresses) or 5-tuple (IP Addresses, protocol and ports).

	policyTemplateId
	StringResourceId
	0..1
	C: RW
R: RO
U: RW
	Identification of the policy that is in force for the streaming session.

	requestedQoS
	M5QoSSpecification
	0..1
	C: RW
R: RO
U: RW
	The requested QoS parameters.

	recommendedQoS
	M5QoSSpecification
	0..1
	C: RO
R: RO
U: RO
	The QoS parameters currently recommended by the 5GMS AF.

	notficationURL
	StringUrl
	0..1
	C: RO
R: RO
U: RO
	A URL to the MQTT channel over which notifications are to be sent by the 5GMS AF for this session. When set, the Media Session Handler shall subscribe to this channel. The notification messages shall be in the form of the M5QoSSpecification data type.



LAST CHANGE
Annex C (normative)
OpenAPI representation of the 5GMSA HTTP REST APIs
C.1	General
This Aannex is based on the OpenAPI 3.0.0 specification [23] and provides corresponding representations of all APIs defined in the present specification.
NOTE 1:	An OpenAPIs representation embeds JSON Schema representations of HTTP message bodies.
This Aannex shall take precedence when being discrepant to other parts of the specification with respect to the encoding of information elements and methods within the API(s).
NOTE 2:	The semantics and procedures, as well as conditions, e.g. for the applicability and allowed combinations of attributes or values, not expressed in the OpenAPI definitions but defined in other parts of the specification also apply.
C.2		Data Types applicable to several APIs
For the purpose of referencing entities defined in this clause, it shall be assumed that the OpenAPI definitions below are contained in a physical file named "TS26512_CommonData.yaml".
	



C.3	OpenAPI representation of the M1 APIs
C.3.1	M1_Provisioning Sessions API
	



C.3.2	M1_Server Certificates Provisioning API
	



C.3.3	M1_Content Preparation Templates Provisioning API
	



C.3.4	M1_Content Protocols Discovery API
	



C.3.5	M1_Content HostingProvisionng Configuration API
	



C.3.6	M1_Consumption Reporting Provisioning API
	



C.3.7	M5_Metrics Reporting Provisioning API
	



C.3.8	M1_Policy Templates Provisioning API
	



C.4	OpenAPI representation of the M5 APIs
C.4.1	M5_Service Access Information API
	



C.4.2	M5_Consumption Reporting API
	



C.4.3	M5_Metrics Reporting API
	



C.4.4	M5_Dynamic Policies API
	



C.4.5	M5_Network Assistance API
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