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***Second change***
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GC
5G Core Network

5GS
5G System

ADMF
LI Administration Function

AMF
Access and Mobility Management Function

AS
Application Server

AUSF
Authentication Server Function

BBIFF
Bearer Binding Intercept and Forward Function

BSS
Business Support System

CC
Content of Communication

CP
Control Plane

CSI
Cell Supplemental Information

CSP
Communication Service Provider

CUPS
Control and User Plane Separation

DN
Data Network

E-CSCF
Emergency – Call Session Control Function

GPSI
Generic Public Subscription Identifier

HMEE
Hardware Mediated Execution Enclave

HR
Home Routed

IBCF
Interconnection Border Control Functions

IMS-AGW
IMS Access Gateway

IM-MGW
IM Media Gateway

IP
Interception Product

IRI
Intercept Related Information

LALS
Lawful Access Location Services

LBO
Local Break Out

LEA
Law Enforcement Agency

LEMF
Law Enforcement Monitoring Facility

LI
Lawful Interception

LI CA
Lawful Interception Certificate Authority

LICF
Lawful Interception Control Function

LI_HI1
Lawful Interception Handover Interface 1

LI_HI2
Lawful Interception Handover Interface 2

LI_HI3
Lawful Interception Handover Interface 3

LI_HI4
Lawful Interception Handover Interface 4

LIID
Lawful Interception Identifier

LIPF
Lawful Interception Provisioning Function

LIR
Location Immediate Request

LI_SI
Lawful Interception System Information Interface

LI_T1
Lawful Interception Internal Triggering Interface 1

LI_T2
Lawful Interception Internal Triggering Interface 2

LI_T3
Lawful Interception Internal Triggering Interface 3

LI_X0

Lawful Interception Internal Interface 0

LI_X1
Lawful Interception Internal Interface 1

LI_X2
Lawful Interception Internal Interface 2

LI_X3
Lawful Interception Internal Interface 3

LI_X3A
Lawful Interception Internal Interface 3 Aggregator

LMF
Location Management Function

LMISF
LI Mirror IMS State Function

LMISF-CC
LMISF for the handling of CC

LMISF-IRI
LMISF for the handling of IRI

LTF
Location Triggering Function

MANO
Management and Orchestration

MDF
Mediation and Delivery Function

MDF2
Mediation and Delivery Function 2

MDF3
Mediation and Delivery Function 3

MDT
Minimization Driving Tests
MR
Measurement Report

MRFP
Multimedia Resource Function Processor

N9HR
N9 Home Routed

N3IWF
Non 3GPP Inter Working Function

NFV
Network Function Virtualisation

NFVI
Network Function Virtualisation Infrastructure

NFVO
Network Function Virtualisation Orchestrator

NPLI
Network Provided Location Information

NR
New Radio

NRF
Network Repository Function

NSSF
Network Slice Selection Function

OSS
Operations Support System

PAG
POI Aggregator

PCF
Policy Control Function

P-CSCF
Proxy - Call Session Control Function

PEI
Permanent Equipment Identifier

PGW
PDN Gateway

PGW-U
PDN Gateway User Plane

POI
Point Of Interception

PLMN
Public Land Mobile Network

PTC
Push to Talk over Cellular

S8HR
S8 Home Routed

SIRF
System Information Retrieval Function

S-CSCF
Serving - Call Session Control Function

SMF
Session Management Function

SMSF
SMS-Function

SUCI
Subscriber Concealed Identifier

SUPI
Subscriber Permanent Identifier
TCE
Trace Collection Entity
TF
Triggering Function

TrGW
Transit Gateway

UDM
Unified Data Management

UDR
Unified Data Repository

UDSF
Unstructured Data Storage Function

UPF
User Plane Function

VNF
Virtual Network Function

VNFC
Virtual Network Function Component

xCC
LI_X3 Communications Content

xIRI
LI_X2 Intercept Related Information

***End of second change***
***Third change***

7.3
Location

7.3.1
General

This clause provides location reporting functionality for both UE location obtained as part of normal network access or user service usage and location actively triggered through location based services or other LALS reporting.

In addition, clause 7.3.4 describes Cell Supplemental Information (CSI) (e.g., civic address, geographical coordinates, or operator specific information) derived from CSP databases.
Furthermore, location reporting functionality could be based on lawfull access to trace management system, defined in clause 7.3.X on collection of Measurement Report (MR). 
For all UE locations obtained, generated or reported to the MDF2, the POI shall report the time at which the location was established by the location source (e.g. AMF, MME or HSS/UDM) and provide this to the MDF along with the location information, or Measurement Report information.

***End of third change***
***Fourth change***
7.3.X
Collection of Measurement Report 
Lawfull access to MDT Trace System support collection of UE-specific measurements using Control Plane architecture, for both E-UTRAN and NR, is based on targeted UE based on either IMSI/SUPI either IMEI/PEI. Such radio measurement collection is mainly defined in TS 37.320 [XA] for Minimization of Drive Tests (MDT).
It shall let to collect location or related information from this specific UE during a period of time by the trace reporting of MnS (Management Service) of any network element of RAN and AMF/MME. It is based on the provisioning made by the ADMF on the Trace Management System, specially EM (Element Manager) and PoI of TCE ((Trace Collection Entity), defined by TS 33.421 [XB], TS 33.422 [XC] and TS 33.423 [XD].
 Based on the warrant received over LI_HI1 interface, the LIPF provisions the TMS (an IRI-TF) which in turn initiates the trace collection and sends a trigger to the TCS (an IRI-POI). Based on the trigger, the TCS would send the MR to the MDF2 over LI_X2. The MR contains the location information.
Figure x illustrates the differents elements of the LI architecture for the MR collection system:
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Figure X: LI architecture for the MR collection system 
Any privacy protection such as anonymization of MR shall not activated.
The location information which comes with UE radio measurements for MDT shall be correlated with other MDT measurements, e.g. RAN measurements. For MDT measurements where UE location information is provided separately, the correlation of location information and MDT measurements shall be done in the TCE based on time-stamps and Trace ID.

If available, the Streaming Trace data reporting will be selected by the trace management system instead of the file transfert reporting for their delivery to MDF2. Their formats are defined in clause 5 of TS 33.423 [XD]. The Streaming Trace administrative messages (trace session start and end, heartbeat) will be also provided to the MDF2 before to be transmitted to the LEMF with LIID.
On top of collected MR, administrative message, such trace failure notification of such system may be transfered to LEMF, through the MDF2.

All the trace data that are collected by PoI of the TCE should be deleted and not stored, but directly transferred to LEMF through MDF2 that will do the LIID mapping instead of Trace ID. Some related TCE events may be stored only in the ADMF for audit, specially the provisioning and trace ID/LIID mapping.

***End of fourth change***

**End of all changes**
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