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1. Overall Description:

SA3-LI would like to get some clarification on the following aspects of clause 4.7.7 of TS 23.316, as highlighted below:
“For FN-RG (i.e. FN-BRG and FN-CRG), the W-AGF shall provide a PEI containing:

-
The FN-RG MAC address: this shall be used by the W-AGF when it is known by configuration that the MAC address received by the W-AGF is unique (no other entity can use the same MAC address) and corresponds to the permanent MAC address configured on the RG by the manufacturer.

NOTE 1:
This assumes that the W-AGF can see the actual permanent MAC address of the FN-RG and not the MAC address of any intermediate entity (e.g. DSLAM).

-
The MAC address received by the W-AGF, together with an indication provided by the W-AGF that this address cannot be used as an Equipment identifier of the FN-RG: this shall be used by the W-AGF when the conditions to provide a PEI containing the FN-RG MAC address are not met.
NOTE 2:
This is to support the case of legacy deployments for FN RG where either multiple FN RG can share the same MAC address or where the MAC address received by the W-AGF is not that of the FN RG but the MAC address of an intermediate entity between the FN RG and the W-AGF.
NOTE 3:
When the PEI contains an indication that the MAC address cannot be used as an Equipment identifier of the FN-RG, the PEI cannot be trusted for regulatory purpose but it can be stored in CDR and used for troubleshooting.
SA3-LI kindly asks SA3 and SA2 to consider that when each UE has a globally unique PEI, the ability for the Lawful Interception aspects to operate normally can be achieved by SA3-LI.  However, if the PEI is not globally unique, this will lead to problems for LI including the potential to deliver product for PEIs not under warrant. For LI and security procedures in the overall 3GPP system to work as intended, the PEI is required to be trusted and unique. SA3-LI kindly asks that this be taken into consideration during continuing system design. 
2. Actions:

To SA2, SA3 groups.

ACTION: 
SA3-LI asks SA2 and SA3 to take the above into account when developing a solution. 
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