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*** Start of First MODIFICATION ***
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*** Start of Second MODIFICATION ***

[bookmark: _Toc524536850]7.x	PTC service
[bookmark: _Toc524536851]7.x.1	Introduction
The Stage 3 intercept capabilities defined in this clause for the Push to Talk over Cellular (PTC) service apply when supported by a CSP.  The term PTC represents either a Push to Talk over Cellular (POC) or Mission Critical Push to Talk (MCPTT) type service.
[bookmark: _Toc524536853]7.x.2	LI at the PTC server
7.x.2.1	Provisioning over LI_X1
The IRI-POI present in the PTC server is provisioned over LI_X1 by the LIPF using the X1 protocol as described in clause 5.2.2.
The POI in the PTC server shall support the following Target Identifier formats in the ETSI TS 103 221-1 [7] messages:
-	MCPTT ID.
-	IMEI.
-	SIP URI.
-	TEL URI.
7.x.2.2	Provisioning over LI_X2
The IRI-POI present in the PTC server shall send xIRI over LI_X2 for each of the events listed in TS 33.127 [5] clause 7.x.3, each of which is described in the following clauses.
7.x.2.3	Provisioning over LI_X3
The CC-POI present in the PTC server shall send xCC over LI_X3 for any PTC event where CC is available to be reported.
7.x.2.4	IRI events
[bookmark: _Toc524536858]7.x.2.4.1	PTC service registration
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCRegistration record when the IRI-POI present in the PTC server detects that a UE matching one of the target identifiers provided via LI_X1 has successfully or unsuccessfully registered to the 5GS via 3GPP NG-RAN or non-3GPP access.
Table 7.x.2-1: Payload for PTCRegistration record
	Field name
	Description
	M/C/O

	registrationType
	Specifies the type of registration, see TS 24.501 [13] clause 9.11.3.7. This is derived from the information received from the UE in the REGISTRATION REQUEST message.
	M

	registrationResult
	Specifies the result of registration, see TS 24.501 [13] clause 9.11.3.6.
	M

	mCPTT ID
	MCPTT ID associated with the registration.
	M

	iMEI
	IMEI used in the registration.
	M

	sIP URI
	SIP URI used in the registration.
	M

	tEL URI
	GPSI obtained in the registration, if available as part of the subscription profile.
	M

	eventType
	Shall indicate registration event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	pTCserverURI
	Shall include the identity of the PTC server serving the target or the server the target is a participant of, it known.
	C



7.x.2.4.2	PTC serving system
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCServingsystem record when the IRI-POI present in the PTC server detects that there is a change to the CSP serving the PTC target access network.
Table 7.x.2-2: Payload for PTCServingsystem record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	ServingSystemID
	Shall include the identity of the serving system currently serving the Target UE.
	M

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.3	PTC session initiation
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCSessioninitiation record when the IRI-POI present in the PTC server detects that the target initiates a session or the target receives an invitation to join a session regardless of the success or the final disposition of the invitation.
Table 7.x.2-3: Payload for PTCSessioninitiation record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate Session Initiation Begin Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	correlation
	Shall provide to allow correlation of CC and IRI records as well as related IRI records.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	pTCserverURI
	Shall include the identity of the PTC server serving the target or the server the target is a participant of, it known.
	C

	pTCSessioninfo
	Shall provide PTC Session information such as PTC Session URI, PTC Session type, and Nickname.
	

	pTCOriginatingID
	Shall identify the originating party.  Provided when known.
	C

	pTCParticipants
	Shall identify the individual PTC participants, when known.
	C

	associatePresenceStatus
	Shall provide the Associate Presence Status, which is a list of:
· PresenceID: Identity of PTC Client(s) or PTC group, when known. 
· PresenceType: Identifies type of ID [PTC Client(s) or PTC group].
· PresenceStatus: Presence state of each ID. 
Report when the Presence functionality is supported by the PTC Server and the PTC Server assumes the role of the Watcher on behalf of PTC target.
	C

	location
	Shall include when reporting of the PTC intercept target’s location information is authorized.
	C

	initiationCause
	Shall identify the originator of the PTC Session Initiation.  If an associate was the originator, the associate’s ID shall be included, if known.
	M

	bearerCapability
	Shall provide when known the media characteristics information elements of the PTC Session, e.g. SDP information, media format, vocoder type.
	C

	pTCHost
	Shall identify the PTC participant who has the authority to initiate and administrate a PTC Session, if known.
	C

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.4	PTC session abandon
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCSessionabandon record when the IRI-POI present in the PTC server detects that the PTC Session is not established and the request is abandoned before the PTC Session established end to end connectivity.
Table 7.x.2-4: Payload for PTCSessionabandon record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	correlation
	Shall provide to allow correlation of CC and IRI records as well as related IRI records.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	pTCSessioninfo
	Shall provide PTC Session information such as PTC Session URI, PTC Session type, and Nickname.
	M

	location
	Shall include when reporting of the PTC intercept target’s location information is authorized.
	C

	abandoncause
	Shall identify the reason for the abandoned PTC Session.
	M

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.5	PTC session start
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCSessionstart record when the IRI-POI present in the PTC server detects that the PTC Session is established and communication begins.
Table 7.x.2-5: Payload for PTCSessionstart record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	correlation
	Shall provide to allow correlation of CC and IRI records as well as related IRI records.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	pTCServerURI
	Shall include the identity of the PTC Server serving the target or the server the target is a participant of, if known.
	C

	pTCSessioninfo
	Shall provide PTC Session information such as PTC Session URI, PTC Session type, and Nickname.
	M

	pTCOriginatingID
	Shall identify the originating party. Provide when known.
	C

	pTCParticipants
	Shall identify the individual PTC participants, when known.
	C

	associatePresenceStatus
	Shall provide the Associate Presence Status, which is a list of:
· PresenceID: Identity of PTC Client(s) or PTC group, when known. 
· PresenceType: Identifies type of ID [PTC Client(s) or PTC group].
· PresenceStatus: Presence state of each ID. 
Report when the Presence functionality is supported by the PTC Server and the PTC Server assumes the role of the Watcher on behalf of PTC target.
	C

	location
	Shall include when reporting of the PTC intercept target’s location information is authorized.
	C

	initiationCause
	Shall identify the originator of the PTC Session Initiation.  If an associate was the originator, the associate's id shall be included, if known.
	C

	pTCHost
	Shall identify the PTC participant who has the authority to initiate and administrate a PTC Session, if known.
	C

	bearerCapability
	Shall provide when known the media characteristics information elements of the PTC Session, e.g. SDP information, media format, vocoder type.
	C

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.6	PTC session end
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCSessionend record when the IRI-POI present in the PTC server detects that the PTC Session is released for any reason (i.e. normal or abnormal release) and voice communications ends.
Table 7.x.2-6: Payload for PTCSessionend record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	correlation
	Shall provide to allow correlation of CC and IRI records as well as related IRI records.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	pTCServerURI
	Shall include the identity of the PTC Server serving the target or the server the target is a participant of, if known.
	C

	pTCSessioninfo
	Shall provide PTC Session information such as PTC Session URI, PTC Session type, and Nickname.
	M

	preEstStatus
	When a Pre-Established Session is used for a PTC session being released, shall indicate a Pre-Established Session remains established or released.
	C

	pTCOriginatingID
	Shall identify the originating party. Provide when known.
	C

	pTCParticipants
	Shall identify the individual PTC participants, when known.
	C

	location
	Shall include when reporting of the PTC intercept target’s location information is authorized.
	C

	abandonCause
	Shall identify the reason for the abandoned PTC Session.
	M

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.7	PTC start of interception
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCStartofInterception record for a PTC Session that has been initiated but not established, either from/to the target or when LI is first started and the target has at least one active session in progress. If multiple PTC Session are active at the start of interception, a PTCStartofInterception record is generated for each active session.
Table 7.x.2-7: Payload for PTCStartofIntercept record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	correlation
	Shall provide to allow correlation of CC and IRI records as well as related IRI records.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	preEstSessionID
	For a PTC Pre-Established Session, shall provide PTC Session information such as PTC Session URI, PTC Session type, and Nickname.
	C

	pTCOriginatingID
	Shall identify the originating party. Provide when known.
	C

	pTCSessioninfo
	When not associated with a Pre-Established session, shall provide PTC Session information such as PTC Session URI, PTC Session type, and Nickname.
	C

	pTCHost
	Shall identify the PTC participant who has the authority to initiate and administrate a PTC Session, if known.
	C

	pTCParticipants
	Shall identify all known individual PTC participants.
	M

	mediaStreamAvail
	Shall include for a Pre-established session to indicate if the PTC intercept target's PTC Client is not able/willing to receive media streams immediately, when the Pre-established session is established.
	C

	bearerCapability
	Shall provide when known the media characteristics information Elements of the PTC session, e.g. SDP information, media format, vocoder type.
	C

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.


‘
7.x.2.4.8	PTC pre-established session
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCPre-establishedSession record when the IRI-POI present in the PTC server detects that a pre-established session is setup/modified/released between the client present within the target’s UE and the PTC server associated with the PTC client.
Table 7.x.2-8: Payload for PTCPre-establishedSession record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	correlation
	Shall provide to allow correlation of CC and IRI records as well as related IRI records.
	M

	Network Identifier
	Unique identifier for the network element reporting the event. 
	M

	pTCServerURI
	The participating PTC Server URI associated with the PTC client originating the PTC Pre-Established Session request.
	M

	rTPSetting
	The IP address and the port number of the target at the PTC Server for the RTP Session.
	M

	pTCMediaCapability
	The codec(s) and Media Parameters selected by the PTC Server from those contained in the original SDP offer from the targets PTC Client.
	M

	preEstSessionID
	Identifies the PTC Pre-established Session identity.
	M

	preEstStatus
	Indicates if the Pre-Established Session is established (setup completed), modified, or released.
	M

	mediaStreamAvail
	Indicates if the target’s PTC Client is not able/willing to receive media streams immediately.  Provide when Pre-established session is established
	C

	location
	When authorized, reports when a PTC Pre-Established Session is first established or terminated by the intercept target.
	C

	failureCode
	Provide when the Pre-Established Session cannot be established or modified.
	C

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.9	PTC instant personal alert
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCInstantPersonalAlert record when the IRI-POI present in the PTC server detects that an Instant Personal Alert (IPA) (i.e. a request for one PTC subscriber to initiate a one-to-one PTC Session) is initiated or sent to the PTC target.
Table 7.x.2-9: Payload for PTCInstantPersonalAlert record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	pTCSessioninfo
	Shall provide PTC Session information such as PTC Session URI, PTC Session type, and Nickname.
	M

	iPAPartyID
	Identifies the PTC associate that receives or has sent the Instant Personal Alert to the target.
	M

	iPADirection
	Identifies the direction (TO PTC target or FROM a PTC target) of the Instant Personal Alert.
	M

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.10		PTC party join
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCPartyJoin record when the IRI-POI present in the PTC server detects that a request to join (or re-join) a PTC Group Session (i.e. Chat Group) that is already in progress is received from the PTC target.
Table 7.x.2-10: Payload for PTCPartyJoin record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	correlation
	Shall provide to allow correlation of CC and IRI records as well as related IRI records.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	iPAPartyID
	Identifies the PTC associate that receives or has sent the Instant Personal Alert to the target.
	M

	pTCSessionInfo
	Shall provide PTC Session information such as PTC Session URI, PTC Session type, and Nickname.
	M

	pTCParticipants
	Shall Identify all known individual PTC participants, if known.
	C

	associatePresenceStatus
	Shall provide the Associate Presence Status, which is a list of:
· PresenceID: Identity of PTC Client(s) or PTC group, when known. 
· PresenceType: Identifies type of ID [PTC Client(s) or PTC group].
· PresenceStatus: Presence state of each ID. 
Report when the Presence functionality is supported by the PTC Server and the PTC Server assumes the role of the Watcher on behalf of PTC target.
	C

	mediaStreamAvail
	Shall include for a session to indicate if the PTC intercept target's PTC Client is not able/willing to receive media streams immediately, when the session is established.
	C

	bearerCapability
	Shall provide when known the media characteristics information Elements of the PTC session, e.g. SDP information, media format, vocoder type. 
	C

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.11		PTC party drop
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCPartyDrop record when the IRI-POI present in the PTC server detects that an associate leaves the PTC Group Session in which the PTC target is also participating.
Table 7.x.2-11: Payload for PTCPartyDrop record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	correlation
	Shall provide to allow correlation of CC and IRI records as well as related IRI records.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	pTCSessionInfo
	Shall provide PTC Session information such as PTC Session URI, PTC Session type, and Nickname.
	M

	pTCPartyDrop
	Shall provide the identity of the associate that leaves the PTC Session.
	M

	associatePresenceStatus
	Shall provide the Associate Presence Status, which is a list of:
· PresenceID: Identity of PTC Client(s) or PTC group, when known. 
· PresenceType: Identifies type of ID [PTC Client(s) or PTC group].
· PresenceStatus: Presence state of each ID. 
Report when the Presence functionality is supported by the PTC Server and the PTC Server assumes the role of the Watcher on behalf of PTC target.
	C

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.12		PTC party hold
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCPartyHold record when the IRI-POI present in the PTC server detects that an on-going PTC Session with the target is placed on hold or retrieved from hold.
Table 7.x.2-12: Payload for PTCPartyHold record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	correlation
	Shall provide to allow correlation of CC and IRI records as well as related IRI records.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	pTCSessionInfo
	Shall provide PTC Session information such as PTC Session URI, PTC Session type, and Nickname.
	M

	pTCParticipants
	Shall Identify all known individual PTC participants, if known.
	C

	pTCPary
	The identity of the PTC associate that placed the PTC session on hold.
	M

	retrieveID
	Identifies the PTC associate that retrieved from hold an on-going PTC Session.
	M

	holdRetrieveInd
	Shall indicate the PTC Session is put on hold ((deactivate Media Bursts) a PTC Session is locked for talking/listening)) or released from hold. True indication equals placed on hold, false indication was retrieved from hold.
	M

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.13		PTC media modification
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCMediaModification record when the IRI-POI present in the PTC server detects that a re-negotiation of the media parameters occurs during a PTC Session involving the target MS.
Table 7.x.2-13: Payload for PTCMediaModification record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	correlation
	Shall provide to allow correlation of CC and IRI records as well as related IRI records.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	pTCSessionInfo
	Shall provide PTC Session information such as PTC Session URI, PTC Session type, and Nickname.
	M

	mediaStreamAvail
	Shall include to indicate if the PTC target's PTC Client is not able/willing to receive media streams immediately.
	C

	bearerCapability
	Shall provide when known the media characteristics information Elements of the PTC session, e.g. SDP information, media format, vocoder type.
	M

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.14		PTC group advertisement
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCGroupAdvertisement record when the IRI-POI present in the PTC server detects when a PTC intercept target sends a Group Advertisement information to a single PTC user, a list of PTC users, or to all members of the group using the Group Identity.
Table 7.x.2-14: Payload for PTCGroupAdvertisement record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	correlation
	Shall provide to allow correlation of CC and IRI records as well as related IRI records.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	pTCIDList
	Identifies each participant from the PTC Target's contact list (i.e., individuals) and PTC Group list (i.e., list of pre-identified individuals using a group identification) for a group call.
	C

	pTCGoupID
	Identifies the PTC Group Identity, Nick Name, and characteristics.
	C

	groupAuthRule
	Identifies the action requested by the PTC Target to the PTC Group Authorization Rules. 
· Report when action requested to the PTC Group Authorization Rules by the target. 
· Report when the PTC Target attempts a change or queries the Access Control List(s).
	C

	groupAdSender
	Identifies the group administrator who was the originator of the group call.
	M

	pTCHost
	Identifies the PTC participant who has authority to initiate and administrate an active PTC Group Session. Provide when known.
	C

	groupCharacteristics
	PTC group identifying feature or any identifying specific characteristics for the group e.g. MCPTT specific. 
	C

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.15		PTC floor control
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCFloorControl record when the IRI-POI present in the PTC server detects when the target requests to speak (e.g. presses the PTC mechanism) or the target is given permission to speak in response to a request (e.g. the network responds positively to the PTC Subscriber’s request) or is refused the request to speak and when the target is finished speaking (e.g. the PTC intercept target releases the PTC mechanism).
Table 7.x.2-15: Payload for PTCFloorControl record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	correlation
	Shall provide to allow correlation of CC and IRI records as well as related IRI records.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	pTCSessionInfo
	Shall provide PTC Session information such as PTC Session URI, PTC Session type, and Nickname.
	M

	floorActivity
	Choice of: 
a) TBCP_Request: Used by the PTC Client to request permission from the PTC Server to send a Talk Burst.
b) TBCP_Granted: Used by the PTC Server to notify the PTC Client that it has been granted permission to send a Talk Burst. 
c) TBCP_Deny: Used by the PTC Server to notify a PTC Client that it has been denied permission to send a Talk Burst. 
d) TBCP_Idle: Used by the PTC Server to notify all PTC Clients that no one has the permission to send a Talk Burst at the moment and that it may accept the TBCP Talk Burst Request message.
e) TBCP_Taken: Used by the PTC Server to notify all PTC Clients, except the PTC Client that has been given permission to send a Talk Burst, that another PTC Client has been given permission to send a Talk Burst. 
f) TBCP_Revoke: Used by the PTC Server to revoke the media resource from a PTC Client and can be used for preemption functionality, but is also used by the system to prevent overly long use of the media resource. 
g) TBCP_Queued: Indicates the request to talk is queued, if queued floor control is supported.  Include identification of the PTC Client that has the queued Talk Burst, if known. 
TBCP_Release: Indicates the request to talk has completed.
	M

	floorSpeakerID
	Include identification of the PTC Client that has the Talk Burst, if known.  Do not include if TBCP Idle parameter is present.
	C

	maxTBTime
	Include the maximum duration value for the Talk Burst before the permission is revoked. Provide when known.
	C

	queuedFloorControl
	Indicates if queuing is supported by the PTC Server and the PTC Intercept Subject's PTC Client.
	C

	queuedPosition
	If queued floor control is supported, indicates the queue position.  
	C

	talkBurstPriority
	If more than one level of priority is supported,  indicates the Talk Burst priority level of the PTC Client (OMA-PoC-AD [97]).  
	C

	talkBurstreason
	The reason code for the denial or revoke of a Talk Burst. Provide if known.
	C

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.16		PTC target presence
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCTargetPresence record when the IRI-POI present in the PTC server detects when the PTC server publishes network presence information to the Presence server on behalf of the PTC target.
Table 7.x.2-16: Payload for PTCTargetPresence record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	correlation
	Shall provide to allow correlation of CC and IRI records as well as related IRI records.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	targetPresenceStatus
	Shall identify any PTC related presence information of the PTC target, if changed.
	C

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.17		PTC associate presence
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCAssociatePresence record when the IRI-POI present in the PTC server detects when the PTC server receives presence status notifications from the Presence servers after having subscribed to the PTC presence status of other PTC clients (i.e. associates of the PTC intercept target).
Table 7.x.2-17: Payload for PTCAssociatePresence record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	associatePresenceStatus
	Shall provide the Associate Presence Status, which is a list of:
· PresenceID: Identity of PTC Client(s) or PTC group, when known. 
· PresenceType: Identifies type of ID [PTC Client(s) or PTC group].
· PresenceStatus: Presence state of each ID. 
Report when the Presence functionality is supported by the PTC Server and the PTC Server assumes the role of the Watcher on behalf of PTC target.
	C

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.18		PTC list management
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCListManagement record when the IRI-POI present in the PTC server detects when the target PTC client attempts to change their own contact list or their own PTC Group list(s).
Table 7.x.2-18: Payload for PTCListManagement record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	correlation
	Shall provide to allow correlation of CC and IRI records as well as related IRI records.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	targetPresenceStatus
	Shall identify any PTC related presence information of the PTC target, if changed.
	C

	listManagementType
	The "List Management Attempts" identify the type of list being managed by the PTC Target.  
For example, a) and b) are reported when PTC Target's Client attempt changes to his Contact List and his PTC Group List(s).

The "List Management Results" identify the network response to a modification by the PTC Target.  
For example, c), d), or e) is reported when the network notifies the PTC Target of changes to his Contact List or his PTC Group List(s).
	C

	listManagementAction
	Identifies the action requested by the PTC Intercept Subject to the Contact Lists or PTC Group List(s). Report when PTC Intercept Subject attempts changes to his Contact List or PTC Group List(s).

Also report when a notification is sent to the PTC Intercept Subject due to changes occurring to his Contact List or PTC Group List(s).
	C

	listManagementFailure
	Reports the error code or reason for failure. Report when List Management request is unsuccessful.
	C

	contactID
	Identity of the contact in the list. One contact per Contact List or PTC Group List.  Report if known.
	C

	pTCGroupID
	Identifies the PTC Group Identity, Nick Name, and characteristics.
	C

	pTCIDList
	Identifies each participant from the PTC Target's contact list (i.e., individuals) and PTC Group list (i.e., list of pre-identified individuals using a group identification) for a group call.
	C

	pTCHost
	Identifies the PTC participant who has authority to initiate and administrate an active PTC Group Session. Provide when known.
	C

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.19		PTC access policy
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCListManagement record when the IRI-POI present in the PTC server detects when the PTC intercept target attempts to change the access control lists (e.g. PTC user access policy and PTC Group authorization rules) located in the PTC XML Document Management Server (XDMS).
Table 7.x.2-19: Payload for PTCAccessPolicy record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	correlation
	Shall provide to allow correlation of CC and IRI records as well as related IRI records.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	targetPresenceStatus
	Shall identify any PTC related presence information of the PTC target, if changed.
	M

	accessPolicyType
Choice of: 
a)	PTCUserAccessPolicyAttempt
b)  GroupAuthorizationRulesAttempt
c)	PTCUserAccessPolicyQuery
d)	GroupAuthorizationRulesQuery
e)	PTCUserAccessPolicyResult
f)	GroupAuthorizationRulesResult
g)	Request unsuccessful
	Identifies the type of Access Policy list being managed or queried by the PTC Target.  
· Report a), b), c), or d) when the PTC Target attempts a change or queries the Access Control list(s). 
· Report e), f), or g) when the network notifies the PTC Target of changes to the Access Control list(s) or the request was unsuccessful.
	C

	pTCUserAccessPolicy
Choice of:
a) Allow Incoming PTC Session request
b) Block Incoming PTC Session request
c) Allow Auto Answer Mode
d) Allow Override Manual Answer Mode 

	Identifies the action requested by the PTC Intercept Target to the PTC user or group access policy.

· Report when action requested to the PTC User Access Policy. 
· Report when the PTC Intercept Subject attempts a change or queries the Access Control list(s).
	C

	groupAuthRule
	Identifies the action requested by the PTC Target to the PTC Group Authorization Rules. 
· Report when action requested to the PTC Group Authorization Rules by the target. 
· Report when the PTC Target attempts a change or queries the Access Control List(s). 
	C

	contactID
	Identity of the contact in the list. One contact per Contact List or PTC Group List.  Report if known.
	C

	pTCGroupID
	Identifies the PTC Group Identity, Nick Name, and characteristics.
	C

	accessPolicyFailure
	Reports the error code or reason for failure when Access Policy Request is unsuccessful.
	C

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.20		PTC media type notification
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCMediaTypeNotification record when the IRI-POI present in the PTC server detects media types at the POI other than PTC speech (e.g. video, images, text, files) directed to/from the target’s PTC client.
Table 7.x.2-20: Payload for PTCMediaTypeNotification record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	eventType
	Shall indicate a Serving System Report Record event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	timeStamp
	Shall include the Time and date of the event generation.
	M

	correlation
	Shall provide to correlation of CC and IRI records as well as related IRI records.
	M

	network Identifier
	Unique identifier for the network element reporting the event.
	M

	mediaStreamAvail
	Shall include for a Pre-established session to indicate if the PTC intercept target's PTC Client is not able/willing to receive media streams immediately, when the Pre-established session is established.

	C

	pTCSessionInfo
	Shall provide PTC Session information such as PTC Session URI, PTC Session type, and Nickname.
	M

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.



7.x.2.4.21		PTC encryption message
When a CSP has PTC services where the service(s) use encryption provided or managed by the CSP, these services should be provided to LEAs unencrypted or the CSP shall provide the encryption method, specific parameters, or the security keys necessary to decrypt the PTC services.
Table 7.x.2-21: Payload for PTCEncyptionMessage record
	Field name
	Description
	M/C/O

	mCPTT ID
	Provide associated identity, if available (see NOTE).
	M

	iMEI
	Provide associated identity, if available (see NOTE).
	M

	sIP URI
	Provide associated identity, if available (see NOTE).
	M

	tEL URI
	Provide associated identity, if available (see NOTE).
	M

	pTCType
	Shall indicate PTC Encryption event.
	M

	lIID
	LIID, unique number for each lawful authorization.
	M

	eventDate
	Date of the event generation.
	M

	eventTime
	Tiime of the event generation.
	M

	cryptoContext
	If further information is needed to associate the encryption information with a specific session or stream, this parameter shall identify the context to which this encryption message applies.  
	C

	cipher
	Shall include the name of the cipher.

	M

	key
	Shall include the key needed to decipher.
	M

	salt
	Shall include the initial salt value, if the cipher requires a salt value.
	C

	keyEncoding
	Shall include the encoding of the key if the encoding is other than binary.
	C

	pTCOther
	Shall be included if other information is required to decrypt the data.
	C

	NOTE:	At least one among MCPTT ID, IMEI, SIP URI, and Tel URI shall be provided.





*** End of All MODIFICATIONS ***

