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Abstract of the contribution: This document provides a brief report from the PTSC-LAES.
1. Administrative:

· PTSC LAES had four virtual meetings (November 4th, 2019, December 3rd, 2019, January 16th, 2020 and January 24th, 2020) since SA3LI#75.  
2. Open projects:
· PTSC Issue 138: Impact of eCNAM standard on LI ( output document ATIS-1000678.v4

· PTSC Issue 144: Encrypted Intercept Information ( output document ATIS-1000678.v4
· PTSC Issue 152: Revision of ATIS-1000678.v3  ( output document ATIS-1000678.v4
· PTSC Issue 155: Federal Cybersecurity Requirements and LI Interfaces ( output document TBD. 

3. ATIS-1000678.v4 updates (LAES for VoIP – wireline)
· After the first ballot review, the document was updated to modify the text related to SHAKEN along with a few informative call flows. The updated document was agreed to send for a default ballot review. However, a last-minute decision taken at the October 10th virtual meeting to capture the RCS related changes deferred the sending of the document for default ballot review. 
· The changes being proposed to support the RCS aspects is enhancing the CC-APDU in the ASN.1 to include variants to support the MSRP and RCS file-object. 

· Some operators have implemented the RCS with the previously defined CC-APDU object and using some other standards for the file-object. 

· To support the existing deployments of RCS aspects, the disclaimer is added to state that the use of {678} defined CC-APDU for file-object aspect of MSRP  is one of the alternative options.  
· A discussion related to the details of party Id determination (for RCS sessions) requires further analysis. Therefore, the re-balloting of the document was deferred to the next meeting (March 9th),  
4. Federal Cybersecurity Requirements and LI Interfaces

· Nothing new to report. 
From the previous report: 

· A new Issue (i.e. project) was agreed earlier. 

· This is a study with  the purpose of identifying the implications of US Federal cyber-security regulations on the LI interfaces service providers to the LEAs.  Any implications on the internal interfaces between (e.g. IAP and the MF/DF) are outside the scope of this study. 

· The study will also identify any state and local regulations beyond the applicable US Federal cyber-security regulations. 

· In case, an implication is found, the study will identify the method of capturing those findings. 

5. PTSC LAES and WTSC LI merger
· Quiet with some whispers. 
