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Abstract of the contribution: The contribution analyses a possible collision between different requirements on the XID.
The current version of TS 33.128 specifies the following in clause 5.2.6:

“For the purposes of realising LI_T3 between a TF and a triggered POI, the TF plays the role of the “ADMF” as defined in the ETSI TS 103 221-1 [7] reference model (clause 4.2), and the triggered POI plays the role of the “NE”.”

According to ETSI TS 103 221-1 (v.1.4.1), see clause 5.1.1:

“A Task relates to a single target identifier, and goes from the point an ActivateTask Request is sent by the ADMF to the time a DeactivateTask Request is sent by the ADMF, a "terminating fault" occurs, or (for Tasks with the

"ImplicitDeactivationAllowed" flag set) the NE determines that it has completed.”.

Moreover, according to clause 5.1.2 of the same TS:

“Each Task on X1 is uniquely identified by an X1 Identifier (XID) and it is handled independently of all others. The

ADMF shall assign the XID as a version 4 UUID as per IETF RFC 4122 [2]. The ADMF is responsible for correlating

the XID to any LI instance identifiers used to communicate with Law Enforcement.

In addition, the XID is released once the Task has ended.”

Based on the ETSI TS, it seems that the same XID cannot be used for two different activations. 

On the other side, in TS 33.128 the ETSI model and messages are used by the CC-TF to “dynamically” activate (trigger) CC interception in the CC-POI when a target session is being established. In such cases the XID, which is set to the same XID associated with the interception in the SMF and so presumed to be the one received from the ADMF, is sent as mandatory parameter in the ActivateTask message. This XID is then provided by the CC-POI to the MDF3 which, in turn, can map it into the LIID to be provided to the LEMF.
There could be scenarios where for a specific XID assigned by the ADMF (LIPF) multiple triggering of CC interceptions are needed, e.g. in case of multiple sessions for the same target or in case of triggering from the CC-TF into different CC-POIs. Moreover, even if in case of subsequent, independent sessions for the same target, the XID (as assigned by the ADMF/LIPF) will not change, as it is expected to be the same for the whole life of the task/warrant (until the task is deactivated by the ADMF).
So, it is currently unclear how a XID received from the ADMF over X1 can be properly mapped into different XIDs over LI_T3, each one unique for a specific triggering (session).
While the issue above can be quite easily solved by adding small proprietary functionalities on top of the existing standard, it is proposed to discuss whether a standardized solution is needed to allow full LI interoperability. Possible approaches could be:

1. The CC-TF could, acting as ADMF, generate a “session specific” XID, based on the XID assigned by the ADMF and provide it to the CC-POI. The CC-POI could then recover the “original” (ADMF assigned) XID and provide it over LI_X3 to the DF3.

2. (not preferred) A separate set of messages could be specified for session handling, inside the same task identified by the XID assigned by the ADMF.
3. Completely decouple the dynamic activation process from the task. 
4. Modify the task concept usage so that it is more flexible and can allow to cover different scenarios.

5. Add information over LI_T3 allowing proper handling of session based task activation. 

It has to be checked whether similar issue could also be applicable to other LI interfaces such as LI_T2.
