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First change:
[bookmark: _Toc532551795]1	Scope
The present document specifies Stage 1 Lawful Interception requirements for 3GPP networks and services.
Regional interception requirements can be satisfied by meeting the correct subset of requirements from the present document. Which CSP services are subject to Lawful Interception is defined by national regulations.
The presence of a requirement in the present document does not in itself imply or mandate that a 3GPP operator has an obligation to implement any network service capability, which is not otherwise required to meet LI obligation compliance in relation to specific regulated services, offered by that 3GPP operator. Only those specific requirements and sub-clauses of the present document which are applicable to specific network and/or service capabilities implemented in a 3GPP operator's network will be considered in scope for that operator. In all cases, laws and regulations define which requirements are applicable to 3GPP operators in each country relative to the services offered by each 3GPP operator.
[bookmark: _GoBack]As such not all requirements in the present document will apply in all national jurisdictions or to all 3GPP operator deployments (e.g. if an operator does not offer voice services, then voice LI requirement in the present document do not apply).
The interception system defined in the present document provides LI based on specific target identifiers.
End first change
Second change
[bookmark: _Toc532551799]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
ADMF	ADMinistration Function
CAT	Customized Alerting Tone
CC	Content of Communication
CRS	Customized Ringing Signal
CSP	Communications Service Provider
gNB	5G NodeB
GUTI	Globally Unique Temporary Identifier
HeNB	Home eNodeB
H(e)NB	HNB and HeNB
HNB	Home NodeB
IP	Interception Product
IRI	Intercept Related Information 
LALS	Lawful Access Location Services
LEA	Law Enforcement Agency
LEMF	Law Enforcement Monitoring Facility
LI	Lawful Interception 
MC	Mission Critical
MCPTT	Mission Critical Push to Talk
MDF	Mediation and Delivery Function
NFV	Network Function Virtualization
POI	Point Of Interception
RCS	Rich Communications Services
SIP-URI	Session Initiated Protocol Uniform Resource Identifier
SUCI	SUbscription Concealed Identifier
SUPI	SUbscription Permanent Identifier
TEL-URI	Telephone Uniform Resource Identifier
UTC	Coordinated Universal Time
End second change
Third change
[bookmark: _Toc532551803]5.2	Model
Figure 5.2 depicts the general interception model. Lawful Interception (LI) is implemented in a 3GPP Communication Service Provider (CSP) network by the logical elements shown in the figure. Detailed LI architecture and functions are found in TS 33.127 [3], while delivery details are found in TS 33.128 [4].
The Administration Function (ADMF) provides the CSP's administrative functions for the LI capability, including provisioning and de-provisioning the Point(s) Of Interception (POI(s)), Triggering Functions and the Mediation and Delivery Function (MDF).
A POI detects and captures the target's communications, based on information provided by the ADMF, passing the Interception Product to the Mediation and Delivery Function.
The MDF performs any necessary mediation of the Interception Product (IP) before delivering it on to the LEA's Law Enforcement Monitoring Facility (LEMF).
The LEMF is the logical element in the LEA which receives Interception Product.
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Figure 5.2: Generic Lawful Interception model
End third change

