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Abstract of the contribution: This paper is revised version of what was discussed during the June 4th conference call and incorporates some of the changes suggested/agreed during the conference call. Furthermore, this is more detailed than the CR S3i190422 submitted to the TS 33.127. Part of this can go to TS 33.128 or to the TR 33.925.  
Table 1: Target is local to CSP
In the redirected case, the base user is presumed to be the target (e.g. with A calling B, forwarded to C; B is the target).    
	Session type
	Non-roaming
	Roaming (NOTE 1)

	
	                     Default
	                  Deployment Options
	LBO
	Home-routed

	
	
	
	HPLMN
	VPLMN
	HPLMN
	VPLMN

	
	
	
	Default
	Deployment Option
	Default
	Deployment Option
	Default
	Deployment Option
	    Default
	     Option

	Normal  Sessions
	S-CSCF
	P-CSCF

AS (NOTE 2)
	S-CSCF
	AS (NOTE 2)
	P-CSCF
	n/a
	S-CSCF
	P-CSCF

AS (NOTE 2)
	N9HR LI

	Emergency sessions
	E-CSCF (NOTE 3)
	P-CSCF (NOTE 3)

S-CSCF (NOTE 5)
	n/a
	n/a
	E-CSCF (NOTE 3)
	P-CSCF (NOTE 3)
	n/a
	n/a
	E-CSCF (NOTE 4)  
	P-CSCF (NOTE 4)

	Redirected  (CFDA)
	S-CSCF
	P-CSCF (NOTE 6)

AS (NOTE 2)
	S-CSCF
	AS (NOTE 2)
	P-CSCF (NOTE 6)
	n/a
	S-CSCF
	P-CSCF (NOTE 6)

AS (NOTE 2)
	n/a

	Redirected (CF other)
	S-CSCF
	AS (NOTE 2)
	S-CSCF
	AS (NOTE 2)
	n/a
	n/a
	S-CSCF
	AS (NOTE 2)
	n/a

	Conferencing
	AS
	n/a
	AS
	n/a
	n/a
	n/a
	AS
	n/a
	n/a

	PTC
	AS
	n/a
	AS
	n/a
	n/a
	n/a
	AS
	n/a
	n/a

	Other services
	AS
	n/a
	AS 
	n/a
	n/a
	n/a
	AS
	n/a
	n/a


NOTE 1:  The interception in HPLMN and in VPLMN are based on the respective warrants, which are independent of each other. 
NOTE 2:   This is not an option according to TS 33.107. However, a deployment option of AS-based IRI-POI can be considered for TS 33.127/TS 33.128. 

NOTE 3:   The interception  of emergency services is not specified in TS 33.107. However, E-CSCF based IRI-POI as a default and P-CSCF based IRI-POI as a deployment option can be considered for TS 33.127/TS 33.128.  

NOTE 4:   The interception  of emergency services is not specified in TS 33.107. And, even with the home-routed roaming architecture, it is expected that to support the emergency sessions, the VPLMN may deploy P-CSCF and E-CSCF and other emergency session handling functions such as LRF, RDF. In this case,  E-CSCF based IRI-POI as a default and P-CSCF based IRI-POI as a deployment option can be considered for TS 33.127/TS 33.128.  

NOTE 5:   The interception  of emergency services is not specified in TS 33.107. However, for wireline originated emergency sessions where S-CSCF is also part of an emergency session, S--CSCF based IRI-POI as a deployment option can also be considered for TS 33.127/TS 33.128.  

NOTE 6:   With P-CSCF based IRI-POI for normal sessions, the P-CSCF based IRI-POI will be used while the target IMS user is being alerted. However, when the Call Forwarding Do Not Answer (CFDA) is invoked, the P-CSCF would be dropped and hence, such with such a deployment option, the interception of IRI would stop when the session is redirected.  

Table 2: Target is non-local ID.
	Session type
	Non-roaming
	Roaming (NOTE 1, NOTE 7)

	
	                    Default
	                    Deployment Options
	LBO  
	Home-routed

	
	
	
	HPLMN
	VPLMN (NOTE 15)
	HPLMN
	VPLMN

	
	
	
	Default
	Deployment Options
	Default
	Deployment Options
	Default
	Deployment Options
	

	Non-local ID  destination in CS domain
	S-CSCF Egress
(NOTE 8)
	AS (Note 9)

MGCF Egress (NOTE 10)
	S-CSCF  Egress   (Note 8)  
	AS  (NOTE 9)

MGCF Egress  (NOTE 10)
	P-CSCF
	IBCF
	S-CSCF  Egress
(NOTE 8)
	AS   (NOTE 9)

MGCF Egress (NOTE 10)
	N9HR LI

	Non-local ID destination in IMS domain
	S-CSCF  Egress
(NOTE 8)
	AS  (NOTE 9)

IBCF Egress (NOTE 11)
	S-CSCF Egress    (Note 8) 
	AS   (NOTE 9)

IBCF Egress (NOTE 11)
	P-CSCF
	IBCF
	S-CSCF Egress 
(NOTE 8)
	AS  (NOTE 9)

IBCF Egress (NOTE 11)
	N9HR LI

	Non-local ID origination from CS domain
	S-CSCF Ingress 
(NOTE 8)
	AS Ingress (NOTE 12)

MGCF Ingress (NOTE 13)
	S-CSCF Ingress (Note 8)
	AS Ingress (NOTE 12)

MGCF Ingress (NOTE 13)
	P-CSCF
	IBCF
	S-CSCF Ingress
(NOTE 8)
	AS Ingress (NOTE 12)

MGCF Ingress (NOTE 13)
	N9HR LI

	Non-local ID origination from IMS domain
	S-CSCF Ingress
(NOTE 8)
	AS Ingress (NOTE 12)

IBCF Ingress (NOTE 14)
	S-CSCF Ingress (Note 8)
	AS Ingress (NOTE 12)

IBCF Ingress (NOTE 14)
	P-CSCF
	IBCF
	S-CSCF Ingress (NOTE 8)
	AS Ingress (NOTE 12)

IBCF Ingress (NOTE 14)
	N9HR LI


NOTE 7:
 In this analysis, the roaming applies to the user who receives a session from, or originates a session to, a non-local ID target.   

NOTE 8:  According to TS 33.107, for non-local ID target, the S-CSCF/P-CSCF may provide the IRI-POI functions and optionally, the Egress MGCF or IBCF may provide the IRI-POI functions for outgoing sessions destined to non-local ID target and Ingress MGCF or IBCF may provide the IRI-POI functions for incoming sessions originated from non-local ID target.  However, the TS 33.107 specification may not have covered all possible scenarios. For example, when a session is originated from a user A to user B and may get forwarded to a non-local ID target C. In this situation, with the deployment option that uses the P-CSCF based IRI-POI will not be able to provide the IRI-POI for the non-local ID target C. Therefore, P-CSCF based approach is not considered as a deployment option for IRI-POI in this document. With the default S-CSCF based IRI-POI, the S-CSCF associated with the user B will have to provide the IRI-POI functions.  
NOTE 9:  For outgoing sessions destined to non-local ID target, the AS of the session may also provide the IRI-POI functions as a deployment option.   This may be considered as an option when the deployment option of  AS providing the IRI-POI for normal sessions is considered as per NOTE 2.  

NOTE 10: Based on NOTE 8, for outgoing sessions destined to non-local ID target routed over to Circuit-Switch (CS) based network, the Egress MGCF may provide the IRI-POI functions as a deployment option.  

NOTE 11: Based on NOTE 8, for outgoing sessions destined to non-local ID target routed over to IMS based network, the Egress IBCF may provide the IRI-POI functions as a deployment option.  

NOTE 12: For incoming sessions originating from a non-local ID target, the AS at the Ingress end of the session may also provide the IRI-POI functions as a deployment option.    This may be considered as an option when the deployment option of  AS providing the IRI-POI for normal sessions is considered as per NOTE 2.   This scenario is also applicable to the sessions destined to a non-local ID target that may have got redirected before arriving at the CSP’s network. 

NOTE 13: Based on NOTE 8, for incoming sessions originating from a non-local ID target over Circuit-Switch (CS) based network, the Ingress MGCF may provide the IRI-POI functions as a deployment option.  This scenario is also applicable to the sessions destined to a non-local ID target that may have got redirected before arriving at the CSP’s network. 
NOTE 14: Based on NOTE 8, for incoming sessions originating from non-local ID target over IMS based network, the Ingress IBCF may provide the IRI-POI functions as a deployment option.  This scenario is also applicable to the sessions destined to a non-local ID target that may have got redirected before arriving at the CSP’s network. 

NOTE 15:
 A VPLMN may detect that a roaming user is originating a session to a non-local ID target. In this case, the P-CSCF (by default) or the IBCF (as a deployment option) may provide the IRI-POI functions in that VPLMN. 

 Table 3: CC-POI to CC-TF association.  
	CC-POI
	CC-TF

	PGW
	P-CSCF (NOTE 1)

	PGW-U
	P-CSCF (NOTE 1)

	IMS-AGW
	P-CSCF

	MRFP
	AS (NOTE 2)

	TrGW
	IBCF

	IM-MGW
	MGCF


NOTE 1: 
This is defined in TS 33.107. Not considered in the tables that follow. In other words, these are not considered for TS 33.127/TS 33.128.
NOTE 2: 
In TS 33.107, when the S-CSCF provides the IRI-POI functions, as a deployment option, the CC-POI functions may be provided by the MRFP for normal sessions as well. In this case, according to TS 33.107, the CC-TF can be provided by either the AS or the S-CSCF. However, the deployment option of MRFP based CC-POI for normal sessions is  not supported in TS 33.127/TS 33.128 due to the possible LI security concerns (detectability). But, AS based CC-TF and MRFP based CC-POI can still be valid in TS 33.127 and TS 33.128 for service-based interceptions (e.g. PTC, conference). 
In the redirected case, the base user is presumed to be the target (e.g. with A calling B, forwarded to C; B is the target).    
In the following table, when an Ingress user is the target, the Ingress NF provides the CC-POI functions and when the Egress user is the target, the Egress NF provides the CC-POI functions unless a specific scenario/deployment option does not have such a NF. 

NOTE 3:  The interception in HPLMN and in VPLMN are based on the respective warrants, which are independent of each other. 

NOTE 4: Associated with the target or target side of the session leg.  For example, when A (target) calls B (intra-office), there will be an IMS-AGW on the A-side of the session and another IMS-AGW on the B-side of the session. Since A is the target, the IMS-AGW on the A-side of the session provides the CC-POI functions. If A is roaming with LBO, then TrGW on the A-side of the session provides the CC-POI functions. 

NOTE 5:
Same as for normal sessions.   

NOTE 6:
Same as for redirected sessions.

NOTE 7:  Associated with the redirected-to-user. For example, when A calls B (target), and if the call is redirected to C (intra-office), then the IMS-AGW associated with the C provides the CC-POI functions. The IMS-AGW associated with the B is not used in the session. 
NOTE 8: In this analysis, the roaming applies to the target and in the redirecting case, it applies to the target (one scenario) or to the redirected-to-user (another scenario).   
NOTE 9: In this analysis, the roaming applies to the user who receives a session from, or originates a session to, a non-local ID target.
NOTE 10: In an LBO roaming scenario, with P-CSCF providing the default IRI-POI functions, the IMS-AGW provides the default CC-POI functions. If the deployment option of IBCF/MGCF based IRI-POI is used, then the TrGW/IM-MGW provides the CC-POI functions.    
Table 4: CC-POI scenarios, target is local to CSP 

	Session type
	Non-roaming                     
	Roaming (NOTE 3, NOTE 8)

	
	
	LBO
	Home-routed

	
	
	HPLMN
	VPLMN
	HPLMN
	VPLMN

	Normal  Sessions (NOTE 4)
	IMS-AGW 
	TrGW  
	IMS-AGW  
	IMS-AGW  
	N9HR LI

	Emergency sessions (NOTE 4)
	IMS-AGW  
	n/a
	IMS-AGW  
	n/a
	IMS-AGW  

	Redirected (CFDA) 
	Before the forwarding
	NOTE 5
	NOTE 5
	NOTE 5
	NOTE 5
	n/a

	
	After the forwarding
	NOTE 6
	NOTE 6
	NOTE 6
	NOTE 6
	n/a

	Redirected (intra-CSP)      
	Roaming case applies to target only (NOTE 7)
	IMS-AGW  
	IMS-AGW  
	n/a
	IMS-AGW  
	 n/a

	
	Roaming case applies to both target & redirected-to-user (NOTE 7)   
	IMS-AGW  
	TrGW
	n/a
	IMS-AGW  
	 n/a

	
	Roaming case applies to redirected-to-user only (NOTE 7) 
	IMS-AGW  
	TrGW
	n/a
	IMS-AGW  
	 n/a

	Redirected (inter-CSP)   
	To CS domain (Roaming applies to target)   (NOTE 7)
	IM-MGW
	IMS-AGW
	n/a
	IM-MGW 
	n/a

	
	To IMS domain  (Roaming applies to target)  (NOTE 7)
	TrGW
	TrGW
	n/a
	TrGW
	n/a

	Conferencing
	MRFP
	MRFP
	n/a
	MRFP
	n/a

	PTC
	MRFP
	MRFP
	n/a
	MRFP
	n/a

	Other services
	MRFP
	MRFP
	n/a
	MRFP
	n/a


Table 5: CC-POI scenarios, target is non-local ID
	Session type
	Non-roaming                    
	Roaming (NOTE 2, NOTE 9)

	
	
	LBO  
	Home-routed

	
	
	HPLMN
	VPLMN  (NOTE 10)
	HPLMN
	VPLMN

	
	
	
	Default
	Deployment Option  
	
	

	Non-local ID destination  
	 CS domain
	Egress IM-MGW
	Egress IM-MGW
	IMS-AGW  
	Egress TrGW
	Egress IM-MGW
	N9HR LI

	
	CS domain w/ OMR
	n/a
	n/a
	IMS-AGW  
	Egress IM-MGW
	n/a
	n/a

	
	  IMS domain
	Egress TrGW
	Egress TrGW
	IMS-AGW  
	Egress TrGW
	Egress TrGW
	N9HR LI

	
	IMS domain w/ OMR
	n/a
	n/a
	IMS-AGW
	Egress TrGW
	n/a
	n/a

	Non-local ID origination 
	  CS domain
	Ingress IM-MGW
	Ingress IM-MGW
	IMS-AGW  
	Ingress TrGW
	Ingress IM-MGW
	N9HR LI

	
	  IMS domain
	Ingress TrGW
	Ingress TrGW
	IMS-AGW  
	Ingress TrGW
	Ingress TrGW
	N9HR LI


Table 6: Default configuration showing both IRI-POI and CC-POI (non-local ID is not included in this table)
	Session Type
	Non-roaming scenario
	Roaming LBO
	Roaming HR

	
	IRI-POI
	CC-POI
	HPLMN
	VPLMN
	HPLMN
	VPLMN

	
	
	
	IRI-POI
	CC-POI
	IRI-POI
	CC-POI
	IRI-POI
	CC-POI
	IRI-POI
	CC-POI

	Normal sessions 
	For LBO case, no loopback 
	S-CSCF
	IMS-AGW
	S-CSCF
	TrGW
	P-CSCF
	IMS-AGW
	S-CSCF
	IMS-AGW
	N9HRLI
	NRHRLI

	
	For LBO case,  loopback
	n/a
	n/a
	S-CSCF
	No CC
	P-CSCF
	IMS-AGW
	n/a
	n/a
	n/a
	n/a

	Emergency sessions
	E-CSCF
	IMS-AGW
	n/a
	n/a
	E-CSCF
	IMS-AGW
	n/a
	n/a
	E-CSCF
	IMS-AGW

	Redirecting CFDA  
 
	B and C not roaming
	Prior
	S-CSCF (B)
	IMS-AGW (B)
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a

	
	
	Post
	S-CSCF (B)
	IMS-AGW (C)
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a

	
	B is roaming, C is not
	Prior
	n/a
	n/a
	S-CSCF(B)
	TrGW (B)
	P-CSCF
	IMS-AGW 
	S-CSCF(B)
	IMS-AGW (B)
	N9HRLI
	N9HRLI

	
	
	Post
	n/a
	n/a
	S-CSCF(B)
	IMS-AGW (C)
	n/a
	n/a
	S-CSCF(B)
	IMS-AGW (C)
	n/a
	n/a

	
	C is roaming, B not
	Prior
	S-CSCF(B)
	IMS-AGW (B)
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a

	
	
	Post
	n/a
	n/a
	S-CSCF(B)
	TrGW (C)
	n/a
	n/a
	S-CSCF(B)
	IMS-AGW (C)
	n/a
	n/a

	
	B & C are roaming
	Prior
	n/a
	n/a
	S-CSCF(B)
	TrGW (B)
	P-CSCF
	IMS-AGW
	S-CSCF(B)
	IMS-AGW (B)
	N9HRLI
	N9HRLI

	
	
	Post
	n/a
	n/a
	S-CSCF(B)
	TrGW (C)
	n/a
	n/a
	S-CSCF(B)
	IMS-AGW (C)
	n/a
	n/a

	
	C in CS domain, B not roaming
	Prior
	S-CSCF(B)
	IMS-AGW (B)
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a

	
	
	Post
	S-CSCF(B)
	IM-MGW (C)
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a

	
	C in CS domain, B is roaming
	Prior
	n/a
	n/a
	S-CSCF(B)
	TrGW (B)
	P-CSCF
	IMS-AGW
	S-CSCF(B)
	IMS-AGW (B)
	N9HRLI
	N9HRLI

	
	
	Post
	n/a
	n/a
	S-CSCF(B)
	IM-MGW (C)
	n/a
	n/a
	S-CSCF(B)
	IM-MGW (C)
	n/a
	n/a

	
	C in IMS domain, B is not roaming
	Prior
	S-CSCF(B)
	IMS-AGW (B)
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a

	
	
	Post
	S-CSCF(B)
	TrGW (C)
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a

	
	C in IMS domain, B is roaming
	Prior
	n/a
	n/a
	S-CSCF(B)
	TrGW (B)
	P-CSCF
	IMS-AGW
	S-CSCF(B)
	IMS-AGW (B)
	N9HRLI
	N9HRLI

	
	
	Post
	n/a
	n/a
	S-CSCF(B)
	TrGW (C)
	n/a
	n/a
	S-CSCF(B)
	TrGW (C)
	n/a
	n/a

	Redirecting variable
	B and C are not roaming
	S-CSCF(B)
	IMS-AGW (C)
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a

	
	B is roaming, C not
	n/a
	n/a
	S-CSCF(B)
	IMS-AGW (C)
	n/a
	n/a
	S-CSCF(B)
	IMS-AGW (C)
	n/a
	n/a

	
	C is roaming, B not
	n/a
	n/a
	S-CSCF(B)
	TrGW (C)
	n/a
	n/a
	S-CSCF(B)
	TrGW (C)
	n/a
	n/a

	
	B and C are roaming
	n/a
	n/a
	S-CSCF(B)
	TrGW (C)
	n/a
	n/a
	S-CSCF(B)
	TRGW(C)
	n/a
	n/a

	
	C in CS domain, B is not roaming
	S-CSCF(B)
	IM-MGW (C)
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a

	
	C in CS domain, B is roaming
	n/a
	n/a
	S-CSCF(B)
	IM-MGW (C)
	n/a
	n/a
	S-CSCF(B)
	IM-MGW (C)
	n/a
	n/a

	
	C in IMS domain, B is not roaming
	S-CSCF(B)
	TrGW (C)
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a

	
	C in IMS domain, B is roaming
	n/a
	n/a
	S-CSCF(B)
	TrGW (C)
	n/a
	n/a
	S-CSCF(B)
	TrGW (C)
	n/a
	n/a

	Conferencing
	Before the conference
	S-CSCF
	IMS-AGW
	S-CSCF
	TrGW
	P-CSCF
	IMS-AGW
	S-CSCF
	IMS-AGW
	N9HRLI
	N9HRLI

	
	During conference
	S-CSCF/AS
	MRFP
	S-CSCF/AS
	MRFP
	P-CSCF
	IMS-AGW
	S-CSCF/AS
	MRFP
	N9HRLI
	N9HRLI

	Service-specific (e.g. PTC)
	AS
	MRFP
	AS
	MRFP
	n/a
	n/a
	AS
	MRFP
	n/a
	n/a
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