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1. Overall Description:
SA2 would like to thank SA3 LI for the LS on devices behind 5G-RG accessing the 5GC. 

SA3-LI would like to inform SA2 that an LI related issue raised at SA2#128 requires clarification from a SA3-LI perspective.  
SA3-LI understands that the 5G-Residential Gateway (5G-RG) enables control plane signaling and user plane transport for a UE behind the 5G-RG accessing the 5G Core (5GC).  This procedure authorizes the 5G-RG to act on behalf of the UE as a relay, similar to the way the Network Relay UE acts on behalf of the Remote UE in ProSe per TS 23.303.  Previously, SA3-LI had identified the need to identify the Remote UE and its traffic in the network, and SA2 developed a mechanism which allows the Remote UE to always be identified behind the Relay UE.  

SA2 would like to clarify that the above interpretation does not apply to all use case scenarios and their relevant candidate solutions being studied in the TR 23.716. For examples:
· Scenario1 (refer to section 4.2.2.1) for W-5GAN access and corresponding scenario 7 (see section 4.2.2.7) for W-5GCAN, where devices behind the 5G-RG/5G-CRG remain unidentified for / not distinguished by the 5GC and do not receive any individualised service.. Scenarios 2 (section 4.2.2.2) and 9 (section 4.2.2.9) are similar, the main difference being that they are based on legacy RG / legacy CRG. 
In these scenarios, 
· The RG/CRG is not acting as a relay, but rather as a router and NAT. This is similar to today’s solutions enabling access for devices behind a 4G smartphone using tethering. 
· The devices behind the RG/CRG are not part of the architecture (they are not shown in the architecture diagrams) and the 5GC cannot distinguish, whether data traffic originated from a device behind the RG/CRG or from (an application running on) the RG/CRG itself. From 5GC point of view the RG/CRG is the subscriber and the traffic is managed as generated by RG/CRG.
· It is SA2’s understanding that scenarios with NAT/routed RG and tethering will continue to be used in the future.
· We refer to the devices behind RG as “non-5GC managed devices” 
For the other scenarios, where the intention is to provide specific/distinguished services to (all or some of) the devices behind an RG/CRG (i.e., Scenarios 3..6 (section 4.2.2.3-6) and scenarios 8,10,11 (4.2.2.8, 4.2.2.10-11), the following applies:
· Depending by the candidate solution either the RG/CRG relays the device’s identity to the 5GC or the UE behind the RG/CRG provides directly its own identity to 5GC.
· The mechanism how the device identity is relayed varies among the scenarios and candidate solutions, the concept of Relay UE (in TS23.303) is only used in a single candidate solution. 
· We refer to these devices behind RG as “5GC managed devices”.  
It needs to be noted that not all of the above scenarios are targeted by the existing candidate solutions (see sections 6.x). However, it is a very clear pattern that candidate solutions ensure that the device identities are available in 5GC only for the “5GC managed devices.” 
SA3-LI would like to request that SA2 ensure the UE behind a 5G-RG is always identified and distinguishable from other UEs behind the same gateway, as well as from the gateway itself.  SA3-LI would like SA2 to be aware of the following requirements for a UE behind the 5G-RG accessing the 5GC:
· The network is able to uniquely identify a 3GPP UE (i.e., UE with 3GPP credentials) accessing 5G Core services behind any type of gateway (e.g., 5G-RG and FN-RG).
· The network is able to uniquely identify a non-3GPP device (i.e., MAC address) accessing 5G Core services behind any type of gateway (e.g., 5G-RG and FN-RG) when the non-3GPP device is identifiable by the gateway connecting to the network.
As described above, this capability does not exist in all candidate solutions, except for those that serve the ‘5GC managed devices”. In those cases, both the mechanism and the type of identity provided varies by the candidate solution. 
The candidate solutions have not been evaluated for acquiring the identities for “non-5GC managed devices”. Such capability may exist coincidentally, but is more likely to require additional complexity or entirely different solutions for the same scenarios.

2. Actions:
To SA3-LI
· SA2 would kindly ask SA3-LI to confirm if it is sufficient to provide device identities that are available for the 5GC because they are needed for / are collected as part of the service implementation for that device, i.e. only for the “5GC managed devices”. 

To BBF
· SA2 would kindly ask BBF to confirm whether additional considerations and clarification are needed from BBF point of view. 
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