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Abstract of the contribution: Discussion on clarifying Introduction

Inconsistencies on the use of “identities” within LI (33.126) lead to multiple interpretations as to what identities really represent and should be used/reported across the HI1/2/3 interfaces.
1. Introduction
From 33.126 v2.0.0 section 3.1 Definitions:
Target Identity: A network or service identity that uniquely identifies a target for interception from all other non-targets within one or more CSP services. One target may have one or several target identities. The target identity can be a long term subscription based identity, a short term network identity, a public available identity or an internal used (private) identity.
From 33.126 v2.0.0 section 6.1 Overview:

Target Identification: The CSP shall use the target identity provided in the warrant to provision interception of the target. The CSP shall ensure that the target identity is converted when necessary, by the network, to corresponding identities used in the network.
From 33.126 v 2.0.0 section 6.2 Identification

R6.2 - 10
User Identification - The CSP shall maintain an association among subscription identifiers or MEs or UEs registered on the network, using private or public, long term or short term available identifiers (e.g. SUPI, GUTI, SUCI, MSISDN, IMEI, SIP-URI, IMSI, TEL-URI), such that LI can be performed at any time the target interacts with, or acts within, the CSP network, or the CSP network acts on behalf of the user. This requirement shall not be interpreted to conflict with regulations pertaining to unauthenticated emergency calls.
So what Ids are critical is not specified.  A “subject” as per the warrant/work-order from the LEA into the CSP should result into one or more CSP based Target Ids.  This “subject” may be an induvial or service (e.g. conference call/service), or IoT device.  And there are also potentially multiple parties involved in a communications event.  Hence the need to identify other/associated parties in the communications session.  These are not “users” per se.
2.  Recommendation
Need to either genarise or eliminated the use of “user” to break out the specific identities such as the “target” vs. associates vs. network service vs. service Ids.  “User” is too vague. 
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