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Abstract of the contribution: This document provides a brief report from the PTSC-LAES.
1. Administrative:

· PTSC LAES had three virtual meetings (April 23rd, 2018, May 29th, 2018 and June 26th, 2018) since SA3LI#69. The next virtual meeting will be held on July 24th, 2018). 
2. ATIS-1000678.v4 updates (LAES for VoIP – wireline)
· The document is nearing ballot ready status. 

· Agreement reached. 

·  
 On the clarity of what is to be reported within the calling party identity and called party identity fields of Origination and Termination Attempt messages.   
NOTE: From the previous reports (no change):   
· New message: CCEncryptionInfo to report the information needed for LEAs to decipher the CC when delivered in an encrypted form. 

· Change to the TerminalDisplay of NetworkSignal message to carry the extended name of calling party to the Intercept Subject’s call when an incoming call is offered. 

· A new message LocationReport was defined to report the location of the Intercept Subject. 
· Version 2 of the ATIS-1000678 will continued to be kept in ATS Doc store. 
·  It was reported that the ASN.1 module defined in ATIS-1000678.v3 was not backward compatible to the previous version (i.e. v2). No action has been taken yet on this point.   

3. ATIS-1000069.v2 updates: Exception and Error Reporting (an informative Standard)
· The standard work is progressing after its first ballot review completion which happened a while back.   
·  Proposal to report all known identities of the Intercept Subject. 

· Security concerns related to out-of-band reporting resulted in a new Issue (see item 4 below). 

NOTE: From the previous reports (no change): 

· The main change in v2 was to describe out-of-band notification need when the delivery of CII and CC were interrupted due to some sort of outage reasons. 
· The out of notification could be via phone call, email, or text. 

4. New Issue: Federal Cybersecurity Requirements and LI Interfaces
· This is a study and the purpose is to identify implications of US Federal cyber-security regulations on the LI interfaces service providers to the LEAs.  Any implications on the internal interfaces between (e.g. IAP and the MF/DF) are outside the scope of this study. 

· The study will also identify any state and local regulations beyond the applicable US Federal cyber-security regulations. 

· In case, an implication is found, the study will identify the method of capturing those findings. 
· The study is scheduled for a completion in 2Q19. 
5. Reaffirmation of old standards: 
· The following ANSI standards are due for a 5-year review:

· J-STD-025A (2006, 2012)

· J-STD-025B (2006, 2012)

· J-STD-025B-1 (2006, 2012)

· J-STD-025B-2 (2007, 2012) 

· It was agreed to recommend PTSC and WTSC for reaffirmation of the above documents via letter ballot. TIA and WTSC have already agreed on the point. 
6. PTSC LAES and WTSC LI merger
· Quiet. 

